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[bookmark: _Hlk80618560]	 FIRST CHANGE 	
[bookmark: _Toc153486064]5.3.2	Usage for realising LI_X2
The POI sending xIRI over the LI_X2 interface shall set the PDU type field within the xIRI to "X2 PDU". (see ETSI TS 103 221-2 [8] clause 5.1).
Where a single xIRI is sent as a result of a network procedure (i.e. as result of several signalling messages exchanged between the target UE and the network), the POI sending the xIRI shall set the Payload Direction field (see ETSI TS 103 221-2 [8] clause 5.2.6) based on the initiator of the network procedure.
Unless otherwise specified by the relevant clause, the payload shall consist of a BER-encoded TS33128Payloads.XIRIPayload structure. The payload format (see ETSI TS 103 221-2 [8] clause 5.4) shall be set according to the relevant clause of the present document (the value 2 is used for TS 33128Payloads.XIRIPayload).The TLS transport profile (see ETSI TS 103 221-2 [8] clause 6) shall be supported and used by default.
Unless otherwise specified, xIRI shall include the timestamp and sequence number conditional attribute fields, with the timestamp value set to the time at which the event occurred.
Unless otherwise specified, the "Matched Target Identifier" conditional attribute shall be set to indicate what target identity was matched to generate the xIRI (see ETSI TS 103 221-2 [8] clause 5.3.18).
Unless otherwise specified, the "Other Target Identifier" conditional attribute shall be set with all other target identities present at the NF that contains the POI (see ETSI TS 103 221-2 [8] clause 5.3.19).
[bookmark: _Hlk86913863]Unless otherwise specified, the NFID conditional attribute (see ETSI TS 103 221-2 [8] clause 5.3.7) shall be set to indicate the NF that contains the POI. The NFID is defined as a unique identifier assigned to the NF by the network (e.g. FQDN) per carrier implementation and referred to in the following clauses.
Unless otherwise specified, the IPID conditional attribute (see ETSI TS 103 221-2 [8] clause 5.3.8) shall be set to indicate the POI (within the NF) that generated the xIRI for the conditional attribute field.
[bookmark: _Hlk155679394]	 NEXT CHANGE 	
[bookmark: _Toc153486077]5.5.5	IRI Target Identifiers
[bookmark: _Hlk52956882]The MDF shall populate the TargetIdentifiers field of the IRIPayload defined in Annex A with all Target Identifiers available at the MDF. For all Identifiers received in the LI_X2 "Matched Target Identifier" conditional attribute (see clause 5.3.2), the MDF shall include the relevant Identifier with the provenance set to "matchedOn". For all Identifiers received in the the LI_X2 "Other Target Identifier" conditional attribute (see clause 5.3.2), the MDF shall include the relevant Identifier with the provenance set to "other". For all Identifiers present in the xIRI payload, the MDF shall include the relevant Identifier with the provenance set to "observed". For all Identifiers present in the provisioning message received over X1, the MDF shall include the relevant Identifier with the provenance set to "lEAProvided". For all Identifiers present in the MDF that are not reported as other TargetIdentifiers, the MDF shall include the relevant Identifier with the provenance set to "other".
	 NEXT CHANGE 	
[bookmark: _Toc153486156]6.2.3.2.2	PDU session establishment
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionEstablishment record when the IRI-POI present in the SMF detects that a single-access PDU session has been established for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5G Session Management (5GSM) state within the SMF is changed to PDU SESSION ACTIVE (see TS 24.501 [13], clauses 6.1.3.3 and 6.4.1).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16], clauses 5.2.1, 5.2.2.7, 5.2.3, 6.1.2.4, and 6.1.6.4).
If the Npcf_SMPolicyControl_Create response received from the PCF for the target UE in response to Npcf_SMPolicyControl_Create request includes PCC rules in which the traffic control policy data contains either a routeToLocs IE or trafficSteeringPolIdDl IE and/or trafficSteeringPolIdUl IE, then the SMF shall include those PCC rules in the xIRI. These PCC rules correspond to policies that influence the target UE’s traffic flows (see TS 29.513 [88] clause 5.5.3).
Table 6.2.3-1: Payload for SMFPDUSessionEstablishment record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	sUPI
	SUPI
	0..1
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions (see NOTE).
	C

	sUPIUnauthenticated
	SUPIUnauthenticatedIndication
	0..1
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not been authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI
	0..1
	PEI associated with the PDU session, if available (see NOTE).
	C

	gPSI
	GPSI
	0..1
	GPSI associated with the PDU session, if available (see NOTE).
	C

	pDUSessionID
	PDUSessionID
	1
	PDU Session ID. See TS 24.501 [13] clause 9.4.
	M

	gTPTunnelID
	FTEID
	1
	Contains the F-TEID identifying the UPF endpoint of the GTP tunnel used to encapsulate the traffic derived from the UL NG-U UP TNL Information (see TS 38.413 clause 9.3.4.1), as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pDUSessionType
	PDUSessionType
	1
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	SNSSAI
	0..1
	Slice identifiers associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	uEEndpoint
	SEQUENCE OF UEEndpointAddress
	0..N
	UE endpoint address(es) assigned to the PDU Session, if available (see TS 29.244 [15] clause 5.21).
	C

	non3GPPAccessEndpoint
	UEEndpointAddress
	0..1
	UE's local IP address used to reach the N3IWF, TNGF or TWIF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	Location
	Location
	0..1
	Location information provided by the AMF or present in the context at the SMF, if available.
	C

	dNN
	DNN
	1
	Data Network Name requested by the target UE, as defined in TS 23.003[19] clause 9A and described in TS 23.502 [4] clause 4.3.2.2. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	M

	aMFID
	AMFID
	0..1
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1 if available.
	C

	hSMFURI
	HSMFURI
	0..1
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	FiveGSMRequestType
	1
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 provided within the Nsmf_PDU_Session_CreateSMContext Request (TS 29.502 [16]) message shall be reported.
In the case where the network does not support Multi Access (MA) PDU sessions, but receives a MA PDU session request, a request type of “Initial request” shall be reported.
In the case where the network does not provide a request type value for a non-MA PDU session, a request type of “initial request”, according to TS 24.501 [13] clause 6.4.1.2 shall be reported.
	M

	accessType
	AccessType
	0..1
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	C

	rATType
	RATType
	0..1
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	SMPDUDNRequest
	0..1
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	uEEPSPDNConnection
	UEEPSPDNConnection
	0..1
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. If present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message. (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	ePS5GSComboInfo
	EPS5GSComboInfo
	0..1
	Provides detailed information about PDN Connections associated with the reported PDU Session. Shall be included if the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter shall include the additional IEs in Table 6.2.3-1A, if present.
	C

	selectedDNN
	DNN
	0..1
	Shall be present if a DNN other than the UE requested DNN is selected for the PDU Session. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	C

	servingNetwork
	SMFServingNetwork
	0..1
	PLMN ID of the serving core network operator, and, for a Non-Public Network (NPN), the NID that together with the PLMN ID identifies the NPN. Shall be present if this IE is in the SMContextCreateData or PDUSessionCreateData message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39).
	C

	oldPDUSessionID
	PDUSessionID
	0..1
	Shall be present if this IE is in the SMContextCreateData or PDUSessionCreateData message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39).
	C

	handoverState
	HandoverState
	0..1
	Indicates whether the PDU Session Establishment being reported was due to a handover. Shall be present if this IE is in the SMContextCreatedData sent by the SMF (see TS 29.502 [16] clause 6.1.6.2.3).
	C

	gTPTunnelInfo
	GTPTunnelInfo
	1
	Contains the information for the User Plane GTP Tunnels for the PDU Session (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39). See Table 6.2.3-1B.
	M

	pCCRules
	PCCRuleSet
	0..1
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence. The payload of a PCC rule for traffic influence is defined in Table 6.2.3-1E.
	C

	ePSPDNConnectionEstablishment
	EPSPDNConnectionEstablishment
	0..1
	Provides details about PDN Connections when the SMFPDUSessionEstablishment xIRI message is used to report PDN Connection establishment. See Table 6.3.3-1 and clause 6.3.3.2.2.
	C

	satelliteBackhaulCategory
	SBIType
	0..1
	Indicates that a satellite backhaul is used towards 5G AN and the corresponding backhaul category, if available. Encoded according to TS 29.571 [17] clause 5.4.3.39. The SBIReference for this parameter shall be populated with 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'.
	C

	gEOSatelliteID
	GEOSatelliteID
	0..1
	Indicates the satellite ID if satellite backhaul category is GEO, if available. Encoded according to TS 29.571 [17] clause 5.4.2.
	C

	NOTE:	At least one of the SUPI, PEI or GPSI fields shall be present.



Table 6.2.3-1A: Payload for ePS5GSComboInfo
	ePSInterworkingIndication
	Indicates whether and how the PDU Session may be moved to EPS. Shall be derived from the EpsInterworkingIndication associated with the PDU Session at the SMF+PGW-C (see TS 29.502 [16] clause 6.1.6.3.11).
	M

	ePSSubscriberIDs
	Includes the Subscriber Identities associated with the EPS PDN Connection in the UE Context sent from the MME to the AMF or known in the context at the SMF+PGW-C. See TS 29.274 [87] clause 7.2.1 and TS 23.502 [4] clause 4.11.1. 
	M

	ePSPdnCnxInfo
	Shall be present if there are any EPS PDN connections associated to the PDU Session in the SM Context or PDU Session Context at the SMF+PGW-C. Contains information about the EPS PDN connection associated with the PDU Session. See TS 29.502 [16] clause 6.1.6.2.31.
	C

	ePSBearerInfo
	Shall be present if there are any EPS Bearers associated to the PDU Session in the SM Context or PDU Session Context at the SMF+PGW-C. Contains information about the EPS Bearer context(s) associated with the PDU Session. See TS 29.502 [16] clause 6.1.6.2.4.
	C



Table 6.2.3-1B: gTPTunnelInfo field
	Field name
	Description
	M/C/O

	fiveGSGTPTunnels
	Shall include the 5GS GTP Tunnels (sSee Table 6.2.3-1C) when the xIRI message is used to report PDU Session related events.
	C

	ePSGTPTunnels
	Shall include the information for the User Plane GTP Tunnels for the bearer context if present in the Request or Response (see TS 29.274 [87] clauses 7.2.2, 7.2.4 and 8.15) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4) when the xIRI message is used to report PDN Connection related events. See Table 6.3.3-6.
	C



Table 6.2.3-1C: fiveGSGTPTunnels field
	Field name
	Description
	M/C/O

	uLNGUUPTunnelInformation
	Shall include the F-TEID for the UPF endpoint of the NG-U transport bearer (sSee TS 38.413 [23] clause 9.3.4.1).
	C

	additionalULNGUUPTunnelInformation
	Shall include the F-TEID for the UPF endpoint of any additional NG-U transport bearers (sSee TS 38.413 [23] clause 9.3.4.1).
	C

	dLRANTunnelInformation
	Shall include the RAN tunnel and QOS Flow information for the PDU Session (sSee TS 29.502 [16] clause 6.1.6.2.39 and TS 38.413 [23] clause 9.3.4.1). See Table 6.2.3-1D.
	C



Table 6.2.3-1D: dLRANTunnelInformation field
	Field name
	Description
	M/C/O

	dLQOSFlowTunnelInformation
	Shall include the F-TEID NG-RAN endpoint of the NG-U transport bearer together with associated QoS flows (sSee TS 38.413 [23] clause 9.3.4.2 and TS 29.502 [16] clause 6.1.6.2.39).
	C

	additionalDLQOSFlowTunnelInformation
	Shall include the F-TEID NG-RAN endpoint of any additional NG-U transport bearers together with associated QoS flows (sSee TS 38.413 [23] clause 9.3.4.2 and TS 29.502 [16] clause 6.1.6.2.39).
	C

	redundantDLQOSFlowTunnelInformation
	Shall include the F-TEID NG-RAN endpoint of redundant NG-U transport bearers together with associated QoS flows (sSee TS 38.413 [23] clause 9.3.4.2 and TS 29.502 [16] clause 6.1.6.2.39).
	C

	additionalredundantDLQOSFlowTunnelInformation
	Shall include the F-TEID NG-RAN endpoint of any additional redundant NG-U transport bearers together with associated QoS flows (sSee TS 38.413 [23] clause 9.3.4.2 and TS 29.502 [16] clause 6.1.6.2.39).
	C



Each PCC rule for traffic influence has the payload defined in Table 6.2.3-1E.
Table 6.2.3-1E: Payload of PCCRule for traffic influence
	Field name
	Description
	M/C/O

	pCCRuleID
	Policy rule identifier. This IE is defined in TS 29.512 [89], table 5.6.2.6-1.
	M

	appId
	Identifies an application (NOTE 1), if available. This IE is defined in TS 29.512 [89], table 5.6.2.6-1 (NOTE 1).
	C 

	pFD
	Packet flow description (PFD) associated with the appId, if available. It is defined in TS 29.551 [96] table 5.6.2.5-1 (NOTE 1).
	C

	flowInfos
	A set of flow information, if available. A flow information is an Ethernet or IP flow packet filter information (NOTE 1). This IE is defined in TS 29.512 [89], table 5.6.2.6-1 (NOTE 1). FlowInfos may be IP flow or Ethernet flow. IP flow is specified in TS 29.214, section 5.3.8 [92]. Ethernet Flow is specified in TS 29.514 [91] Table 5.6.2.17-1.
	C

	appReloc
	Indicates that the application cannot be relocated once a location of the application is selected by the 5GC when it is included and set to "true". The default value is "false".
	C

	simConnInd
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA (PDU Session Anchor). If it is included and set to "true", temporary simultaneous connectivity should be kept. The default value "false" applies, if the IE is not present. This IE is defined in TS 29.512 [89], table 5.6.2.9-1.
	C

	simConnTerm
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure. It may be included when the "simConnInd" attribute is set to true. This IE is defined in TS 29.512 [89], table 5.6.2.9-1.
	C

	maxAllowedUpLat
	Indicates the target user plane latency in units of milliseconds used by SMF to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value. This IE is defined in TS 29.512 [89], table 5.6.2.9-1, if available.
	C

	routeToLocs
	A set of traffic routes, if available. A traffic route provides information to route to/from a DNAI. This IE is defined in TS 29.512 [89], table 5.6.2.9-1 (NOTE 2).
	C

	trafficSteeringPolIdDl
	Traffic steering policy for downlink traffic at the SMF, if available. This IE is defined in TS 29.512 [89], table 5.6.2.9-1 (NOTE 2).
	C

	trafficSteeringPolIdUl
	Traffic steering policy for uplink traffic at the SMF, if available. This IE is defined in TS 29.512 [89], table 5.6.2.9-1 (NOTE 2).
	C

	deprecatedSourceDNAI
	No longer used in present version of this specification
	O

	deprecatedTargetDNAI
	No longer used in present version of this specification
	O

	deprecatedDNAIChangeType
	No longer used in present version of this specification
	O

	deprecatedSourceUEIPAddress
	No longer used in present version of this specification
	O

	deprecatedTargetUEIPAddress
	No longer used in present version of this specification
	O

	eASIPReplaceInfos
	Contains EAS IP replacement information for a Source and a Target EAS, if available. This IE is defined in TS 29.571 [17], table 5.4.4.79.
	C

	NOTE 1:	Either appId/pFD or flowInfos shall be supplied.
NOTE 2:	TrafficSteeringPolIdDl attribute and/or trafficSteeringPolIdUl attribute and routeToLocs attribute are mutually exclusive.



	 NEXT CHANGE 	
[bookmark: _Toc153486157]6.2.3.2.3	PDU session modification
The IRI-POI in the SMF shall generate an xIRI containing an SMFPDUSessionModification record when the IRI-POI present in the SMF detects that a single-access PDU session has been modified for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMPLETE from the UE and the 5GSM state within the SMF is returned to PDU SESSION ACTIVE (see TS 24.501 [13], clauses 6.1.3.3, 6.3.2 and 6.4.2). This applies to the following two cases:
-	UE initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.2).
-	Network initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.2).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE (see TS 24.501 [13], clause 6.1.3.3 and 6.4.1). This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP); see TS 23.502 [4], clauses 4.9.2.1 and 4.9.2.2).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the Nsmf_PDUSession_UpdateSMContext response to the AMF when the PDU session modified or SM context is changed. In this case, the Nsmf_PDUSession_UpdateSMContext response may not have an embedded NAS message. This applies to the following case:
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Establishment Response when a PFCP session is established on a new UPF (or V-UPF in a roaming case) within the existing SM Context without a following Nsmf_PDUSession_Update_Context message being sent to the AMF. This applies to the following case:
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Modification Response when a new tunnel Identifier (local or remote) is added to the PDU session or removed from the PDU session without a following Nsmf_PDUSession_Update_Context message being sent to the AMF. This applies to the following case:
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN) receives the N4: PFCP Session Deletion Response when a PFCP session is deleted from an SM Context that remains active. This applies to the following case:
-	Handover scenarios (5G to 5G, see TS 23.502 [4] clauses 4.9.1.2 and 4.9.1.3).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMPLETE (see TS 29.502 [16], clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6.4). This applies to the following three cases:
-	UE initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	Network (VPLMN) initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	Network (HPLMN) initiated PDU session modification (see TS 23.502 [4], clause 4.3.3.3).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16], clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6.4) while it had received a N16 Nsmf_PDU_Session_Create Request message with an existing PDU Session Id with access type being changed. This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP); see TS 23.502 [4], clauses 4.9.2.3 and 4.9.2.4) where the V-SMF is used for the PDU session on the new access type only.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) while it had received a N16 Nsmf_PDU_Session_Update Request message with an existing PDU Session Id with access type being changed. This applies to the following case:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP) where the same V-SMF is used for the PDU session on both access types.
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_Notify request to the NEF or AF for the target UE for the event "UP Path Change" related to a corresponding subscription from AF (see TS 29.508 [90] clause 4.2.2).
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_AppRelocationInfo response to the NEF or AF for the target UE in response to Nsmf_EventExposure_AppRelocationInfo request sent by NEF or AF to SMF (see TS 29.508 [90] clause 4.2.5).
-	For a non-roaming scenario, SMF receives a Nnef_PFDManagement_Fetch response from the NEF for the target UE in response to Nnef_PFDManagement_Fetch request sent by SMF to NEF (see TS 29.551 [96] clause 4.2.2).
If the Npcf_SMPolicyControlUpdateNotify response sent to the PCF for the target UE in response to an Npcf_SMPolicyControlUpdateNotify request includes PCC rules in which the traffic control policy data contains either a routeToLocs IE or trafficSteeringPolIdDl IE and/or trafficSteeringPolIdUl IE, then the SMF shall include those PCC rules in the xIRI. These PCC rules correspond to policies that influence the target UE’s traffic flows (see TS 29.513 [88] clause 5.5.3).
Table 6.2.3-2: Payload for SMFPDUSessionModification record
	[bookmark: _Hlk107930735]Field name
	Type
	Cardinality
	Description
	M/C/O

	sUPI
	SUPI
	0..1
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	SUPIUnauthenticatedIndication
	0..1
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI was not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI
	0..1
	PEI associated with the PDU session, if available.
	C

	gPSI
	GPSI
	0..1
	GPSI associated with the PDU session, if available.
	C

	sNSSAI
	SNSSAI
	0..1
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	non3GPPAccessEndpoint
	UEEndpointAddress
	0..1
	UE's local IP address used to reach the N3IWF, TNGF or TWIF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location
	0..1
	Location information provided by the AMF or present in the context at the SMF, if available.
	C

	requestType
	FiveGSMRequestType
	0..1
	Type of request as described in TS 24.501 [13] clause 9.11.3.47, if available.
	C

	accessType
	AccessType
	0..1
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	C

	rATType
	RATType
	0..1
	RAT type associated with the access, if available. Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	pDUSessionID
	PDUSessionID
	0..1
	PDU Session ID See TS 24.501 [13] clause 9.4. Shall be provided. This parameter is conditional only for backwards compatibility.
	C

	ePS5GSComboInfo
	EPS5GSComboInfo
	0..1
	Provides detailed information about PDN Connections associated with the reported PDU Session. Shall be included when the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter may include the additional IEs in Table 6.2.3-1A, when if available.
	C

	uEEndpoint
	UEEndpointAddress
	0..1
	UE IP address(es) assigned to the PDU Session, if available (See TS 29.244 [15] clause 5.21).
	C

	servingNetwork
	SMFServingNetwork
	0..1
	Shall be present if this IE is in the SMContextUpdateData, HsmfUpdateData or message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.3, 6.1.6.2.11 and 6.1.6.2.39).
	C

	handoverState
	HandoverState
	0..1
	Indicates whether the PDU Session Modification being reported was due to a handover. Shall be present if this IE is in the SMContextUpdatedData or sent by the SMF (see TS 29.502 [16] clause 6.1.6.2.3).
	C

	gTPTunnelInfo
	GTPTunnelInfo
	1
	Contains the information for the User Plane GTP Tunnels for the PDU Session (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39). See Table 6.2.3-1B.
	M

	pCCRules
	PCCRuleSet
	0..1
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence, if available. The payload of a PCC rule for traffic influence is defined in Table 6.2.3-1E.
	C

	ePSPDNConnectionModification
	EPSPDNConnectionModification
	0..1
	Provides details about PDN Connections when the SMFPDUSessionModification xIRI message is used to report PDN Connection Modification. See Table 6.3.3-8 and clause 6.3.3.2.3.
	C

	uPPathChange
	UPPathChange
	0..1
	Notification of the UPPathChange event. This IE is defined in TS 29.508 [90], if available, tTable 5.6.2.5-1.
	C

	pFDDataForApp
	PFDDataForApp
	0..1
	Represents the packet flow descriptions (PFDs) for an application identifier (AppId), if available. This IE is defined in TS 29.551 [96], tTable 5.6.2.2-1.
	C

	satelliteBackhaulCategory
	SBIType
	0..1
	Indicates that a satellite backhaul is used towards 5G AN and the corresponding backhaul category, if available. Encoded according to TS 29.571 [17] clause 5.4.3.39. The SBIReference for this parameter shall be populated with 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'.
	C

	gEOSatelliteID
	GEOSatelliteID
	0..1
	Indicates the satellite ID if satellite backhaul category is GEO, if available. Encoded according to TS 29.571 [17] clause 5.4.2.
	C



Table 6.2.3-2A: Payload of UPPathChange
	Field name
	Description
	M/C/O

	sourceDNAI
	Source DNAI, if the DNAI has changed. DNAI represents the location of applications towards which the traffic routing should apply, if available. 
	C 

	targetDNAI
	Target DNAI if the DNAI has changed. 
	C

	dNAIChangeType
	Type of a DNAI change. Possible values are “early”, “late” and “earlyAndLate” notification of UP path reconfiguration, if available. 
	C

	sourceUEIPAddress
	The IPv4 Address of the served UE for the source DNAI, if available. 
	C

	targetUEIPAddress
	The IPv4 Address of the served UE for the target DNAI, if available.
	C

	sourceTrafficRouting
	N6 traffic routing information for the source DNAI, if available.
	C

	targetTrafficRouting
	N6 traffic routing information for the target DNAI, if available.
	C

	mACAddress
	The MAC address of the served UE, if available.
	C



Table 6.2.3-2B: Payload of PFDDataForApp
	Field name
	Description
	M/C/O

	appId
	Identifier of an application.
	M 

	pFDs
	PFDs for an application identifier, if available. PFD is defined in TS 29.551 [96], tTable 5.6.2.5-1.
	C



Table 6.2.3-2C: Payload of PFD
	Field name
	Description
	M/C/O

	pFDId
	PFD identifier.
	M 

	pFDflowDescription
	Represents a set of 3-tuple with protocol, server IP address and server port for UL/DL application traffic, if available.
	C

	uRLs
	Represents a set of URL, if available.
	C

	domainNames
	Represents a set of FQDN, if available.
	C

	dnProtocol
	Indicates the additional protocol and protocol field for domain names to be matched, if available. This IE is defined in 29.122 [63], T table 5.14.2.2.4-1.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486159]6.2.3.2.5	Start of interception with an established PDU session
The IRI-POI in the SMF shall generate an xIRI containing an SMFStartOfInterceptionWithEstablishedPDUSession record when the IRI-POI present in the SMF detects that a single-access PDU session has already been established for the target UE when interception starts.
In a non-roaming scenario, the IRI-POI in the SMF (or in a roaming scenario, the IRI-POI in the V-SMF in the VPLMN) shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedPDUSession record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The 5GSM state within the SMF for that UE is 5GSM: PDU SESSION ACTIVE or PDU SESSION MODIFICATION PENDING.
NOTE:	The above trigger happens when the SMF (V-SMF in VPLMN) had not sent an N1 NAS message PDU SESSION RELEASE COMMAND to the UE for a PDU session and the SMF (V-SMF in the VPLMN) had previously sent an N1 NAS message PDU SESSION ESTABLISHMENT ACCEPT to that UE for the same PDU session.
In a home-routed roaming scenario, the IRI-POI in the H-SMF shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedPDUSession record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case:
-	The H-SMF had not sent a Nsmf_PDU_Session_Update Request (n1SmInfoToUe: PDU SESSION RELEASE COMMAND) to the V-SMF for a PDU session and H-SMF had previously sent a Nsmf_PDU_Session_Create Response (n1SmInfoToUE: PDU SESSION ESTABLISHMENT ACCEPT) to the V-SMF for that PDU session.
The IRI-POI in the SMF shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedPDUSession record for each of the PDU sessions (that meets the above criteria) associated with the newly identified target UEs.
Table 6.2.3-4: Payload for SMFStartOfInterceptionWithEstablishedPDUSession record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	sUPI
	SUPI
	0..1
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	SUPIUnauthenticatedIndication
	0..1
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not been authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI
	0..1
	PEI associated with the PDU session, if available.
	C

	gPSI
	GPSI
	0..1
	GPSI associated with the PDU session, if available.
	C

	pDUSessionID
	PDUSessionID
	1
	PDU Session ID as assigned by the AMF, as defined in TS 24.007 [14] clause 11.2.3.1b.
	M

	gTPTunnelID
	FTEID
	1
	Contains the F-TEID identifying the UPF endpoint of the GTP tunnel used to encapsulate the traffic derived from the UL NG-U UP TNL Information (see TS 38.413 clause 9.3.4.1), as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pDUSessionType
	PDUSessionType
	1
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	SNSSAI
	0..1
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	uEEndpoint
	SEQUENCE OF UEEndpointAddress
	0..N
	UE endpoint address(es) if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order). MAC addresses are given as 6 octets with the most significant octet first (see TS 29.244 [15] clause 5.21).
	C

	non3GPPAccessEndpoint
	UEEndpointAddress
	0..1
	UE's local IP address used to reach the N3IWF, TNGF or TWIF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location
	0..1
	Location information provided by the AMF at session establishment or present in the context at the SMF, if available.
	C

	dNN
	DNN
	1
	Data Network Name associated with the target traffic, as defined in TS 23.003 [19] clause 9A and described in TS 23.502 [4] clause 4.3.2.2. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	M

	aMFID
	AMFID
	0..1
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1, if available.
	C

	hSMFURI
	HSMFURI
	0..1
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	FiveGSMRequestType
	1
	Type of request as initially set within the PDU SESSION ESTABLISHMENT as described in TS 24.501 [13] clause 9.11.3.47.
If the initial value is no longer available the request type shall be set to “existing PDU session”.
	M

	accessType
	AccessType
	0..1
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	C

	rATType
	RATType
	0..1
	RAT type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	SMPDUDNRequest
	0..1
	Contents of the SM PDU DN request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	timeOfSessionEstablishment
	Timestamp
	0..1
	Time at which the session establishment occurred, if available. Shall be given qualified with time zone information (i.e. as UTC or offset from UTC, not as local time).
	C

	ePS5GSComboInfo
	EPS5GSComboInfo
	0..1
	Provides detailed information about PDN Connections associated with the reported PDU Session. Shall be included when the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter may include the additional IEs in table 6.2.3-1A, if available.
	C

	uEEPSPDNConnection
	UEEPSPDNConnection
	0..1
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. If present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message. (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	servingNetwork
	SMFServingNetwork
	0..1
	Indicates the serving core network operator PLMN, and for an SNPN, the NID. Shall be present if present in the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clause 6.1.6.2.39).
	C

	gTPTunnelInfo
	GTPTunnelInfo
	1
	Contains the information for the User Plane GTP Tunnels for the PDU Session (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39). See Table 6.2.3-1B.
	M

	pCCRules
	PCCRuleSet
	0..1
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence. The payload of a PCC rule for traffic influence is defined in Table 6.2.3-1E.
	C

	ePSStartOfInterceptionWithEstablishedPDNConnection
	EPSStartOfInterceptionWithEstablishedPDNConnection
	0..1
	Provides details about PDN Connections when the SMFStartOfInterceptionWithEstablishedPDUSession xIRI message is used to report the start of interception on a target who already has existing PDN Connections. See Table 6.3.3-14 and clause 6.3.3.2.5.
	C

	pFDDataForApps
	PFDDataForApps
	0..1
	Represents a set of associations between application identifier and packet flow descriptions (PFDs), if available.
	C

	satelliteBackhaulCategory
	SBIType
	0..1
	Indicates that a satellite backhaul is used towards 5G AN and the corresponding backhaul category, if available. Encoded according to TS 29.571 [17] clause 5.4.3.39. The SBIReference for this parameter shall be populated with 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'.
	C

	gEOSatelliteID
	GEOSatelliteID
	0..1
	Indicates the satellite ID if satellite backhaul category is GEO, if available. Encoded according to TS 29.571 [17] clause 5.4.2.
	C



The IRI-POI present in the SMF generating an xIRI containing a SMFStartOfInterceptionWithEstablishedPDUSession record shall set the Payload Direction field in the PDU header to not applicable (Direction Value 5, see ETSI TS 103 221-2 [8] clause 5.2.6).
	 NEXT CHANGE 	
6.2.3.2.7.2	MA PDU session establishment
The IRI-POI in the SMF shall generate an xIRI containing an SMFMAPDUSessionEstablishment record when the IRI-POI present in the SMF detects that a PDU session has been established for the target UE that is an MA PDU session (Request Type set to MA PDU session or upgraded at establishment), or where the upgrade allowed parameter is set to upgrade allowed and session is established as an ordinary PDU session (not upgraded at establishment, but may occur later on). The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario , the SMF sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE for a new PDU session and the 5G Session Management (5GSM) state within the SMF is changed to PDU SESSION ACTIVE (see TS 24.501 [13], clause 6.1.3.3 and 6.4.1) in response to a PDU SESSION ESTABLISHMENT REQUEST received along with:
-	PDU Session ID which does not identify an existing PDU session, and
-	Request Type = MA PDU request, or
-	Request Type = initial request and MA PDU session information set to "MA PDU session network upgrade is allowed", with either upgrade occurring at establishment or upgrade does not occur at establishment but may occur later.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16], clauses 5.2.1, 5.2.2.7, 5.2.3, and 6.1.6) for a new PDU session in response to a PDU SESSION ESTABLISHMENT REQUEST received along with:
-	PDU Session ID which does not identify an existing PDU session, and
-	Request Type = MA PDU request, or
-	Request Type = initial request and MA PDU session information set to "MA PDU session network upgrade is allowed", with either upgrade occurring at establishment or upgrade does not occur at establishment but may occur later.
If the Npcf_SMPolicyControl_Create response received from the PCF for the target UE in response to Npcf_SMPolicyControl_Create request includes PCC rules in which the traffic control policy data contains either a routeToLocs IE or trafficSteeringPolIdDl IE and/or trafficSteeringPolIdUl IE, then the SMF shall include those PCC rules in the xIRI. These PCC rules correspond to policies that influence the target UE’s traffic flows (see TS 29.513 [88] clause 5.5.3).
Table 6.2.3-5A: Payload for SMFMAPDUSessionEstablishment record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions (see NOTE).
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not been authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session, if available (see NOTE).
	C

	gPSI
	GPSI associated with the PDU session, if available (see NOTE).
	C

	pDUSessionID
	PDU Session ID See clause 9.4 of TS 24.501 [13]. Identifies a new PDU session.
	M

	pDUSessionType
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	accessInfo
	Identifies the access(es) associated with the PDU session including the information for each specific access (see table 6.2.3-5B).
	M

	sNSSAI
	Slice identifiers associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	uEEndpoint
	UE endpoint address(es) assigned to the PDU Session if available (see TS 29.244 [15] clause 5.21).
	C

	location
	Location information provided by the AMF or present in the context at the SMF, if available.
	C

	dNN
	Data Network Name requested by the target UE, as defined in TS 23.003 [19] clause 9A and described in TS 23.502 [4] clause 4.3.2.2. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	M

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1, when if available.
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 provided within the Nsmf_PDU_Session_CreateSMContext Request (TS 29.502 [16]) message shall be reported.
In the case where the network does not provide a request type value for a MA PDU session and the network does support MA PDU sessions, the request type shall be set to “MA PDU request” according to TS 24.501 [13] clause 6.4.1.2.
	M

	sMPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	servingNetwork
	PLMN ID of the serving core network operator, and, for a Non-Public Network (NPN), the NID that together with the PLMN ID identifies the NPN.
	M

	oldPDUSessionID
	The old PDU Session ID received from the UE. See TS 23.502 [4] clauses 4.3.2.2.1 and 4.3.5.2 and TS 24.501 [13] clause 6.4.1.2. Shall be present if this IE is in the SMContextCreateData or PDUSessionCreateData message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39).
	C

	mAUpgradeIndication
	Indicates whether the PDU session is allowed to be upgraded to MA-Confirmed MA PDU session (see TS 23.502 [4] clause 4.22.3). Include if known.
	C

	ePSPDNCnxInfo
	Indicates if the PDU session may be moved to EPS during its lifetime (see TS 29.502 [16] clause 6.1.6.2.31). Include if known. 
	C

	mAAcceptedIndication
	Indicates that a request to establish an MA PDU session was accepted or if a single access PDU session request was upgraded into a MA PDU session (see TS 23.502 [4] clauses 4.22.2 and 4.22.3).
It shall be set as follows:
- true: MA-Confirmed MA PDU session was established
- false: single access MA-Upgrade-Allowed MA PDU session was established that may be upgraded to an MA-Confirmed MA PDU session.
	M

	aTSSSContainer
	Identifies the steering, switching, and splitting features for the MA-Confirmed MA PDU session. Also indicates whether MPTCP or ATSSS-LL is to be used for ATSSS. See TS 24.501[13] clause 9.11.4.22.
	C

	uEEPSPDNConnection
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. If present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message. (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	ePS5GSComboInfo
	Provides detailed information about PDN Connections and PDU Sessions during EPS to 5GS idle mode mobility or handover using the N26 interface. Shall be included if the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter shall include the additional IEs in tTable 6.2.3-1A, if present.
	C

	selectedDNN
	Shall be present if a DNN other than the UE requested DNN is selected for the PDU Session. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	C

	handoverState
	Indicates whether the PDU Session Establishment being reported was due to a handover. Shall be present if this IE is in the SMContextCreatedData sent by the SMF (see TS 29.502 [16] clause 6.1.6.2.3).
	C

	pCCRules
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence. The payload of a PCC rule for traffic influence is defined in tTable 6.2.3-1E.
	C

	ePSPDNConnectionEstablishment
	Provides details about PDN Connections when the SMFMAPDUSessionEstablishment xIRI message is used to report PDN Connection establishment. See table 6.3.3-1 and clause 6.3.3.2.2.
	C

	NOTE:	At least one of the SUPI, PEI or GPSI fields shall be present.



Table 6.2.3-5B: Contents of Access Info parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	accessType
	AccessType
	1
	Access type associated with the session (i.e. 3GPP or non-3GPP access) as provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	M

	rATType
	RATType
	0..1
	RAT Type associated with the access as provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	gTPTunnelID
	FTEID
	1
	Contains the F-TEID identifying the GTP tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	non3GPPAccessEndpoint
	UEEndpointAddress
	0..1
	UE's local IP address used to reach the N3IWF, TNGF or TWIF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	establishmentStatus
	EstablishmentStatus
	1
	Indicates whether the access type is established or released.
	M

	aNTypeToReactivate
	AccessType
	0..1
	Indicates the Access Network Type for which the UP connection is requested to be re-activated, for an MA PDU session. Applicable to session modification reporting.
	C

	gTPTunnelInfo
	GTPTunnelInfo
	1
	Contains the information for the User Plane GTP Tunnels for the PDU Session (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39). See Table 6.2.3-1B.
	M

	satelliteBackhaulCategory
	SBIType
	0..1
	Indicates that a satellite backhaul is used towards 5G AN and the corresponding backhaul category, if available. Encoded according to TS 29.571 [17] clause 5.4.3.39. The SBIReference for this parameter shall be populated with 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'.
	C

	gEOSatelliteID
	GEOSatelliteID
	0..1
	Indicates the satellite ID if satellite backhaul category is GEO, if available. Encoded according to TS 29.571 [17] clause 5.4.2.
	C



	 NEXT CHANGE 	
6.2.3.2.7.3	MA PDU session modification
The IRI-POI in the SMF shall generate an xIRI containing an SMFMAPDUSessionModification record when the IRI-POI present in the SMF detects that an MA PDU session has been modified for the target UE. The IRI-POI present in the SMF shall generate the xIRI for the following events:
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION MODIFICATION COMPLETE from the UE and the 5GSM state within the SMF is returned to PDU SESSION ACTIVE (see TS 24.501 [13], clauses 6.1.3.3 and 6.4.2). This applies to the following cases for an MA-Upgrade-Allowed PDU session:
-	UE initiated MA PDU session modification (see TS 23.502 [4], clause 4.22.8.2).
-	Network initiated MA PDU session modification (see TS 23.502 [4], clause 4.22.8.2).
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), receives the N1 NAS message (via AMF) PDU SESSION RELEASE COMPLETE from the UE in response to a PDU SESSION RELEASE COMMAND message containing an Access type IE identifying a single access to be released of an MA PDU session which was established over both accesses and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE. This applies to the following case:
-	A single access type is released from an MA PDU session, but the MA PDU session continues.
-	For a non-roaming scenario, the SMF (or for a roaming scenario, V-SMF in the VPLMN), sends the N1 NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE (see TS 24.501 [13], clauses 6.1.3.3 and 6.4.1). This applies to the following cases:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP) for an MA-Upgrade-Allowed MA PDU session (see TS 23.502 [4], clauses 4.9.2.3 and 4.9.2.4).
-	MA PDU Session establishment over second access type.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoFromUe IE containing the PDU SESSION MODIFICATION COMPLETE (see TS 29.502 [16] , clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6). This applies to the following cases for an MA-Upgrade-Allowed PDU session:
-	UE initiated MA PDU session modification (see TS 23.502 [4], clause 4.22.8.3).
-	Network (VPLMN) initiated MA PDU session modification (see TS 23.502 [4], clause 4.22.8.3).
-	Network (HPLMN) initiated MA PDU session modification (see TS 23.502 [4], clause 4.22.8.3).
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_Notify request to the NEF or AF for the target UE for the event "UP Path Change" related to a corresponding subscription from AF (see TS 29.508 [90] clause 4.2.2).
-	For a non-roaming scenario, SMF sends a Nsmf_EventExposure_AppRelocationInfo response to the NEF or AF for the target UE in response to Nsmf_EventExposure_AppRelocationInfo request sent by NEF or AF to SMF (see TS 29.508 [90] clause 4.2.5).
-	For a non-roaming scenario, SMF receives a Nnef_PFDManagement_Fetch response from the NEF for the target UE in response to Nnef_PFDManagement_Fetch request sent by SMF to NEF (see TS 29.551 [96] clause 4.2.2).
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) receives the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoFromUe IE containing the PDU SESSION RELEASE COMPLETE message, a response to a PDU SESSION RELEASE COMMAND message containing an Access type IE identifying a single access to be released of an MA PDU session which was established over both accesses and the 5GSM state within the SMF remains in the PDU SESSION ACTIVE. This applies to the following cases:
-	A single access type is released from an MA PDU session, but the MA PDU session continues.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Create Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16], clauses 5.2.1, 5.2.2.8, 5.2.3, and 6.1.6) while it had received an N16 Nsmf_PDU_Session_Create request message with an existing PDU Session Id with access type being changed. This applies to the following cases:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP) for an MA-Upgrade-Allowed PDU session (see TS 23.502 [4], clauses 4.9.2.3 and 4.9.2.4). In this case, the V-SMF is used for the PDU session on the new access type only.
-	MA PDU Session establishment over second access type.
-	For a home-routed roaming scenario, the SMF in the HPLMN (i.e. H-SMF) sends the N16: Nsmf_PDU_Session_Update Response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) while it had received a N16 Nsmf_PDU_Session_Update Request message with an existing PDU Session Id with access type being changed. This applies to the following cases:
-	Handover from one access type to another access type happens (e.g. 3GPP to non-3GPP) where the same V-SMF is used for the PDU session on both access types.
-	MA PDU Session establishment over second access type.
For a non-roaming scenario, SMF sends a Npcf_SMPolicyControlUpdateNotify response to the PCF for the target UE in response to an Npcf_SMPolicyControlUpdateNotify request sent by PCF to SMF including PCC rules which traffic control policy data contains either a routeToLocs IE or trafficSteeringPolIdDl IE and/or trafficSteeringPolIdUl IE. These PCC rules correspond to policies that influence the target UE’s traffic flows (see TS 29.513 [88] clause 5.5.3).
Table 6.2.3-5C: Payload for SMFMAPDUSessionModification record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message, and set to “true” if the SUPI was not authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session, if available.
	C

	gPSI
	GPSI associated with the PDU session, if available.
	C

	pDUSessionID
	PDU Session ID, see TS 24.501 [13] clause 9.4.
	M

	accessInfo
	Identifies the access(es) associated with the PDU session including the information for each specific access (see table 6.2.3-5B) being modified.
	C

	sNSSAI
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	location
	Location information provided by the AMF or present in the context at the SMF, if available.
	C

	requestType
	For both a UE- as well as a network-requested PDU session, the POI (SMF) shall set the request type parameter to "modification request".
	C

	servingNetwork
	PLMN ID of the serving core network operator, and, for a Non-Public Network (NPN), the NID that together with the PLMN ID identifies the NPN.
	M

	oldPDUSessionID
	The old PDU Session ID received from the UE. See TS 23.502 [4] clauses 4.3.2.2.1 and 4.3.5.2 and TS 24.501 [13] clause 6.4.1.2. Shall be present if this IE is in the SMContextCreateData or PDUSessionCreateData message sent to the SMF or the PDU Session Context or SM Context at the SMF (see TS 29.502 [16] clauses 6.1.6.2.2, 6.1.6.2.9 and 6.1.6.2.39).
	C

	mAUpgradeIndication
	Indicates whether the PDU session is allowed to be upgraded to MA PDU session (see TS 23.502 [4] clause 4.22.3). Include if known.
	C

	ePSPDNCnxInfo
	Indicates if the PDU session may be moved to EPS during its lifetime (see TS 29.502 [16] clause 6.1.6.2.31). Include if known. 
	C

	mAAcceptedIndication
	Indicates that a request to establish an MA PDU session was accepted or if a single access PDU session request was upgraded into a MA PDU session (see clauses 4.22.2 and 4.22.3 of TS 23.502 [4]).
It shall be set as follows:
- true: MA-Confirmed MA PDU session was established
- false: single access MA-Upgrade-Allowed MA PDU session was established that may be upgraded to an MA-Confirmed MA PDU session.
	M

	aTSSSContainer
	Identifies the steering, switching, and splitting features for the MA-Confirmed MA PDU session. Also indicates whether MPTCP or ATSSS-LL is to be used for ATSSS. See clause 9.11.4.22 of TS 24.501 [13].
	C

	uEEPSPDNConnection
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. If present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	ePS5GSComboInfo
	Provides detailed information about PDN Connections and PDU Sessions during EPS to 5GS idle mode mobility or handover using the N26 interface. Shall be included if the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter shall include the additional IEs in tTable 6.2.3-1A, if present.
	C

	handoverState
	Indicates whether the PDU Session Establishment being reported was due to a handover. Shall be present if this IE is in the SMContextCreatedData sent by the SMF (see TS 29.502 [16] clause 6.1.6.2.3).
	C

	pCCRules
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence. The payload of a PCC rule for traffic influence is defined in tTable 6.2.3-1E.
	C

	uPPathChange
	Notification of the UPPathChange event, if available. This IE is defined in TS 29.508 [90], tTable 5.6.2.5-1.
	C

	pFDDataForApp
	Represents the packet flow descriptions (PFDs) for an application identifier (AppId), if available. This IE is defined in TS 29.551 [96], tTable 5.6.2.2-1.
	C

	ePSPDNConnectionModification
	Provides details about PDN Connections when the SMFMAPDUSessionModification xIRI message is used to report PDN Connection Establishment or Modification. See table 6.3.3-8 and clause 6.3.3.2.3.
	C



	 NEXT CHANGE 	
6.2.3.2.7.5	Start of interception with an established MA PDU session
The IRI-POI in the SMF shall generate an xIRI containing an SMFStartOfInterceptionWithEstablishedMAPDUSession record when the IRI-POI present in the SMF detects that a MA PDU session has already been established for the target UE when interception starts.
In a non-roaming scenario, the IRI-POI in the SMF (or in a roaming scenario, the IRI-POI in the V-SMF in the VPLMN) shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedMAPDUSession record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case for an MA PDU session that is either MA-Confirmed or MA-Upgrade-Allowed:
-	The 5GSM state within the SMF for that UE is 5GSM: PDU SESSION ACTIVE or PDU SESSION MODIFICATION PENDING.
NOTE:	The above trigger happens when the SMF (V-SMF in VPLMN) had not sent an N1 NAS message PDU SESSION RELEASE COMMAND to the UE to release the entire MA PDU session and the SMF (V-SMF in the VPLMN) had previously sent an N1 NAS message PDU SESSION ESTABLISHMENT ACCEPT to that UE for the same MA PDU session.
In a home-routed roaming scenario, the IRI-POI in the H-SMF shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedMAPDUSession record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) for the following case for an MA PDU session that is either MA-Confirmed or MA-Upgrade-Allowed:
-	The H-SMF had not sent an Nsmf_PDU_Session_Update Request (n1SmInfoToUe: PDU SESSION RELEASE COMMAND to release the entire MA PDU session) to the V-SMF for a PDU session and H-SMF had previously sent an Nsmf_PDU_Session_Create Response (n1SmInfoToUE: PDU SESSION ESTABLISHMENT ACCEPT) to the V-SMF for that PDU session.
The IRI-POI in the SMF shall generate the xIRI containing the SMFStartOfInterceptionWithEstablishedMAPDUSession record for each of the MA PDU sessions (that meets the above criteria) associated with the newly identified target UEs.
The IRI-POI present in the SMF generating an xIRI containing a SMFStartOfInterceptionWithEstablishedMAPDUSession record shall set the Payload Direction field in the PDU header to not applicable (Direction Value 5, see ETSI TS 103 221-2 [8] clause 5.2.6).
Table 6.2.3-5E: Payload for SMFStartOfInterceptionWithEstablishedMAPDUSession record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions.
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not been authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session, if available.
	C

	gPSI
	GPSI associated with the PDU session, if available.
	C

	pDUSessionID
	PDU Session ID as assigned by the AMF, as defined in TS 24.007 [14] clause 11.2.3.1b.
	M

	pDUSessionType
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	accessInfo
	Identifies the access(es) associated with the PDU session including the information for each specific access (see table 6.2.3-5B).
	M

	sNSSAI
	Slice identifier associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.15.2.
	C

	uEEndpoint
	UE endpoint address(es) if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order). MAC addresses are given as 6 octets with the most significant octet first (see TS 29.244 [15] clause 5.21).
	C

	location
	Location information provided by the AMF at session establishment or present in the context at the SMF, if available.
	C

	dNN
	Data Network Name associated with the target traffic, as defined in TS 23.003 [19] clause 9A and described in TS 23.502 [4] clause 4.3.2.2. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	M

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1, if available.
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as initially set within PDU SESSION ESTABLISHMENT as described in TS 24.501 [13] clause 9.11.3.47.
If the initial value is no longer available the request type shall be set to “existing PDU session”.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	servingNetwork
	PLMN ID of the serving core network operator, and, for a Non-Public Network (NPN), the NID that together with the PLMN ID identifies the NPN.
	M

	oldPDUSessionID
	The old PDU Session ID received from the UE. See TS 23.502 [4] clauses 4.3.2.2.1 and 4.3.5.2 and TS 24.501 [13] clause 6.4.1.2. Include if known.
	C

	mAUpgradeIndication
	Indicates whether the PDU session is allowed to be upgraded to MA PDU session (see TS 23.502 [4] clause 4.22.3). Include if known.
	C

	ePSPDNCnxInfo
	Indicates if the PDU session may be moved to EPS during its lifetime (see TS 29.502 [16] clause 6.1.6.2.31). Include if known.
	C

	mAAcceptedIndication
	Indicates that a request to establish an MA PDU session was accepted or if a single access PDU session request was upgraded into an MA PDU session (see TS 23.502 [4] clauses 4.22.2 and 4.22.3).
It shall be set as follows:
- true: MA-Confirmed MA PDU session was established.
- false: single access MA-Upgrade-Allowed MA PDU session was established that may be upgraded to an MA-Confirmed MA PDU session.
	M

	aTSSSContainer
	Identifies the steering, switching, and splitting features for the MA-Confirmed MA PDU session. Also indicates whether MPTCP or ATSSS-LL is to be used for ATSSS. See TS 24.501 [13] clause 9.11.4.22. 
	C

	ePS5GSComboInfo
	Provides detailed information about PDN Connections and PDU Sessions during EPS to 5GS idle mode mobility or handover using the N26 interface. Shall be included when the AMF has selected a SMF+PGW-C to serve the PDU session. This parameter may include the additional IEs in table 6.2.3-1A, if available. 
	C

	uEEPSPDNConnection
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. If present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message. (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	pCCRules
	Set of PCC rules related to traffic influence. Each PCC rule influences the routing of a given traffic flow. If several flows are concerned, then several PCC rules shall be handled by the SMF. Traffic influence policies are originated by an AF. PCF translates these rules into PCC rules for traffic influence. The payload of a PCC rule for traffic influence is defined in tTable 6.2.3-1E.
	C

	pFDDataForApps
	Represents a set of associations between application identifier and packet flow descriptions (PFDs), if available.
	C

	ePSStartOfInterceptionWithEstablishedPDNConnection
	Provides details about PDN Connections when the SMFStartOfInterceptionWithEstablishedMAPDUSession xIRI message is used to report the start of interception on a target who already has existing PDN Connections. See table 6.3.3-14 and clause 6.3.3.2.5.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486184]6.2.3.10.3	Retrieving LI state
When the TF in an SMF in an SMF set is provisioned by the LIPF with a specific XID and access to an LISSF function, the TF shall use the LISSF to retrieve LI state information.
If the implementation of the SMF set does not ensure that active SM contexts are always present in some SMF of the SMF set, when a task previously provisioned by the LIPF in the TF is deactivated, the TF shall request the records associated to the XID (received from the LIPF) from the LISSF, by performing a search as described in clause 5.10.3, using the XID as a search criteria. If no records are found, the TF may assume that no previous interception has occurred and proceed accordingly.
[bookmark: _Hlk72478687]When a TF detects that its parent SMF is retrieving state for a targetted PDU session from the UDSF, the TF shall request records associated with that PDU session from the LISSF by performing a search as described in clause 5.10.3 and using the UDSFRecordID used by the SMF as a search criteria. When a TF detects that its parent SMF is receiving state for a targetted PDU session from another SMF, the TF shall request records associated with that PDU session from the LISSF by performing a search as described in clause 5.10.3 and using the XID of the task related to the target of that PDU session. If no records are found, the TF may assume that no previous interception has occurred and proceed accordingly. Implementers should be aware that multiple records may be returned.
When an SMF POI detects that its parent SMF is retrieving state for a targetted PDU session from the UDSF, the POI shall request records associated with that PDU session from the LISSF by performing a search as described in clause 5.10.3 and using the UDSFRecordID used by the SMF as a search criteria. When an SMF POI detects that its parent SMF is receiving state for a targetted PDU session from another SMF, the SMF POI shall request records associated with that target PDU session from the LISSF by performing a search as described in clause 5.10.3 and using the XID of the task related to the target of that PDU session. If no records are found, the SMF POI may assume that no previous interception has occurred and proceed accordingly.
	 NEXT CHANGE 	
[bookmark: _Toc153486189]6.2.5.1	Provisioning over LI_X1
The IRI-POI present in the SMSF is provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2.
The IRI-POI in the SMSF shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages:
-	SUPIIMSI.
-	SUPINAI.
-	PEIIMEI.
-	PEIIMEISV.
-	GPSIMSISDN.
-	GPSINAI.
If service scoping is to be performed at the IRI-POI in the SMSF, the IRI-POI in the SMSF shall support the following CSP service types (see clauses 4.4.2 and 5.2.4):
-	Messaging.
If the IRI-POI in the SMSF receives an ActivateTask message and the ListOfServiceTypes parameter contains a ServiceType that is not supported, the IRI-POI in the SMSF shall reject the task with an appropriate error as described in ETSI TS 103 221-1 [7] clause 6.2.1.2.
Table 6.2.5-1 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the IRI-POI in the SMSF.
Table 6.2.5-1: ActivateTask message for the IRI-POI in the SMSF
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF.
	M

	TargetIdentifiers
	One of the target identifiers listed in the paragraph above.
	M

	DeliveryType
	Set to “X2Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI_X2 for the IRI-POI in the SMSF. These delivery endpoints are configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M

	TaskDetailsExtensions/
SMSFExtensions
	This field shall be included if the delivery of the full TPDU is not authorised. See table 6.2.5-2.
	C

	ListOfServiceTypes
	Shall be included when the task should only intercept specific CSP service types as described in clause 5.2.4. This parameter is defined in ETSI TS 103 221-1 [7], clause 6.2.1.2, table 4.
	C



Table 6.2.5-2: TruncateTPUserData Parameters
	Field Name
	Description
	M/C/O

	TruncateTPUserData
	If included, the truncatedSMSTPDU field of the sMSTPDUData (as described in table 6.2.5-7) structure shall be used when applicable (see text below table). If absent, the sMSTPDU field of the sMSTPDUData structure shall be used.
	C



If the TruncateTPUserData field of the LI_X1 ActivateTask message is included, the IRI-POI in the SMSF shall use the truncatedSMSTPDU field in xIRI generated at the IRI-POI in the SMSF for SMS-SUBMIT and SMS-DELIVER TPDUs, otherwise, the sMSTPDU field shall be used.
The MDF2 listed as the delivery endpoint for the LI_X2 generated by the IRI-POI in the SMSF shall be provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2. If SMS Content delivery is not authorized, the MDF2 shall be provisioned with the TruncateTPUserData included, otherwise it shall be be left absent.
Table 6.2.5-3 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the MDF2.
Table 6.2.5-3: ActivateTask message for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF.
	M

	TargetIdentifiers
	One of the target identifiers listed in clause 6.2.5.1.
	M

	DeliveryType
	Set to “X2Only”. (Ignored by the MDF2).
	M

	ListOfDIDs
	Delivery endpoints for LI_HI2. These delivery endpoints are configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M

	ListOfMediationDetails
	Sequence of Mediation Details, see table 6.2.5-4.
	M

	TaskDetailsExtensions/
SMSFExtensions
	This field shall be included if the delivery of the full TPDU is not authorised. See table 6.2.5-2.
	C



Table 6.2.5-4: Mediation Details for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	LIID
	Lawful Interception ID associated with the task.
	M

	DeliveryType
	Set to "HI2Only".
	M

	ListOfDIDs
	Details of where to send the IRI for this LIID. Shall be included if deviation from the ListofDIDs in the ActivateTask message is necessary. If included, the ListOfDIDs in the Mediation Details shall be used instead of any delivery destinations specified in the ListOfDIDs field in the ActivateTask Message.
	C

	ServiceScoping
	Shall be included to Identify the service(s) and associated service-related delivery settings for this LIID. May include more than one instance of this parameter to allow for different combinations of sub-parameters associated with a single LIID. This parameter is defined in ETSI TS 103 221-1 [7] Annex C table C.2.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486204]6.3.2.2.6	Start of interception with EPS attached UE
The IRI-POI in the MME shall generate an xIRI containing an MMEStartOfInterceptionWithEPSAttachedUE record when the IRI-POI present in the MME detects that interception is activated on a UE that has already attached to the EPS. A UE is considered already attached to the EPS when the EMM state for that UE is EMM-REGISTERED. Therefore, the IRI-POI present in the MME shall generate the xIRI MMEStartOfInterceptionWithEPSAttachedUE record when it detects that a new interception for a UE is activated (i.e. provisioned by the LIPF) and the EPS mobility management state within the MME for that UE is EMM-REGISTERED.
Table 6.3.2-6: Payload for MMEStartOfInterceptionWithEPSAttachedUE record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	attachType
	EPSAttachType
	1
	Specifies the type of EPS Attach, see TS 24.301 [51] clause 9.9.3.11. This is derived from the information stored in the UE Context at the MME, see TS 23.401 [50] clause 5.7.2.
	M

	attachResult
	EPSAttachResult
	1
	Specifies the result of the attach procedure, see TS 24.301 [51] clause 9.9.3.10. This is derived from the information stored in the UE Context at the MME, see TS 23.401 [50] clause 5.7.2.
	M

	iMSI
	IMSI
	1
	IMSI associated with the target UE Context at the MME, see TS 23.401 [50] clause 5.7.2.
	M

	iMEI
	IMEI
	0..1
	IMEI associated with the target UE Context at the MME, if available, see TS 23.401 [50] clause 5.7.2.
	C

	mSISDN
	MSISDN
	0..1
	mSISDN associated with the target UE Context at the MME, if available.
	C

	gUTI
	GUTI
	0..1
	Current GUTI associated with the target UE context at the MME, if available, see TS 23.401 [50] clause 5.7.2.
	C

	location
	Location
	0..1
	Location information stored in the UE Context at the MME, if available, see TS 23.401 [50] clause 5.7.2.
Shall include all location information for the target UE available at the MME encoded as one of the following:
-	as a Location.fourGLocationInfo.ePSLocationInformation parameter.
-	as a Location.fourGLocationInfo.ePSUserLocationInformation parameter.
When Dual Connectivity is activated, the additionalCellIDs parameter (Location.fourGLocationInfo.ePSLocationInformation.mMELocationInformation.additionalCellIDs) shall also be populated, see clause 7.3.3. If available, other parameters reportable via Location shall be included.
	C

	ePSTAIList
	TAIList
	0..1
	List of tracking areas associated with the registration area within which the UE is currently registered, see TS 24.301 [51], clause 9.9.3.33 and TS 23.401 [50] clause 5.7.2.
	C

	sMSServiceStatus
	EPSSMSServiceStatus
	0..1
	Indicates the availability of SMS Services. Shall be provided if present in the UE Context at the MME, see TS 23.401 [50] clause 5.7.2.
	C

	eMM5GRegStatus
	EMM5GMMStatus
	0..1
	UE Status, if present in the UE Context at the MME, see TS 24.501 [13] clause 9.11.3.56.
	C

	pagingRestrictionIndicator
	PagingRestrictionIndicator
	0..1
	Indicates if paging is restricted or the type of paging allowed. Shall be included if known at the NF context. Encoded per TS 24.301 [51] clause 9.9.3.66, omitting the first two octets.
	C

	rATType
	RATType
	0..1
	RAT Type shall be present if known by the MME. RAT Type is determined by the MME during the attach procedure. Shall be included if known at the NF context. See TS 23.401 [50] clause 4.3.5.3.
	C

	rRCEstablishmentCause
	EPSRRCEstablishmentCause
	0..1
	Indicates the reason for UE RRC Connection Establishment. Shall be included if known at the NF context. See TS 36.413 [38] clause 9.2.1.3a.
	C

	s1Information
	S1Information
	0..1
	Provides application layer related information for the serving Global RAN Node provided by the eNB node to the serving MME during S1 setup. Shall be included if known at the NF context. See TS 36.413 [38] clauses 9.1.8.4 and 9.1.8.5.
	C

	nASTransportInitialInformation
	EPSNASTransportInitialInformation
	0..1
	Provides information related to the NAS Transport setup for the target UE over the S1 interface. Shall be included when received by the MME per TS 36.413 [38]. This parameter is only conditional for backward compatibility. See TS 36.413 [38] clause 9.1.7.1.
	C

	equivalentPLMNList
	PLMNList
	0..1
	Provides a list of equivalent PLMNs. Shall be included if known at the NF. See clause TS 24.301 [51] clauses 8.2.1.1 and 8.2.1.8.
	C

	ePSUENetworkCapability
	EPSUENetworkCapability
	0..1
	Shall contain the target UE network capability information Shall be included if known at the NF context. Encoded per TS 24.301 [51] clause 9.9.3.34 ommitting the first two octets.
	C

	initialRANUEContextSetup
	EPSRANUEContext
	0..1
	Provides information about the RAN context for the UE as known at the MME. Shall be included if known at the NF context. See TS 36.413 [38] clause 9.1.4.1.
	C

	ePSNetworkPolicy
	EPSNetworkPolicy
	0..1
	Indicates network policy information to the UE during attach or tracking area update procedures. Shall be included if known at the NF context. Encoded per Network policy type. See TS 24.301 [38] clause 9.9.3.52.
	C



The IRI-POI present in the MME generating an xIRI containing an MMEStartOfInterceptionWithEPSAttachedUE record shall set the Payload Direction field in the PDU header to not applicable (see ETSI TS 103 221-2 [8] clause 5.2.6).

	 NEXT CHANGE 	
6.3.2.2.9.3	Handover request
The IRI-POI in the MME shall generate an xIRI containing an EPSRANHandoverRequest record when the IRI-POI in the MME detects that the MME received a HANDOVER REQUEST ACKNOWLEDGE message from the gaining RAN node (new RAN node) for the target UE and location information is not restricted by service scoping.
NOTE:	The gaining RAN node sends the HANDOVER REQUEST ACKNOWLEDGE in response to a HANDOVER REQUEST from the MME.
Table 6.3.2.2.9.3-1: Payload for EPSRANHandoverRequest record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	userIdentifiers
	UserIdentifiers
	1
	List of identifiers, including the target identifier, associated with the target UE registration stored in the MME context. See TS 23.401 [50] clause 5.7.2.
	M

	handoverType
	EPSHandoverType
	1
	Identifies the type of handover indicated by the source RAN node to the MME. See TS 36.413 [38] clause 9.3.1.22.
	M

	handoverCause
	EPSRANCause
	1
	Indicates the cause of handover as seen in the handover request message from MME to gaining RAN node. See TS 36.413 [38] clause 9.2.1.3.
	M

	sourceToTargetContainer
	RANSourceToTargetContainer
	1
	Provides radio related information via the MME in the handover request from source to gaining RAN node. See TS 36.413 [38] clause 9.2.1.56.
	M

	cSGInfo
	EPSCSGInfo
	0..1
	Includes information about the currentd CSG ID and membership information present in a handover request. Shall be present if the CSG ID or CSG Membership Iinfor parameters were sent in the handover request. See TS 36.413 [38] clause 9.1.5.4.
	C

	targetToSourceContainer
	RANTargetToSourceContainer
	1
	Provides radio related information via the MME in the handover request acknowledge from gaining RAN node to the source. See TS 36.413 [38] clause 9.2.1.57.
	M

	admittedCSGID
	CSGID
	0..1
	Derived from the CSG Id IE in the handover request acknowledge. See TS 36.413 [38] clause 9.1.5.5.
	C

	ePSRANUEContext
	EPSRANUEContext
	1
	Includes RAN related information for the UE.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486211]6.3.2.2.11	Service Accept
The IRI-POI in the MME shall generate an xIRI containing an MMEUEServiceAccept record when the IRI-POI in present in the MME detects that the MME considers a service request procedure initiated by the target to be completed successfully (see TS 24.301 [51] clause 5.6.1.4).
Table 6.3.2.2.11-1: Payload for MMEUEServiceAccept record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	userIdentifiers
	UserIdentifiers
	1
	List of identifiers, including the target identifier, associated with the target UE registration stored in the MME context. See TS 23.401 [50] clause 5.7.2.
	M

	serviceType
	OCTET STRING (SIZE (1))
	0..1
	Indicates the purpose of the service request procedure. Encoded per TS 24.301 [51] clause 9.9.3.27.
	C

	mTMSI
	TMSI
	0..1
	TMSI value associated with the target within the MME context. Shall be included if known. Encoded per TS 24.501 [13] figure 9.11.3.4.5.
	C

	cSFBResponse
	OCTET STRING (SIZE(1))
	0..1
	Indicates whether the target UE accepted circuit switched fallback. Shall be present if the CSFB response IE was present in the request that triggered the procedure reported by the xIRI (see TS 24.301 [51] clause 9.9.3.5).
	C

	uEEPSBearerContextStatus
	OCTET STRING (SIZE (2))
	0..1
	Indicates the state of each EPS bearer context at the target UE. Shall be present if the EPS bearer context status IE was present in the request that triggered the procedure reported by the xIRI (see TS 24.301 [51] clauses 8.2.15 and 8.2.33). Encoded per TS 24.301 [51] clause 9.9.2.1 ommitting the first two octets.
	C

	uERequestType
	MUSIMUERequestType
	0..1
	Indicates the type of request sent by the UE. Shall be present if the UE request type indication IE was present in the request that initiated the procedure being reported by the xIRI. Encoded per TS 24.301 [51] clause 9.9.3.65.
	C

	pagingRestriction
	PagingRestrictionIndicator
	0..1
	Indicates the current paging restriction status for the target as known at the MME. Shall be present if the Paging restriction IE was present in the request that initiated the procedure being reported by the xIRI. Encoded per TS 24.301 [51] clause 9.9.3.66 omitting the first two octets.
	C

	controlPlaneServiceType
	OCTET STRING (SIZE (1))
	0..1
	Indicates the purpose of the control plane service request procedure. Shall be present if the request that initiated the procedure being reported by the xIRI was a Control Plane Service Request. Encoded per TS 24.301 [51] clause 9.9.3.47.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486214]6.3.2.2A.2	Type: EPSHandoverType
The EPSHandoverType provides information about the type of handover being performed in EPS. Defined in TS 36.413 [38] clause 9.2.1.13.
Table 6.3.2.2A.2-1 contains the details of the EPSHandoverType type.
Table 6.3.2.2A.2-1: Details for EPSHandoverType
	Field name
	Type
	Cardinality
	Description
	M/C/O

	eSHandoverType
	ExternalASNType
	1
	Indicates the type of handover. The ExternalASNType.encodedASNValue.alignedPER choice shall be used when populating this type and it shall be populated with the contents of the the Cause IE from TS 36.413 [38] clause 9.2.1.13.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486219]6.3.2.2A.7	Type: EPSRANCause
Table 6.3.2.2A.7-1: Details for EPSRANCause parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSRANCause
	ExternalASNType
	1
	Indicates the cause for the procedure indicated by the RAN or MME. The ExternalASNType.encodedASNValue.alignedPER choice shall be used when populating this type and it shall be populated with the contents  of the the Cause IE from TS 36.413 [38] clause 9.2.1.3.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486220]6.3.2.2A.8	Type: EPSHandoverRestrictionList
This IE is derived from the Handover Restriction List IE defined in TS 36.413 [38] clause 9.2.1.22. This information describes roaming or access restrictions for subsequent mobility of a UE.
Table 6.3.2.2A.8-1 contains the details for the EPSHandoverRestrictionList.
Table 6.3.2.2A.8-1: Structure of the EPSHandoverRestrictionList
	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSHandoverRestrictionList
	ExternalASNType
	1
	Indicates roaming or access restrictions for subsequent mobility of a UE. The ExternalASNType.encodedASNValue.alignedPER choice shall be used when populating this type and it shall be populated with the contents  of the the Handover Restriction List IE defined in TS 36.413 [38] clause 9.2.1.22.
	M



	 NEXT CHANGE 	
6.3.2.2A.10	Type: EPSProSeAuthorization
Table 6.3.2.2A.10-1 contains the details for the EPSProSeAuthorization type.
Table 6.3.2.2A.10-1: Details for the EPSProSeAuthorization type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSProSeAuthorization
	ExternalASNReference
	0..1
	Indicates EPS ProSe Authorizations for a UE.  The ExternalASNType.encodedASNValue.alignedPER choice shall be used when populating this type and it shall be populated with the contents  of the the ProSe Authorized IE defined in TS 36.413 [38] clause 9.2.1.99.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486223]6.3.2.2A.11	Type: EPSSubscriptionBasedUEDifferentiationIndication
Table 6.3.2.2A.11-1 contains the details for the EPSSubscriptionBasedUEDifferentiationIndication type. This information is derived from the Subscription Based UE Differentiation Information IE defined in TS 36.413 [38] clause 9.2.1.140.
Table 6.3.2.2A.11-1: Structure of the EPSSubscriptionBasedUEDifferentiationIndication type

	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSSubscriptionBasedUEDifferentiationIndication
	ExternalASNReference
	0..1
	Indicates subscription based UE differentiation information for a UE.  Shall be present when the Subscription Based UE Differentiation Information IE defined in TS 36.413 [38] clause 9.2.1.140 is present in messages exchanged as part of the procedure that triggered the generation of the xIRI.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486224]6.3.2.2A.12	Type: S1Information
Table 6.3.2.2A.12-1 contains the details for the S1Information type. This information is derived from the S1 SETUP REQUEST and S1 SETUP RESPONSE. See TS 36.413 [38] clauses 9.1.8.4 and 9.1.8.5.
Table 6.3.2.2A.12-1: Structure of the S1Information type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	globalRANNodeID
	GlobalRANNodeID
	0..1
	The ID of the RAN Node from which the message was received. Shall be present if known at the NF where the POI is located.
	C

	rANNodeName
	RANNodeName
	0..1
	The RAN Node Name for the the RAN Node from which the message was received. Shall be present if known at the NF where the POI is located.
	C

	supportedTAList
	SupportedTAList
	0..1
	The list of TAIs supported by the RAN Node. Shall be present if known at the NF where the POI is located.
	C

	cSGIDList
	CSGIDList
	0..1
	A list of the closed subscriber groups supported by the RAN Node. Shall be present if known at the NF where the POI is located.
	C

	connectedENGNBList
	ConnectedENGNBList
	0..1
	A list of the en-gNBs connected to the RAN Node. Shall be present if known at the NF where the POI is located.
	C

	mMEServedGUMMEIList
	MMEServedGUMMEIList
	0..1
	A list of the GUMMEIs served by the MME. Shall be present if known at the NF where the POI is located.
	C

	iABSupported
	BOOLEAN
	0..1
	Indicates whether the MME supports IAB Nodes. Shall be present if known at the NF where the POI is located.
	C
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[bookmark: _Toc153486227]6.3.2.2A.15	Type: EPSNASTransportInitialInformation
Table 6.3.2.2A.15-1 contains the details for the EPSNASTransportInitialInformation type. This information is derived from information present in the INITIAL UE MESSAGE defined in TS 36.413 [38] clauses 9.1.7.1.
Table 6.3.2.2A.15-1: Structure of the MMEServedGUMMEI type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rANUES1APID
	RANUES1APID
	1
	Identity that the MME receives from the eNB uniquely identifying the target UE with the eNB. See TS 36.413 [38] clause 9.2.3.4.
	M

	relayNodeIndicator
	BOOLEAN
	0..1
	Indicates whether the UE is acting as a Relay Node. See TS 36.413 [38] clause 9.2.1.79. Shall be present if the Relay Node Indicator IE is present in the INITIAL UE MESSAGE.
	C

	bBFTunnelInformation
	BBFTunnelInformation
	0..1
	Indicates HeNB’s Local IP Address and, when appropriate UPD Port NumebrsNumbers, assigned by the broadband access provider. Derived from the Tunnel Information for BBF IE defined in TS 36.413 [38] clause 9.1.7.1. Shall be present if present in the message that triggered the event or known at the NF where the POI is located.
	C

	eDTSession
	BOOLEAN
	0..1
	Indicates that the session is EDT capable. Shall be present if present in the message that triggered the event or known at the NF where the POI is located.
	C

	iABNodeIndication
	BOOLEAN
	0..1
	Indicates that the UE is capable of acting as an IAB Node. Shall be present if present in the message that triggered the event or known at the NF where the POI is located.
	C

	lTENTNTAIInformation
	LTENTNTAIInformation
	0..1
	Contains information on the PLMN, broadcast TAC and TAC information derived from the UE location in the case of NTN access. Shall be present if the LTE NTN TAI Information (see TS 36.413 [38] clause 9.2.3.56) is present in the message that triggered the event or known at the NF where the POI is located.
	C
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[bookmark: _Toc153486230]6.3.2.2A.18	Type: EPSRANUEContext
Table 6.3.2.2A.18-1 contains the details for the EPSRANUEContext type. This information is derived from information present in the INITIAL UE CONTEXT SETUP REQUEST IE defined in see TS 36.413 [38] clause 9.1.4.1.
Table 6.3.2.2A.18-1: Structure of the EPSRANUEContext type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	mMEUES1APID
	MMEUES1APID
	0..1
	Identity that the MME uses to uniquely identify the target UE over the S1 Interface. See TS 36.413 [38] clause 9.2.3.3. This is correlated to the IMSI known in the UE context at the MME. Include when sent during the procedure being reported or when known at the NF.
	C

	rANUES1APID
	RANUES1APID
	0..1
	Identity that the MME receives from the eNB uniquely identifying the target UE with the eNB. See TS 36.413 [38] clause 9.2.3.4. Include when sent during the procedure being reported or when known at the NF.
	C

	eRABSetupRequest
	ERABContextList
	0..1
	Contains a list of any E-RABs requested for setup. See TS 36.413 [38] clause 9.1.4.1. Include when sent during the procedure being reported or when known at the NF.
	C

	handoverRestrictionList
	EPSHandoverRestrictionList
	0..1
	Provides information on the PLMNs and RAT Type combinations the UE is able to use for reselection. See TS 36.413 [38] clause 9.2.1.22. Include when sent during the procedure being reported or when known at the NF.
	C

	uERadioCapability
	EPSUERadioCapability
	0..1
	Indicates the radio capabilities of the UE. See TS 36.413 [38] clause 9.2.1.27. Include when sent during the procedure being reported or when known at the NF.
	C

	rATFrequencySelectionPriority
	RATFrequencySelectionPriority
	0..1
	Indicates the RAT/Frequency priority to define camp priorities in Idle mode and inter-RAT/inter-frequency priorities for handover in Active mode. Encoded per TS 36.413 [38] clause 9.2.1.39.
	C

	cSFallbackIndicator
	EPSCSFallbackIndicator
	0..1
	Indicates that a fallback to the CS domain is required and the type of fallback requested. See TS 36.413 [38] clause 9.2.3.21. 
	C

	proSeAuthorized
	EPSProSeAuthorization
	0..1
	Provides information on the authorization status of the UE to use proximity services. Include when sent during the procedure being reported or when known at the NF. Derived from the value of the ProSe Authorized IE defined in TS 36.413 [38] clause 9.2.1.99.
	C

	lTEV2XServicesAuthorized
	LTEV2XServiceAuthorization
	0..1
	Provides information on the authorization status of the UE to use V2X services over LTE. Include when sent during the procedure being reported or when known at the NF. Derived from the value of the V2X Services Authorized IE defined in TS 36.413 [38] clause 9.2.1.120.
	C

	aerialUESubscription
	AerialUESubscriptionIndicator
	0..1
	Provides information on the authorization status of the UE to use aerial UE service. Include when sent during the procedure being reported or when known at the NF. Derived from the value of the aerial UE subscription information IE defined in TS 36.413 [38] clause 9.2.1.136.
	C

	subscriptionBasedUEDifferentiationIndication
	EPSSubscriptionBasedUEDifferentiationIndication
	0..1
	Provides information on the periodic communication subscription for a UE. Include when sent during the procedure being reported or when known at the NF. Derived from the value of the Subscription Based UE Differentiation Information IE defined in TS 36.413 [38] clause 9.2.1.140.
	C

	iABAuthorizedIndicator
	IABAuthorizedIndicator
	0..1
	Provides information on the authorization of a UE to act as an IAB node. Include when during the procedure being reported or when known at the NF. Derived from the value of the IAB Authorized IE defined in TS 36.413 [38] clause 9.2.1.146.
	C

	nRV2XServicesAuthorization
	NRV2XServicesAuthorization
	0..1
	Provides information on the authorization status of the UE to use V2X services over NR. Include when sent during the procedure being reported or when known at the NF. Derived from the value of the V2X Services Authorized IE defined in TS 36.413 [38] clause 9.2.1.148.
	C



	 NEXT CHANGE 	
[bookmark: _Toc90924773][bookmark: _Toc153486239]6.3.3.1.1	General
If the warrant is for IRI and CC, then the LI functions in the SGW/PGW shall be provisioned in accordance with clause 6.3.3.1.2 for non-CUPS architecture and clause 6.3.3.1.3 for CUPS architecture, the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4, and the MDF3 shall be provisioned in accordance with clause 6.3.3.1.5.
If the warrant is for IRI only, the IRI-POI in the SGW/PGW shall be provisioned in accordance with clause 6.3.3.1.2 for non-CUPS architecture and clause 6.3.3.1.3 for CUPS architecture and the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4.If approach 1 described in clause 6.2.3.9 is used for packet header information reporting:
-	For non-CUPS architecture, the IRI-POI in the SGW/PGW shall be provisioned in accordance with clause 6.3.3.1.2 and the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4.
-	For CUPS architecture, the IRI-TF in the SGW-C/PGW-c shall be provisioned in accordance with clause 6.3.3.1.3 and the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4.
If approach 2 described in clause 6.2.3.9 is used for packet header information reporting:
-	For non-CUPS architecture, the CC-POI in the SGW/PGW shall be provisioned in accordance with clause 6.3.3.1.2, the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4, and the MDF3 shall be provisioned in accordance with clause 6.3.3.1.5.
-	For CUPS architecture, the CC-TF in the SGW-C/PGW-C shall be provisioned in accordance with clause 6.3.3.1.3, the MDF2 shall be provisioned in accordance with clause 6.3.3.1.4, and the MDF3 shall be provisioned in accordance with clause 6.3.3.1.5.
The LI functions in the SGW/PGW and ePDG, the MDF2 and the MDF3 shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages (or equivalent if ETSI TS 103 221-1 [7] is not used):
-	IMSI.
-	MSISDN (using the E164Number target identifier format from ETSI TS 103 221-1 [7]).
-	IMEI.
In the case of EPC-5GC interworking via combined SMF+PGW-C and UPF+PGW-U, the LI functions in the SMF+PGW-C, MDF2 and MDF3 shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages (or equivatlent if ETSI TS 103 221-1 [7] is not used):
-	SUPINAI.
-	SUPIIMSI.
-	IMSI.
-	GPSINAI.
-	GPSIMSISDN.
-	MSISDN (using the E164Number target identifier format from ETSI TS 103 221-1 [7]).
-	PEIIMEISV.
-	PEIIMEI.
-	IMEI.
When the target identifier is an IMSI, the LI functions in the SMF+PGW-C shall also trigger when events associated to a SUPI in the form of an IMSI with a value matching the provisioned IMSI target identifier value are detected. Likewise, when the target identifier is a SUPIIMSI, the LI functions in the SMF+PGW-C shall also trigger when events associated to an IMSI with a value matching the provisioned SUPIIMSI target identifier value are detected.
When the target identifier is an MSISDN, the LI functions in the SMF+PGW-C shall also trigger when events associated to a GPSI in the form of an MSISDN with a value matching the provisioned MSISDN target identifier value are detected. Likewise, then the target identifier is a GPSIMSISDN, the LI functions in the SMF+PGW-C shall also trigger when events associated to an MSISDN with a value matching the provisioned GPSIMSISDN target identifier value are detected.
When the target identifier is an IMEI, the LI functions in the SMF+PGW-C shall also trigger when events associated to a PEI in the form of an IMEI with a value matching the provisioned IMEI target identifier value are detected. Likewise, then the target identifier is a PEIIMEI, the LI functions in the SMF+PGW-C shall also trigger when events associated to an IMEI with a value matching the provisioned PEIIMEI target identifier value are detected.
NOTE:	When both a 4G identifier and its equivalent 5G identifier are provisioned by means of separate tasks in the LI functions present in the SMF+PGW-C, interception will be triggered independently for each of the two identifiers
	 NEXT CHANGE 	
[bookmark: _Toc153486246]6.3.3.2.2	PDU Session Establishment message reporting PDU session establishment or PDN Connection establishment
The IRI-POI in the SMF+PGW-C shall generate an xIRI containing an SMFPDUSessionEstablishment record (see clause 6.2.3.2.2) when the IRI-POI present in the SMF+PGW-C detects that a single-access PDU Session or PDN Connection has been established for the target UE. The IRI-POI present in the SMF+PGW-C shall generate the xIRI for the following events:
-	The SMF+PGW-C creates a new PDN Connection in the target UE context of the SMF+PGW-C (see TS 23.401 [50] clause 5.7.4).
-	The SMF+PGW-C creates a new PDU Session context or SM Context for the target UE (see TS 29.502 [16] clause 5.2.2.2 and clause 5.2.2.7).
When the SMFPDUSessionEstablishment record (see clause 6.2.3.2.2) is used to report the creation of a new PDN Connection:
-	The ePSPDNConnectionEstablishment field shall be populated with the information in Table 6.3.3-1.
-	If there is no SUPI associated to the SM context for the target UE, the SUPI field of the SMFPDUSessionEstablishment record shall be populated with the value of the IMSI from the target UE context.
-	If there is no PDU Session ID present in the PCO of the request or response messages or associated to the context for the PDN connection, the pDUSessionID field of the SMFPDUSessionEstablishment record shall be populated with the EBI of the default bearer for the PDN Connection.
-	If there is no 5G UP tunnel present in the context associated to the PDN Connection, the gTPTunnelID field of the SMFPDUSessionEstablishment record shall be populated with the F-TEID for the PGW S5 or S8 interface for the default bearer of the PDN Connection.
Table 6.3.3-1: Payload for ePSPDNConnectionEstablishment Field
	Field name
	Description
	M/C/O

	ePSSubscriberIDs
	EPS Subscriber Identities associated with the PDN connection (e.g. as provided by the MME or SGW in the associated Create Session Request or as associated with the PDN connection in the context known at the NF). The IMSI shall be present except for unauthenticated emergency .
	M

	iMSIUnauthenticated
	Shall be present if an IMSI is present in the ePSSubscriberIDs and set to “true” if the IMSI has not been authenticated, or “false” if it has been authenticated.
	C

	defaultBearerID
	Shall contain the EPS Bearer Identity of the default bearer associated with the PDN connection.
	M

	gTPTunnelInfo
	Contains the information for the Control Plane GTP Tunnels present in the Create Session Request or known in the context at the SGW or PGW. See tTable 6.2.3-1B.
	C

	pDNConnectionType
	Identifies selected PDN session type, see TS 29.274 [87] clause 8.34.
	M

	uEEndpoints
	UE endpoint address(es) if available. Derived from the PDN Address portion of the PDN Address Allocation parameter (see TS 29.274 [87] clause 8.14) present in the Create Session Request or the IP Address associated to the PDN Connection in the context known at the NF (see TS 23.401 [50] clauses 5.7.3 and 5.7.4).
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the ePDG, if present in the Create Session Request (see TS 29.274 [87], clause 7.2.1) or known at the context at the SGW or PGW.
	C

	location
	Location information present in the Create Session Request (see TS 29.274 [87], clause 7.2.1) or known in the context at the SGW or PGW.
	C

	additionalLocation
	Additional location information present in the Create Session Request, known in the context at the SGW or PGW, or known at the MDF.
	C

	aPN
	Access Point Name associated with the PDN connection present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.6) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4), as defined in TS 23.003[19] clause 9.1.
	M

	requestType
	Type of request as derived from the Request Type described in TS 24.301 [50] clause 9.9.4.14 and TS 24.008 [95] clause 10.5.6.17, if available.
	C

	accessType
	Access type associated with the PDN connection (i.e. 3GPP or non-3GPP access). Shall be set to nonThreeGPPAccess by the ePDG or by the PGW when the Create Session Request for the PDN connection is received from an ePDG. Shall be set to threeGPPAccess by the SGW or by the PGW when the Create Session Request for the PDN connection is received from an SGW. 
	C

	rATType
	RAT Type associated with the PDN connection. Shall be present if included in the Create Session Request (see TS 29.274 [87] clause 7.2.1) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4).
	C

	protocolConfigurationOptions
	Shall be present if the Create Session Request or the Create Session Response (see TS 29.274 [87] clauses 7.2.2 and clause 7.2.3) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C

	servingNetwork
	Shall be present if this IE is in the Create Session Request or the context for the PDN connection at the SGW/PGW.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	bearerContextsCreated
	Shall include a list of the Bearer Contexts created sent in the Create Session Response message (see TS 29.274 [87] clause 7.2.2). See tTable 6.3.3-2. 
	M

	bearerContextsMarkedForRemoval
	Shall include a list of the Bearer Contexts to be removed sent in the Create Session Response message (see TS 29.274 [87] clause 7.2.2). See tTable 6.3.3-3.
	C

	indicationFlags
	Shall be included if the Indication Flags field is present in the Create Session Request (see TS 29.274 [87] clause 7.2.1). The value of this parameter shall be set to the value of the Indication IE (see TS 29.274 [87] clause 8.12) starting with octet 5.
	C

	handoverIndication
	Shall be present if the Handover Indication is set to 1 in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C

	nBIFOMSupport
	Shall be present if the NBIFOM Support Indication is set to 1 in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C

	fiveGSInterworkingInfo
	Shall be present if the 5GS Interworking Indication is present in the tCreate Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12). See Table 6.3.3-5.
	C

	cSRMFI
	Shall be present if the Create Session Request Message Forwarded Indication (CSRMFI) is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12). Indicates the Create Session Request message has been forwarded by a PGW.
	C

	restorationOfPDNConnectionsSupport
	Shall be present if the Restoration of PDN connection after an PGW-C/SMF Change Support Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C

	pGWChangeIndication
	Shall be present if the PGW Change Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C

	pGWRNSI
	Shall be present if the PGW Redirection due to mismatch with Network Slice subscribed by the UE Support Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C



Table 6.3.3-2: Payload for bearerContextsCreated Field
	Field name
	Description
	M/C/O

	ePSBearerID
	Shall include the EPS bearer ID for the EPS Bearer (See TS 29.274 [87] clauses 7.2.2 and 7.2.4).
	M

	cause
	Shall indicate whether the bearer handling was successful and if not, it gives information on the reason (see TS 29.274 [87] clauses 7.2.2  and 7.2.4). Sent as an integer cause value (see TS 29.274 [87] tTable 8.4-1) 
	M

	gTPTunnelInfo
	Contains the information for the User Plane GTP Tunnels for the bearer context if present in the Request or Response (see TS 29.274 [87] clauses 7.2.2, 7.2.4 and 8.15) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4). See tTable 6.2.3-1B.
	C

	bearerQOS
	Shall include the QOS information for the bearer if present in the Request or Response (see TS 29.274 [87] clauses 7.2.2, 7.2.15 and 8.15) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4). See tTable 6.3.3-7.
	C

	protocolConfigurationOptions
	Shall be present if the Bearer Context reported (see TS 29.274 [87] clauses 7.2.2, 7.2.3, and 7.2.4) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 7.6.3.3-4.
	C



Table 6.3.3-3: Payload for bearerContextsMarkedForRemoval Field
	Field name
	Description
	M/C/O

	ePSBearerID
	Shall include the EPS bearer ID for the EPS Bearer (See TS 29.274 [87] clauses 7.2.2, 7.2.8 and 7.2.10).
	M

	cause
	Shall indicate whether the bearer handling was successful and if not, it gives information on the reason (see TS 29.274 [87] clauses 7.2.2, 7.2.8 and 7.2.10).
	M



Table 6.3.3-4: Payload for protocolConfigurationOptions Field
	Field name
	Description
	M/C/O

	requestPCO
	Shall be present if the Protocol Configuration Options IE is present in the request message. The value of this parameter shall contain a copy of the value field of the PCO IE of the request message (see TS 29.274 [87] clause 8.13 starting with octet 5).
	C

	requestAPCO
	Shall be present if the Additional Protocol Configuration Options IE is present in the request message. The value of this parameter shall contain a copy of the value field of the PCO IE of the request message (see TS 29.274 [87] clause 8.94 starting with octet 5).
	C

	requestEPCO
	Shall be present if the Extended Protocol Configuration Options IE is present in the request message. The value of this parameter shall contain a copy of the value field of the PCO IE of the request message (see TS 29.274 [87] clause 8.128 starting with octet 5).
	C

	responsePCO
	Shall be present if the Protocol Configuration Options IE is present in the response message. The value of this parameter shall contain a copy of the value field of the PCO IE of the response message (see TS 29.274 [87] clause 8.13 starting with octet 5).
	C

	responseAPCO
	Shall be present if the Additional Protocol Configuration Options IE is present in the response message. The value of this parameter shall contain a copy of the value field of the PCO IE of the response message (see TS 29.274 [87] clause 8.94 starting with octet 5).
	C

	responseEPCO
	Shall be present if the Extended Protocol Configuration Options IE is present in the response message. The value of this parameter shall contain a copy of the value field of the PCO IE of the response message (see TS 29.274 [87] clause 8.128 starting with octet 5).
	C



Table 6.3.3-5: Payload for fiveGSInterworkingInfo Field
	Field name
	Description
	M/C/O

	fiveGSInterworkingIndicator
	Shall be set to TRUE if the 5GSIWKI flag in the Indication IE of the request or response is set to 1. Indicates that the UE supports N1 mode and the PDN connection is not restricted from interworking by the 5GS user subscription. See TS 29.274 [87] clauses 7.2.1 and 8.12.
	M

	fiveGSInterworkingWithoutN26
	Shall be set to TRUE if the 5GS Interworking without N26 Indication flag in the Indication IE of the request or response is set to 1. If the 5GS Interworking without N26 Indication flag in the Indication IE of the request or response is set to 0 or not present, this parameter shall be set to FALSE. See TS 29.274 [87] clauses 7.2.1 and 8.12.
	M

	fiveGCNotRestrictedSupport
	Shall be set to True TRUE if the 5GCNRS (5GC Not Restricted Support) flag in the Indication IE of the request or response is set to 1. If the 5GCNRS flag in the Indication IE of the request or response is set to 0 or not present, this parameter shall be set to FALSE. See TS 29.274 [87] clauses 7.2.1 and 8.12.
	M



Table 6.3.3-6: Payload for ePSGTPTunnels Field
	Field name
	Description
	M/C/O

	controlPlaneSenderFTEID
	Shall include the Sender F-TEID for the control plane if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the SGW or PGW.
	C

	controlPlanePGWS5S8FTEID
	Shall include the PGW F-TEID for the control plane if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the SGW or PGW.
	C

	s1UeNodeBFTEID
	Shall include the F-TEID for the eNodeB S1-U interface for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the SGW or PGW.
	C

	s5S8SGWFTEID
	Shall include the F-TEID for the SGW S5 or S8 interface for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the SGW or PGW.
	C

	s5S8PGWFTEID
	Shall include the F-TEID for the PGW S5 or S8 interface for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the SGW or PGW.
	C

	s2bUePDGFTEID
	Shall include the F-TEID for the ePDG on the S2b-U interface for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the PGW or ePDG.
	C

	s2aUePDGFTEID
	Shall include the F-TEID for the ePDG on the S2a-U interface for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.15, 7.2.16) or known in the context at the PGW or ePDG.
	C



Table 6.3.3-7: Payload for bearerQOS Field
	Field name
	Description
	M/C/O

	qCI
	Shall include the QCI for the bearer if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C

	maximumUplinkBitRate
	Shall include the maximum uplink bitrate encoded as kilobits per second in binary value (see TS 29.274 [87] clause 8.15) if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C

	maximumDownlinkBitRate
	Shall include the maximum downlink bitrate encoded as kilobits per second in binary value (see TS 29.274 [87] clause 8.15) if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C

	guaranteedUplinkBitRate
	Shall include the guaranteed uplink bitrate encoded as kilobits per second in binary value (see TS 29.274 [87] clause 8.15) if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C

	guaranteedDownlinkBitRate
	Shall include the guaranteed downlink bitrate encoded as kilobits per second in binary value (see TS 29.274 [87] clause 8.15) if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C

	priorityLevel
	Shall include the priority level assigned to the bearer as an integer value (see TS 29.274 [87] clause 8.15) if present in the Request or response (sSee TS 29.274 [87] clauses 7.2.1, 7.2.2, 7.2.3 and 7.2.15), or known in the context at the SGW or PGW.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486247]6.3.3.2.3	PDU Session Modification message reporting PDU session modification, PDN Connection modification or inter-system handover
The IRI-POI in the SMF+PGW-C shall generate an xIRI containing an SMFPDUSessionModification record (see clause 6.2.3.2.3) when the IRI-POI present in the SMF+PGW-C detects that a single-access PDU Session or PDN Connection has been modified for the target UE. The IRI-POI present in the SMF+PGW-C shall generate the xIRI for the following events:
-	The SMF+PGW-C modifies an existing PDN Connection in the target UE context of the SMF+PGW-C (see TS 23.401 [50] clause 5.7.4).
-	The SMF+PGW-C modifies an existing PDU Session context or SM Context for the target UE (see TS 29.502 [16] clauses 5.2.2.3 and clause 5.2.2.8).
-	The SMF+PGW-C transfers an existing PDU Session to EPS (see TS 23.502 [4] clauses 4.11.1.2.1 and 4.11.2.2). 
-	The SMF+PGW-C transfers an existing PDN Connection to 5GS (see TS 23.502 [4] clauses 4.11.1.2.2 and 4.11.2.3).
When the SMFPDUSessionModification record (see clause 6.2.3.2.3) is used to report the modification of a PDN Connection:
-	The ePSPDNConnectionModification field shall be populated with the information in tTable 6.3.3-8.
-	If there is no SUPI associated to the SM context for the target UE, the SUPI field of the SMFPDUSessionModification record shall be populated with the value of the IMSI from the target UE context.
-	If there is no PDU Session ID present in the PCO of the request or response messages or associated to the context for the PDN connection, the pDUSessionID field of the SMFPDUSessionModification record shall be populated with the EBI of the default bearer for the PDN Connection.
-	If there is no 5G UP tunnel present in the context associated to the PDN Connection, the gTPTunnelID field of the SMFPDUSessionModification record shall be populated with the F-TEID for the PGW S5 or S8 interface for the default bearer of the PDN Connection.
Table 6.3.3-8: Payload for ePSPDNConnectionModification parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSSubscriberIDs
	EPSSubscriberIDs
	1
	EPS Subscriber Identities associated with the PDN connection (e.g. as provided by the MME or SGW in the associated network message or as associated with the PDN connection in the context known at the NF). The IMSI shall be present except for unauthenticated emergency .
	M

	iMSIUnauthenticated
	IMSIUnauthenticatedIndication
	0..1
	Shall be present if an IMSI is present in the ePSSubscriberIDs and set to “true” if the IMSI has not been authenticated, or “false” if it has been authenticated.
	C

	defaultBearerID
	EPSBearerID
	1
	Shall contain the EPS Bearer Identity of the default bearer associated with the PDN connection.
	M

	gTPTunnelInfo
	GTPTunnelInfo
	0..1
	Contains the information for the Control Plane GTP Tunnels present in the network message or known in the context at the SGW or PGW. See tTable 6.2.3-1B. If the gTPTunnelInfo received in the network message is different than the gTPTunnelInfo in the context for the PDN Connection, this message shall be populated with the new information.
	C

	pDNConnectionType
	PDNConnectionType
	1
	Identifies selected PDN session type, see TS 29.274 [13] clause 8.34.
	M

	uEEndpoints
	SEQUENCE OF UEEndpointAddress
	0..MAX
	UE endpoint address(es) if available. Derived from the PDN Address portion of the PDN Address Allocation parameter (see TS 29.274 [87] clause 8.14) present in the network message or the IP Address associated to the PDN Connection in the context known at the NF (see TS 23.401 [50] clauses 5.7.3 and 5.7.4).
	C

	non3GPPAccessEndpoint
	UEEndpointAddress
	0..1
	UE's local IP address used to reach the ePDG, if present in the network message (see TS 29.274 [87], clauses 7.2.4, 7.2.7 and 7.2.16) or known at the context at the SGW or PGW.
	C

	location
	Location
	0..1
	Location information present in the network message (see TS 29.274 [87], clause 8.21) or known in the context at the SGW or PGW.
	C

	additionalLocation
	Location
	0..1
	Additional location information present in the network message, known in the context at the SGW or PGW, or known at the MDF.
	C

	aPN
	APN
	1
	Access Point Name associated with the PDN connection present in the network message (see TS 29.274 [87] clause 8.6) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4), as defined in TS 23.003[19] clause 9.1.
	M

	requestType
	EPSPDNConnectionRequestType
	0..1
	Type of request as derived from the Request Type described in TS 24.301 [50] clause 9.9.4.14 and TS 24.008 [95] clause 10.5.6.17, if available.
	C

	accessType
	AccessType
	0..1
	Access type associated with the PDN connection (i.e. 3GPP or non-3GPP access).
	C

	rATType
	RATType
	0..1
	RAT Type associated with the PDN connection. Shall be present if included in the network message (see TS 29.274 [87] clauses 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.9, 7.2.10, 7.2.15 and 7.2.16) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4).
	C

	protocolConfigurationOptions
	PDNProtocolConfigurationOptions
	0..1
	Shall be present if the network message (see TS 29.274 [87]) contains the Protocol Configuration Options, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C

	servingNetwork
	SMFServingNetwork
	0..1
	Shall be present if this IE is in the network message or the context for the PDN connection at the SGW/PGW.
	C

	sMPDUDNRequest
	SMPDUDNRequest
	0..1
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	bearerContextsCreated
	SEQUENCE OF EPSBearerContextCreated
	0..MAX
	Shall include a list of the Bearer Contexts created if the event that resulted in the generation of the message was the activation of a dedicated Bearer. Shall contain the contents of the Bearer Context field of the Create Bearer Response message (see TS 29.274 [87] clause 7.2.4). See tTable 6.3.3-2. 
	C

	bearerContextsModified
	SEQUENCE OF EPSBearerContextModified
	1..MAX
	If the event that resulted in the generation of the message was the modification of an existing bearer, shall be populated from the contents of the Bearer Contexts Modified field of the Modify Bearer Response message (see TS 29.274 [87] clause 7.2.8) or the Bearer Contexts within the Update Bearer Response message (see TS 29.274 [87] clause 7.2.16).
If the event that resulted in the generation of the message was the establishment or release of a dedicated bearer context, then this field shall be populated with the information for the default bearer. 
See tTable 6.3.3-9.
	M

	bearerContextsMarkedForRemoval
	SEQUENCE OF EPSBearerContextForRemoval
	0..MAX
	Shall include a list of the Bearer Contexts to be removed if the event that resulted in the generation of the message included the removal of an existing bearer. (see TS 29.274 [87] clause 7.2.8 and 7.2.10). See tTable 6.3.3-3.
	C

	bearersDeleted
	SEQUENCE OF EPSBearersDeleted
	0..MAX
	Shall include a list of the Bearers to be deleted if the event that resulted in the generation of the message included a Delete Bearer Request or Response. (see TS 29.274 [87] clauses 7.2.9 and 7.2.10). See tTable 6.3.3-10
	C

	indicationFlags
	PDNConnectionIndicationFlags
	0..1
	Shall be included if the Indication Flaeporte  is present in the network message  (see TS 29.274 [87] clauses 7.2.3, 7.2.4, 7.2.7, 7.2.8, 7.2.9, 7.2.10, 7.2.15 and 7.2.16). The value of this parameter shall be set to the value of the Indication IE (see TS 29.274 [87] clause 8.12) starting with octet 5.
	C

	handoverIndication
	PDNHandoverIndication
	0..1
	Shall be present if the Handover Indication is set to 1 in the Modify Bearer Request (see TS 29.274 [87] clauses 7.2.7 and 8.12).
	C

	nBIFOMSupport
	PDNNBIFOMSupport
	0..1
	Shall be present if the NBIFOM Support Indication is set to 1 in the message that triggered the generation of the xIRI or known at the context (see TS 29.274 [87] clauses 7.2.1, 7.2.7 and 8.12).
	C

	fiveGSInterworkingInfo
	FiveGSInterworkingInfo
	0..1
	Shall be present if the 5GS Interworking Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12). See tTable 6.3.3-5.
	C

	cSRMFI
	CSRMFI
	0..1
	Shall be present if the Create Session Request Message Forwarded Indication (CSRMFI) is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12). Indicates the Create Session Request message has been forwarded by a PGW.
	C

	restorationOfPDNConnectionsSupport
	RestorationOfPDNConnectionsSupport
	0..1
	Shall be present if the Restoration of PDN connection after an PGW-C/SMF Change Support Indication is present in the message that triggered the generation of the xIRI or known at the context (see TS 29.274 [87] clauses 7.2.1, 7.2.7 and 8.12).
	C

	pGWChangeIndication
	PGWChangeIndication
	0..1
	Shall be present if the PGW Change Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C

	pGWRNSI
	PGWRNSI
	0..1
	Shall be present if the PGW Redirection due to mismatch with Network Slice subscribed by the UE Support Indication is present in the Create Session Request (see TS 29.274 [87] clauses 7.2.1 and 8.12).
	C



Table 6.3.3-9: Structure of the EPSBearerContextModified type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	ePSBearerID
	EPSBearerID
	1
	Shall include the EPS bearer ID for the EPS Bearer (sSee TS 29.274 [87] clauses 7.2.7, 7.2.8, 7.2.15 and 7.2.16).
	M

	cause
	EPSBearerModificationCauseValue
	1
	Shall indicate whether the bearer handling was successful and if not, it gives information on the reason (sSee TS 29.274 [87] clauses 7.2.7, 7.2.8, 7.2.15 and 7.2.16). Sent as an integer cause value (see TS 29.274 [87] tTable 8.4-1) 
	M

	gTPTunnelInfo
	GTPTunnelInfo
	0..1
	Contains the information for the User Plane GTP Tunnels for the bearer context if present in the Request or Response (see TS 29.274 [87] clauses 7.2.7, 7.2.8, 7.2.15, 7.2.16 and 8.15) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4). See tTable 6.2.3-1B.
	C

	bearerQOS
	EPSBearerQOS
	0..1
	Shall include the QOS information for the bearer if present in the Request or Response (see TS 29.274 [87] clauses 7.2.7, 7.2.8, 7.2.15, 7.2.16 and 8.15) or known at the context at the SGW or PGW (see TS 23.401 [50] clause 5.6.4). See tTable 6.3.3-7.
	C

	protocolConfigurationOptions
	PDNProtocolConfigurationOptions
	0..1
	Shall be present if the Bearer Context reported (see TS 29.274 [87] clauses 7.2.7, 7.2.8, 7.2.15, 7.2.16 and 8.15) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C

	linkedEPSBearerIDs
	SEQUENCE OF EPSBearerID
	0..MAX
	Shall be present if there are any linked EPS bearers. If the bearer context beieporte dis is the default bearer, then this list shall be populated with all dedicated bearers linked to that default bearer. If the bearer being reported is a dedicated bearer, then this field shall be populated with the default bearer.
	C



Table 6.3.3-10: Structure of the EPSBearersDeleted type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	linkedEPSBearerID
	EPSBearerID
	0..1
	Shall include the EBI for the default bearer associated with the PDN being disconnected if all bearers belonging to a PDN connection are being released (sSee TS 29.274 [87] clause 7.2.9).
	C

	ePSBearerIDs
	SEQUENCE OF EPSBearerID
	0..MAX
	Shall include a list of the EPS Bearer IDs to be deleted if only some of the EPS Bearers belonging to a PDN Connection are being released (see TS 29.274 [87] clause 7.2.9).
	C

	protocolConfigurationOptions
	PDNProtocolConfigurationOptions
	0..1
	Shall be present if the Delete Bearer Request or Response reported (see TS 29.274 [87] clauses 7.2.9) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C

	cause
	EPSBearerDeletionCauseValue
	0..1
	Shall indicate the reason the EPS Bearers are being deleted (sSee TS 29.274 [87] clause 7.2.9). Sent as an integer cause value (see TS 29.274 [87] tTable 8.4-1) 
	C

	deleteBearerResponse
	EPSDeleteBearerResponse
	1
	Shall contain information from the Delete Bearer Response (sSee TS 29.274[87] clause 7.2.10). See tTable 6.3.3-11.
	M



Table 6.3.3-11: Structure of the EPSDeleteBearerResponse type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	cause
	EPSBearerDeletionCauseValue
	1
	Indicates whether the bearers requested for deletion were successfully deleted (sSee TS 29.274 [87] clause 7.2.10).
	M

	linkedEPSBearerID
	EPSBearerID
	0..1
	Shall include the EBI for the default bearer associated with the PDN being disconnected if all bearers belonging to a PDN connection are being released (sSee TS 29.274 [87] clause 7.2.10).
	C

	bearerContexts
	SEQUENCE OF EPSDeleteBearerContext
	0..MAX
	Shall include a list of the EPS Bearer Contexts requested for deletion along with details on whether they were successfully deleted. Shall be included if only some of the EPS Bearers belonging to a PDN Connection are being released (see TS 29.274 [87] clause 7.2.10). See tTable 6.3.3-12.
	C

	protocolConfigurationOptions
	PDNProtocolConfigurationOptions
	0..1
	Shall be present if the Delete Bearer Request or Response reported (see TS 29.274 [87] clauses 7.2.9) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C



Table 6.3.3-12: Structure of the EPSDeleteBearerContext type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	cause
	EPSBearerDeletionCauseValue
	1
	Indicates whether the bearers requested for deletion were successfully deleted (sSee TS 29.274 [87] clause 7.2.10).
	M

	ePSBearerID
	EPSBearerID
	1
	Shall include the EBI for the bearer (See TS 29.274 [87] clause 7.2.10).
	M

	protocolConfigurationOptions
	PDNProtocolConfigurationOptions

	0..1
	Shall be present if the Delete Bearer Request or Response reported (see TS 29.274 [87] clauses 7.2.9) contains the Protocol Configuration, Additional Protocol Configuration Options or extended Protocol Configuration Options IE. See tTable 6.3.3-4.
	C

	rANNASCause
	EPSRANNASCause
	0..1
	Shall be present if the RAN/NAS Release Cause is present in the delete session response bearer context (see TS 29.274 [87] clause 7.2.10). Shall be sent as an Octet String encoded as specified in TS 29.274 [87] clause 8.103. 
	C
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[bookmark: _Toc153486293]7.3.1.3	Triggering over LI_T2
An LTF, as an IRI-TF, provisioned as described in clause 7.3.1.2.2, triggers the LI-LCS Client (which plays the role of a triggered IRI-POI) using the LI_T2 protocol as described in clause 5.2.4. The "TaskDetailsExtensions" in the LI_T2 "ActivateTask" message carries the positioning parameters mapped from information the LTF receives from the ADMF over the LI_X1. The LI_T2 "ActivateTask" message header may include a correlation ID from the triggering xIRI, if available.
Prior to issuing one or more "ActivateTask" requests towards an LI-LCS Client, the LTF shall provision the LI-LCS Client with the LI_X2 destinations by using the "CreateDestination" operation(s), as per clause 5.2.2. The LI-LCS Client shall deactivate the task on its own upon issuing the final xIRI for the trigger. There is no DeactivateTask operation on the LI_T2 for the LI-LCS Client.
Table 7.3.1.3-1 shows the details of the LI_T2 ActivateTask message used by the LTF to trigger LI-LCS Client for the triggered location service.
Table 7.3.1.3-1: ActivateTask message from LTF to LI-LCS Client for the triggered location service triggering
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	The same value as in the LTF provisioning (clause 7.3.3.2.2).
	M

	TargetIdentifiers
	One of the following (see ETSI TS 103 221-1 [7]):
- SUPIIMSI.
- SUPINAI.
- GPSIMSISDN.
- GPSINAI.
- IMSI.
- MSISDN (E164Number target ID format, per ETSI TS 103 221-1 [7]).
- IMPU.

NOTE:	The target identifier used shall correspond to one of the target identifiers in the xIRI observed by the LTF, and shall be one of the identifiers provided in the ActivateTask for the LTF (clause 7.3.1.2.2).
	M

	DeliveryType
	Set to “X2Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI-LCS Client LI_X2. These delivery endpoints are configured in LI-LCS Client by the LTF using the CreateDestination message as described in ETSI TS 103 221-1 [7], clause 6.3.1 prior to the task activation.
	M

	CorrelationID
	Correlates the requested location to the triggering xIRI, if available.
	C

	TaskDetailsExtensions/
PositioningParameters
	Set of optional parameters for MLP SLIR message, per OMA-TS-MLP-V3_5-20181211-C [20]:
- requested location type (clause 5.3.60).
- requested response type (clause 5.3.112.1).
- max location age (clause 5.3.65).
- response timing required (clause 5.3.106).
- response timer (clause 5.3.107).
- horizontal accuracy with QoS class (clause 5.3.44).
- altitude accuracy with QoS class (clause 5.3.6).
- motion state request (clause 5.3.70).
	O
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[bookmark: _Toc153486298]7.3.2.2	Delivery of cell site information over LI_HI2
The cell site information is encoded as the cellSiteInformation ASN.1 parameter and delivered either within the location field of an IRI message carrying the respective cell identity, or in a stand-alone IRI message containing the MDFCellSiteReport record.
The cell radio related information is encoded as the cellRadioRelatedInformation ASN.1 parameter and delivered with the cell information parameter.
The MDF2 shall use the IRI message containing the MDFCellSiteReport record to convey cell site information and cell radio related information retrieved asynchronously with the sending of the IRI message that caused the retrieval. The MDFCellSiteReport record shall be delivered as an IRI REPORT (see ETSI TS 102 232-1 [9] clause 5.2.10) and allocated the same CIN, if any, as the IRI message that caused the retrieval.
When the cell site information and cell radio related information are readily available at MDF2 or are retrieved synchronously (i.e. blocking the sending of the IRI message until the retrieval is complete), the cell site information shall be conveyed within the location field of the IRI message that caused the retrieval.
The cell site information and associated cell radio related information for multiple cell identities can be delivered to the LEMF within an IRI message that carries the respective cell identities or within the IRI message containing the MDFCellSiteReport record (see Annex A).
The MDF2 generating the IRI message MDFCellSiteReport shall set the Payload Direction field in the PDU header to not applicable (Direction Value 5, see ETSI TS 103 221-2 [8] clause 5.2.6).
The MDFCellSiteReport consists of a sequence of cellInformation as described in the following tables.
Table 7.3.2.2-1: Payload for CellInformation Parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rANCGI
	RANCGI
	1
	The RAN CGI for the cell being reported.
	M

	cellSiteInformation
	CellSiteInformation
	0..1
	Contains location information for the cell site being reported. Shall be present if known at the NF where the POI is located or at the MDF.
	C

	timeOfLocation
	Timestamp
	0..1
	The time the cell site information was determined.
	C

	cellRadioRelatedInformation
	CellRadioRelatedInformation
	0..1
	Radio Information of reported cell to include either NG Information or F1 Information.
	C

	Band
	RFBand
	0..1
	RFBand of reported cell.
	C



Table 7.3.2.2-2: Payload for CellSiteInformation Parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	geographicalCoordinates
	GeographicalCoordinates
	1
	The coordinates for the cell site being reported.
	M

	azimuth
	INTEGER (0..359)
	0..1
	Contains the centreer azimuth for the sector being reported. Shall be present if known.
	C

	operatorSpecificInformation
	UTF8String
	0..1
	Information specific to the operator reporting the cell site information.
	C



Table 7.3.2.2-3: Definition of Choices for CellRadioRelatedInformation Parameter
	Field name
	Type
	Description

	nGInformation
	NGInformation
	Information pertaining to the set up of the NG Interface. See TS 38.413 [23] clauses 9.2.6.1 and 9.2.6.2.

	f1Information
	F1Information
	Information pertaining to the set up of the F1 Interface. See TS 38.473 [103] clauses 9.2.1.4 and 9.2.1.5.
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[bookmark: _Toc153486302]7.3.3.2.1	Simple data types for location
Table 7.3.3.2.1-1: Simple Types for Location
	Type name
	Type definition
	Description

	AgeOfLocation
	INTEGER (0..32767)
	Integer value of the age of the location information or location estimate, expressed in minutes. 
Value "0" indicates that the location information was obtained after a successful paging procedure for Active Location Retrieval when the UE is in idle mode or after a successful NG-RAN location reporting procedure with the gNB when the UE is in connected mode.
Any other value than "0" indicates that the location information is the last known one.
See TS 29.572 [24], table 6.1.6.3.2-1 and TS 29.571 [17], tables 5.4.4.8-1, 5.4.4.9-1, 5.4.4.52-1 and 5.4.4.53-1. 

	Altitude
	UTF8String
	Contains a string representation of the altitude reported in meters.

	Angle
	INTEGER (0..360)
	Integer value of the angle in degrees.

	BarometricPressure
	INTEGER (30000..115000)
	This IE specifies the measured uncompensated atmospheric pressure in units of Pascal (Pa).
Minimum: 30000. Maximum: 115000. Described in TS 29.572 [24] clause 6.1.6.3.2.

	BSSID
	UTF8String
	The BSSID of the access point being reported.

	CellID
	OCTET STRING (SIZE (2))
	Cell Identity, defined in TS 23.003 [19] clause 4.3.1.

	CellPortionID
	INTEGER (0..4095)
	This parameter gives the current Cell Portion location of the target UE. The Cell Portion ID is the unique identifier for a cell portion within a cell. Defined in TS 29.171 [54] clause 7.4.31.

	CivicAddressBytes
	OCTET STRING
	Contains the original binary data (i.e. the value of the YAML field after the base64 encoding is removed). See 29.571 [17] tTables 5.4.4.64-2 and 5.4.4.64-1 for additional details.

	Confidence
	INTEGER (0..100)
	Indicates the confidence of the location in percentage.

	EPSUserLocationInformation
	OCTET STRING
	An extendable IE derived from the User Location Information IE (ULI) defined in TS 29.274 [87] clause 8.21.

	EUTRACellID
	BIT STRING (SIZE(28))
	The E-UTRA Cell Identitiy being reported. The EUTRACellID is derived from the E-UTRA Cell Identity parameter of the E-UTRA CGI defined in TS 38.413 [23] clause 9.3.1.9.

	GCI
	UTF8String
	Global Cable Identifier uniquely identifying the line connecting the 5G-BRG or FN-BRG to the 5GS. See TS 23.003 [19] clause 28.15.4. See TS 29.571 [17] table 5.4.2-1 for encoding.

	GeodeticInformationOctet
	OCTET STRING (SIZE (10))
	Contains the geodetic information of the user. Derived from the GeodeticInformation type defined in TS 29.002 [47] clause 17.7.1.

	GeographicalInformationOctet
	OCTET STRING (SIZE (8))
	Contains the geographical information of the user. Derived from the GeographicalInformation type defined in TS 29.002 [47] clause 17.7.1.

	GERANGANSSPositioningData
	OCTET STRING
	Contains the encoded content of the "GERAN-GANSS-Positioning-Data" parameter defined in TS 29.172 [53], clause 7.4.31.

	GERANPositioningData
	OCTET STRING
	Contains the encoded content of the "GERAN-Positioning-Data" parameter defined in TS 29.172 [53], clause 7.4.30.

	GLI
	OCTET STRING (SIZE(0..150))
	Global Line Identifier uniquely identifying the line connecting the 5G-BRG or FN-BRG to the 5GS. See TS 23.003 [19] clause 28.16.4.

	GNbID
	BIT STRING (SIZE(22..32))
	The gNodeB identifier being reported. The GNbID is derived from the gNB ID parameter of the Global gNB ID defined in TS 38.413 [23], clause 9.3.1.6.

	HFCNodeID
	UTF8String
	Contains the identifier of the HFC node Id as described in TS 29.571 [17], clause 5.4.4.36 and table 5.4.2-1. It is provisioned by the wireline operator as part of wireline operations and may contain up to six characters.

	HorizontalSpeed
	UTF8String
	Contains the string representation of the horizontal speed being reported, expressed in kilometres per hour. See TS 29.572 [24], table 6.1.6.3.2-1.

	InnerRadius
	INTEGER (0..327675)
	Indicates the inner radius of an ellipsoid arc from 0 to 327675 meters.

	MethodCode
	INTEGER (16..31)
	This parameter shall carry the decimal code value of the network specific positioning method as described in TS 29.572 [24] clause 6.1.6.2.15. 

	N3IWFIDNGAP
	BIT STRING (SIZE (16))
	The N3IWFIDNGAP type is used to report the N3IWF Identity received over NGAP. The N3IWFIDNGAP type is derived from the data present in the N3IWF ID parameter of the Global N3IWFID defined in TS 38.413 [23], clause 9.3.1.5.7.

	N3IWFIDSBI
	UTF8String
	The N3IWFIDSBI type is used to report the N3IWF Identity received over SBI. The N3IWFIDSBI type is derived from the data present in the N3IWFID parameter of the GloalRanNodeID defined in TS 29.571[17], clause 5.4.4.28.

	NRCellID
	BIT STRING (SIZE(36))
	The New Radio Cell Identity being reported. The NRCellID is derived from the NR Cell Identity parameter of the NR CGI defined in TS 38.413 [23] clause 9.3.1.7.

	OGCURN
	UTF8String
	Open Geospatial Consortium URN, reference datum used for a latitude and longitude. The reference datum identity shall be specified as an Open Geospatial Consortium URN, as defined in OGC 05-010 [35].

	Orientation
	INTEGER (0..180)
	Integer value of the orientation angle, expressed in degrees. Encoded as per TS 29.572 [24], table 6.1.6.3.2-1.

	SIPAccessInfo
	UTF8String
	Contains the contents of the access-info parameter of the specified Header Field of the SIP Message. See TS 24.229 [74] clauses 7.2A.4.2 and 7.2A.4.3.

	SIPCellularAccessInfo
	UTF8String
	Contains the contents of the cellular-access-info parameter of the specified Header Field of the SIP Message. See TS 24.229 [74] clause 7.2.15.

	SpeedUncertainty
	UTF8String
	Contains the string representation of the speed uncertainty being reported, expressed in kilometres per hour. See TS 29.572 [24], table 6.1.6.3.2-1.

	SSID
	UTF8String
	The SSID of the access point being reported.

	TNGFID
	UTF8String
	This represents the identifier of the TNGF ID. The TNGFID is derived from the TngfId parameter in TS 29.571 [17] clause 5.4.4.28 and table 5.4.2-1

	Uncertainty
	INTEGER (0..127)
	This type has been deprecated and shall always be set to 0.

	UncertaintySBI
	UTF8String
	Contains a string representation of the uncertainty reported in meters. See TS 29.572 [24], table 6.1.6.3.2-1.

	UTRANAdditionalPositioningData
	OCTET STRING
	Contains the encoded content of the "UTRAN-Additional-Positioning-Data" parameter defined in TS 29.172 [53], clause 7.4.63.

	UTRANGANSSPositioningData
	OCTET STRING
	Contains the encoded content of the "UTRAN-GANSS-Positioning-Data" parameter defined in TS 29.172 [53], clause 7.4.34.

	UTRANPositioningData
	OCTET STRING
	Contains the encoded content of the "UTRAN-Positioning-Data" parameter defined in TS 29.172 [53], clause 7.4.33.

	VerticalSpeed
	UTF8String
	Contains the string representation of the vertical speed being reported, expressed in kilometres per hour. See TS 29.572 [24], table 6.1.6.3.2-1.

	WAGFID
	UTF8String
	This represents the identifier of the W-AGF ID. The WAGFID is derived from the WAgfId parameter in TS 29.571 [17] clause 5.4.4.28 and table 5.4.2-1.
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The EUTRALocation type is derived from the data present in the EutraLocation type defined in TS 29.571 [17] clause 5.4.4.8.
Table 7.3.3.2.5-1 contains the details for the EUTRALocation type.
Table 7.3.3.2.5-1: Definition of type EUTRALocation
	Field name
	Type
	Cardinality
	Description
	M/C/O

	tAI
	TAI
	1
	Tracking Area Identity of the target.
If the TAI information is not available, the TAC of the TAI shall be set to one reserved value (e.g. 0x0000, see TS 23.003 [19] clause 19.4.2.3 of 3GPP TS 23.003 [19]) and the value of the ignoreTAI parameter shall be set to TRUE.
	M

	eCGI
	ECGI
	1
	E-UTRA Cell Identity for the cell where the target is located.
	M

	ageOfLocationInfo
	AgeOfLocation
	0..1
	The value represents the elapsed time in minutes since the last network contact of the mobile station.
Shall be present if known at the NF where the POI is located.
	C

	uELocationTimestamp
	Timestamp
	0..1
	The value represents the UTC time when the EUTRALocation information was acquired. Shall be present if known at the NF where the POI is located.
	C

	geographicalInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in TS 23.032 [104] clauses 6 and 7.3. 
	C

	geodeticInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in ITU-T Recommendation Q.763 (1999) [105] clause 3.88.
	C

	globalNGENbID
	GlobalRANNodeID
	0..1
	Indicates the global identity of the ng-eNodeB in which the UE is currently located. Shall be present if known at the NF where the POI is located.
	C

	cellSiteInformation
	CellSiteInformation
	0..1
	Contains location information for the cell site being reported. Shall be present if known at the NF where the POI is located or known at the MDF.
	C

	globalENbID
	GlobalRANNodeID
	0..1
	Indicates the global identity of the eNodeB in which the UE is currently located. Shall be present if known at the NF where the POI is located.
	C

	ignoreTAI
	BOOLEAN
	0..1
	This flag, when present, shall indicate if the tAI shall be ignored.
When present, it shall be set as follows:
	- TRUE: tAI shall be ignored.
- FALSE: tAI shall not be ignored.
	C

	ignoreECGI
	BOOLEAN
	0..1
	This flag, when present, shall indicate if the eCGI shall be ignored.
When present, it shall be set as follows:
	- TRUE: eCGI shall be ignored.
	- FALSE: eCGI shall not be ignored.
	C
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The NRLocation type is derived from the data present in the NrLocation type defined in TS 29.571 [17] clause 5.4.4.9.
Table 7.3.3.2.6-1 contains the details for the NRLocation type.
Table 7.3.3.2.6-1: Definition of type NRLocation
	Field name
	Type
	Cardinality
	Description
	M/C/O

	tAI
	TAI
	1
	Tracking Area Identity of the target.
If the TAI information is not available, the TAC of the TAI shall be set to one reserved value (e.g. 0x0000, see TS 23.003 [19] clause 19.4.2.3 of 3GPP TS 23.003 [19]) and the value of the ignoreTAI parameter shall be set to TRUE.
	M

	nCGI
	NCGI
	1
	NR Cell Identity for the cell where the target is located.
	M

	ageOfLocationInfo
	AgeOfLocation
	0..1
	The value represents the elapsed time in minutes since the last network contact of the mobile station.
Shall be present if known at the NF where the POI is located.
	C

	uELocationTimestamp
	Timestamp
	0..1
	The value represents the UTC time when the NRLocation information was acquired. Shall be present if known at the NF where the POI is located.
	C

	geographicalInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in TS 23.032 [104] clauses 6 and 7.3. 
	C

	geodeticInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in ITU-T Recommendation Q.763 (1999) [105] clause 3.88.
	C

	globalGNbID
	GlobalRANNodeID
	0..1
	Indicates the global identity of the gNodeB in which the UE is currently located. Shall be present if known at the NF where the POI is located.
	C

	cellSiteInformation
	CellSiteInformation
	0..1
	Contains location information for the cell site being reported. Shall be present if known at the NF where the POI is located or known at the MDF.
	C

	ignoreNCGI
	BOOLEAN
	0..1
	This flag, when present, shall indicate if the nCGI shall be ignored.
When present, it shall be set as follows:
	- TRUE: nCGI shall be ignored.
	- FALSE: nCGI shall not be ignored.
	C
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The UTRALocation type is derived from the data present in the EutraLocation type defined in TS 29.571 [17] clause 5.4.4.52.
Table 7.3.3.2.8-1 contains the details for the UTRALocation type.
Table 7.3.3.2.8-1: Definition of type UTRALocation
	Field name
	Type
	Cardinality
	Description
	M/C/O

	cGI
	CGI
	0..1
	The Cell Global Identification for the UTRA Cell the UE is currently located in. Shall be present if known at the NF where the POI is located.
	C

	sAI
	SAI
	0..1
	Service Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	lAI
	LAI
	0..1
	Location Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	rAI
	RAI
	0..1
	Routing Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	ageOfLocationInfo
	INTEGER
	0..1
	The value represents the elapsed time in minutes since the last network contact of the mobile station. Value "0" indicates that the location information was obtained after a successful paging procedure for Active Location Retrieval when the UE is in idle mode or after a successful UTRAN location reporting procedure when the UE is in connected mode.
Any other value than "0" indicates that the location information is the last known one.
Shall be present if known at the NF where the POI is located.
	C

	uELocationTimestamp
	Timestamp
	0..1
	The value represents the UTC time when the UTRALocation information was acquired. Shall be present if known at the NF where the POI is located.
	C

	geographicalInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in TS 23.032 [104] clauses 6 and 7.3. 
	C

	geodeticInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in ITU-T Recommendation Q.763 (1999) [105] clause 3.88.
	C

	cellSiteInformation
	CellSiteInformation
	0..1
	Contains location information for the cell site being reported. Shall be present if known at the NF where the POI is located or known at the MDF.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486310]7.3.3.2.9	Type: GERALocation
The GERALocation type is derived from the data present in the GeraLocation type defined in TS 29.571 [17] clause 5.4.4.53.
Table 7.3.3.2.9-1 contains the details for the GERALocation type.
Table 7.3.3.2.9-1: Definition of type GERALocation
	Field name
	Type
	Cardinality
	Description
	M/C/O

	locationNumber
	GERALocationNumber
	0..1
	The Location Number within the PLMN where the UE is currently located. Shall be present if known at the NF where the POI is located.
	C

	cGI
	CGI
	0..1
	The Cell Global Identification for the GERA Cell the UE is currently located in. Shall be present if known at the NF where the POI is located.
	C

	rAI
	RAI
	0..1
	Routing Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	sAI
	SAI
	0..1
	Service Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	lAI
	LAI
	0..1
	Location Area Identity of the target.
Shall be present if known at the NF where the POI is located.
	C

	vLRNumber
	UTF8String
	0..1
	The VLR Number for the VLR where the UE is currently registered. Shall be present if known at the NF where the POI is located.
	C

	mSCNumber
	UTF8String
	0..1
	The MSC Number for the MSC currently serving the UE. Shall be present if known at the NF where the POI is located.
	

	ageOfLocationInfo
	INTEGER
	0..1
	The value represents the elapsed time in minutes since the last network contact of the mobile station. Value "0" indicates that the location information was obtained after a successful paging procedure for Active Location Retrieval when the UE is in idle mode or after a successful GERAN location reporting procedure when the UE is in connected mode.
Any other value than "0" indicates that the location information is the last known one.
Shall be present if known at the NF where the POI is located.
	C

	uELocationTimestamp
	Timestamp
	0..1
	The value represents the UTC time when the GERALocation information was acquired. Shall be present if known at the NF where the POI is located.
	C

	geographicalInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in TS 23.032 [104] clauses 6 and 7.3. 
	C

	geodeticInformation
	UTF8String
	0..1
	Shall be present if known at the NF where the POI is located. If present, this parameter shall be populated with the Hexaidecimal value of the location encoded as described in ITU-T Recommendation Q.763 (1999) [105] clause 3.88.
	C

	cellSiteInformation
	CellSiteInformation
	0..1
	Contains location information for the cell site being reported. Shall be present if known at the NF where the POI is located or known at the MDF.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486313]7.3.3.2.12	Type: geoCoord
The GeographicalCoordinates type is derived from the data present in the GeographicalCoordinates type defined in TS 29.572 [24] clause 6.1.6.2.4.
Table 7.3.3.2.12-1 contains the details for the GeographicalCoordinates type.
Table 7.3.3.2.12-1: Definition of type GeographicalCoordinates
	Field name
	Type
	Cardinality
	Description
	M/C/O

	latitude
	UTF8String
	1
	Shall contain a string representation of the latitude.
	M

	longitude
	UTF8String
	1
	Shall contain a string representation of the longitude.
	M

	mapDatumInformation
	OGCURN
	0..1
	The reference datum used for the GeographicalCoordinates. Shall be present if known by the operator.
	C

	NOTE: The order of the latitude and longitude parameters in the locally defined GeographicalCoordinates type are different than the order of the parameters defined by the GeographicalCoordinates type defined in TS 29.572 [24] clause 6.1.6.2.4.



	 NEXT CHANGE 	
[bookmark: _Toc153486314]7.3.3.2.13	Type: PointUncertaintyCircle
The PointUncertaintyCircle type is derived from the data present in the PointUncertaintyCircle type defined in TS 29.572 [24] clause 6.1.6.2.7.
Table 7.3.3.2.13-1 contains the details for the PointUncertaintyCircle type.
Table 7.3.3.2.13-1: Definition of type PointUncertaintyCircle
	Field name
	Type
	Cardinality
	Description
	M/C/O

	geographicalCoordinates
	GeographicalCoordinates
	1
	Indicates the geographic point for the centreer of the circle represented by its longitude and latitude.
	M

	deprecatedUncertainty
	Uncertainty
	1
	No longer used in present version of this specification and shall always be set to 0. The uncertaintySBI parameter shall be used instead.
	M

	uncertaintySBI
	UncertaintySBI
	0..1
	Indicates the radius of the uncertainty circle. Expressed in meters. Shall be provided. This parameter is conditional only for backwards compatibility.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486315]7.3.3.2.14	Type: PointUncertaintyEllipse
The PointUncertaintyEllipse type is derived from the data present in the PointUncertaintyEllipse type defined in TS 29.572 [24] clause 6.1.6.2.8.
Table 7.3.3.2.14-1 contains the details for the PointUncertaintyEllipse type.
Table 7.3.3.2.14-1: Definition of type PointUncertaintyEllipse
	Field name
	Type
	Cardinality
	Description
	M/C/O

	geographicalCoordinates
	GeographicalCoordinates
	1
	Indicates a geographic point for the centreer of the ellipse represented by its longitude and latitude.
	M

	uncertainty
	UncertaintyEllipse
	1
	Describes an uncertainty ellipse.
	M

	confidence
	Confidence
	1
	Indicates the confidence of the location as a percentage.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486320]7.3.3.2.19	Type: EllipsoidArc
The EllipsoidArc type is derived from the data present in the EllipsoidArc type defined in TS 29.572 [24] clause 6.1.6.2.12.
Table 7.3.3.2.19-1 contains the details for the EllipsoidArc type.
Table 7.3.3.2.19-1: Definition of type EllipsoidArc
	Field name
	Type
	Cardinality
	Description
	M/C/O

	geographicalCoordinates
	GeographicalCoordinates
	1
	Indicates a geographic point represented by its longitude and latitude.
	M

	innerRadius
	InnerRadius
	1
	Indicates the inner radius of the ellipsoid arc in meters.
	M

	deprecatedUncertaintyRadius
	Uncertainty
	1
	No longer used in present version of this specification and shall be set to 0. The uncertaintyRadiusSBI parameter shall be used instead.
	M

	offsetAngle
	Angle
	1
	Indicates the angle from North to the first defining radius of the arc in degrees.
	M

	includedAngle
	Angle
	1
	Indicates the angle from the first defining radius of the arc to the second in degrees.
	M

	confidence
	Confidence
	1
	Indicates the confidence of the location as a percentage.
	M

	uncertaintyRadiusSBI
	UncertaintySBI
	0..1
	Indicates the width of the uncertainty arc in meters. Shall be provided. This parameter is conditional only for backwards compatibility.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486321]7.3.3.2.20	Enumeration: RATType
The RATType type is derived from the data present in the RATType type defined in TS 29.571 [17] clause 5.4.3.2.
Table 7.3.3.2.20-1 contains the details for the RATType type.
Table 7.3.3.2.20-1: Enumeration for RATType
	Enumeration
	Description

	nR(1)
	New Radio

	eUTRA(2)
	(WB) Evolved Universal Terrestrial Radio Access

	wLAN(3)
	Untrusted Wireless LAN (IEEE 802.11) access

	nBIOT(4)
	NB IoT

	Wireline(5)
	Wireline access

	wirelineCable(6)
	Wireline Cable Access

	wirelineBBF(7)
	Wireline BBF Access

	lTEM(8)
	LTE-M. Also used when a Category M UE using E-UTRA has pbrovided a Category M indication to the NG-RAN

	nRU(9)
	New Radio in unlicensed bands

	eUTRAU(10)
	(WB) Evolved Universal Terrerestrial Radio Access in unlicensed bands

	trustedN3GA(11)
	Trusted Non-3GPP access

	trustedWLAN(12)
	Trusted Wireless LAN (IEEE 802.11) access

	uTRA(13)
	UMTS Terrestrial Radio Access

	gERA(14)
	GSM EDGE Radio Access Network

	nRLEO(15)
	NR (LEO) satellite access type

	nRMEO(16)
	NR (MEO) satellite access type

	nRGEO(17)
	NR (GEO) satellite access type

	nROTHERSAT(18)
	NR (OTHERSAT) satellite access type

	nRREDCAP(19)
	NR RedCap access type



	 NEXT CHANGE 	
[bookmark: _Toc153486324]7.3.3.2.23	Type: TAI
The TAI type is used to report the Tracking Area Identity. The TAI type is derived from the data present in the EutraLocation type defined in TS 29.571 [17] clause 5.4.4.3.
Table 7.3.3.2.23-1 contains the details for the TAI type.
Table 7.3.3.2.23-1: Definition of type TAI
	Field name
	Type
	Cardinality
	Description
	M/C/O

	pLMNID
	PLMNID
	1
	The PLMN Identity of the TAI.
	M

	tAC
	TAC
	1
	The Tracking Area Code for the Tracking Area being reported.
	M

	nID
	NID
	0..1
	Network Identifier of the Tracking Area being reported. Shall be be present if the TAI being reported belongs to an SNPN.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486325]7.3.3.2.24	Type: ECGI
The ECGI type is used to report the E-UTRA Cell Identity. The ECGI type is derived from the data present in the ECGI type defined in TS 29.571 [17] clause 5.4.4.5.
Table 7.3.3.2.24-1 contains the details for the ECGI type.
Table 7.3.3.2.24-1: Definition of type ECGI
	Field name
	Type
	Cardinality
	Description
	M/C/O

	pLMNID
	PLMNID
	1
	The PLMN Identity of the cell being reported.
	M

	eUTRACellID
	EUTRACellID
	1
	The E-UTRA Cell Identity for the cell being reported.
	M

	nID
	NID
	0..1
	Network Identifier of the cell being reported. Shall be be present if the cell being reported belongs to an SNPN.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486326]7.3.3.2.25	Type: GlobalRANNodeID
The GlobalRANNodeID type is derived from the data present in the GlobalRANNodeID type defined in TS 29.571 [17] clause 5.4.4.28.
Table 7.3.3.2.25-1 contains the details for the GlobalRANNodeID type.
Table 7.3.3.2.25-1: Definition of type GlobalRANNodeID
	Field name
	Type
	Cardinality
	Description
	M/C/O

	pLMNID
	PLMNID
	1
	The PLMN Identity of the RAN Node.
	M

	aNNodeID
	ANNodeID
	1
	The Global Identifier for the Access Node.
	M

	nID
	NID
	0..1
	Network Identifier of the cell being reported. Shall be be present if the cell being reported belongs to an SNPN.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486329]7.3.3.2.28	Type: NCGI
The NCGI type is used to report the NR Cell Identity. The NCGI type is derived from the data present in the NCGI type defined in TS 29.571 [17] clause 5.4.4.6.
Table 7.3.3.2.28-1 contains the details for the NCGI type.
Table 7.3.3.2.28-1: Definition of type NCGI
	Field name
	Type
	Cardinality
	Description
	M/C/O

	pLMNID
	PLMNID
	1
	The PLMN Identity of the cell being reported.
	M

	nRCellID
	NRCellID
	1
	The NR Cell Identity for the cell being reported.
	M

	nID
	NID
	0..1
	Network Identifier of the cell being reported. Shall be be present if the cell being reported belongs to an SNPN.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486336]7.3.3.2.35	Type: ENbID
The ENbID type is used to report the ENb Identity. The ENbID type is derived from the data present in the ENbId type defined in TS 29.571 [17] clause 5.4.2.
Table 7.3.3.2.35-1 contains the details for the ENbID type.
Table 7.3.3.2.35-1: Definition of type ENbID
	CHOICE
	Type
	Description

	macroENbID
	BIT STRING (SIZE(20))
	Shall be chosen if the eNB ID is a Macro eNB ID. Shall be encoded as described in TS 36.413 [38] clause 9.2.1.37.

	homeENbID
	BIT STRING (SIZE(28))
	Shall be chosen if the eNB ID is a Home eNB ID.
Shall be encoded as describped in TS 36.413 [38] clause 9.2.1.37.

	shortMacroENbID
	BIT STRING (SIZE(18))
	Shall be chosen if the eNB ID is a Short Macro eNB ID. Shall be encoded as described in TS 36.413 [38] clause 9.2.1.37.

	longMacroENbID
	BIT STRING (SIZE(21))
	Shall be chosen if the eNB ID is a Long Macro eNB ID. Shall be encoded as described in TS 36.413 [38] clause 9.2.1.37.




	 NEXT CHANGE 	
[bookmark: _Toc153486348]7.3.3.2.47	Type: LocationPresenceReport
The LocationPresenceReport type is used in the case the information is obtained from an AmfEventReport (TS 29.518 [22] clause 6.2.6.2.5) with event type Location_Report or Presence_In_AOI_Report.
Table 7.3.3.2.47-1 contains the details for the LocationPresenceReport type.
Table 7.3.3.2.47-1: Definition of type LocationPresenceReport
	Field name
	Type
	Cardinality
	Description
	M/C/O

	type
	AMFEventType
	1
	Describes the type of event which triggers the report.
	M

	timestamp
	Timestamp
	1
	This shall contain the time at which the event is generated.
	M

	areaList
	SET OF AMFEventArea
	0..MAX
	This field shall be present when the AMFEventtype is set as “presenceInAOIReport”. When present, this field represents the specified Area(s) of Interest the UE is currently in or out or unknown.
	C

	timeZone
	TimeZone
	0..1
	This parameter shall be present if the local timeZone of the UE is known at the NF.
	C

	accessType
	SET OF AccessType
	0..MAX
	Describes the access type(s) of the UE.
When reporting that the UE is reachable for DL traffic, this field shall indicate the access type(s) through which the UE is reachable.
	C

	rMInfoList
	SET OF RMInfo
	0..MAX
	Describes the registration management state of the UE. This field shalld be present if it is known at the NF. Shall be encoded as defined in TS 29.518 [22] clause 6.2.6.2.8.
	C

	cMInfoList
	SET OF CMInfo
	0..MAX
	Describes the connection management state of the UE. This field shalld be present if it is known at the NF. Shall be encoded as defined in TS 29.518 [22] clause 6.2.6.2.9.
	C

	reachability
	UEReachability
	0..1
	Describes the reachability of the UE. This field shalld be present if it is known at the NF Shall be encoded as defined in TS 29.518 [22] clause 6.2.6.3.7.
	C

	location
	UserLocation
	0..1
	Location information type derived from the data defined in the UserLocation type defined in TS 29.571 [17] clause 5.4.4.7.

This field shall be used to convey one or more of the following:
	-	E-UTRA user location.
	-	NR user location.
	-	Non-3GPP access user location.
	-	UTRA Location.
	-	GERA Location.
	C

	additionalCellIDs
	SEQUENCE OF CellInformation
	0..MAX
	This parameter shall be present if the NF has additional cell information for the UE. Shall be used whenever Dual Connectivity is activated or whenever secondary cell information is available at the NF where the POI is located.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486352]7.3.3.2.51	Enumeration: AccuracyFulfilmentIndicator
The AccuracyFulfilmentIndicator indicates wheather the requested accuracy was fulfilled or not the AccuracyFulfilmentIndicator is derived from the data present in the AccuracyFulfilmentIndicator type defined in TS 29.572 [24] clause 6.1.6.3.12.
Table 7.3.3.2.51-1 contains the details of the AccuracyFulfilmentIndicator type.
Table 7.3.3.2.51-1: Enumeration for AccuracyFulfilmentIndicator
	Enumeration value
	Description

	requestedAccuracyFulfilled(1)
	Requested accuracy is fulfilled.

	requestedAccuracyNotFulfilled(2)
	Requested accuracy is not fulfilled.



	 NEXT CHANGE 	
[bookmark: _Toc153486361]7.3.3.2.60	Type: SIPLocationInfo
The SIPLocationInfo type is used to report location information derived from the P-Access-Network-Information or Cellular-Network-Info header of a SIP message.
Table 7.3.3.2.60-1: Structure of the SIPLocationInfo type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	locationInfo
	LocationInfo
	0..1
	Shall be used to report location information received from a 5G Access Network.
	C

	cellInformation
	CellInformation
	0..1
	Shall be used to report the cell site information and cell radio related information for the cell reportedg in the locationInfo field. Shall be present if known at the NF where the POI is located or at the MDF.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486370]7.3.3.2.69	Enumeration: PresenceState
The PresenceState indicates whether the UE is inside or outside of the area of interest (e.g. presence reporting area or the LADN area), or if the presence reporting area is inactive in the serving node. PresenceState is derived from the PresenceState type defined in TS 29.571 [17] clause 5.4.3.20.
Table 7.3.3.2.69-1 contains the details of the PresenceState type.
Table 7.3.3.2.69-1: Enumeration for PresenceState
	Enumeration value
	Description

	inArea(1)
	Indicates that the UE is inside or enters the presence reporting area.

	outOfArea(2)
	Indicates that the UE is outside or leaves the presence reporting area.

	unknown(3)
	Indicates it is unknown whether the UE is in the presence reporting area or not.

	inactive(4)
	Indicates that the presence reporting area is inactive in the serving node.



	 NEXT CHANGE 	
[bookmark: _Toc153486381]7.3.3.2.80	Type: UserCSGInformation
The UserCSGInformation type holds the user "Closed Subscriber Group" information associated to CSG cell access: it comprises CSG ID within the PLMN, access mode and indication on CSG membership for the user when hybrid access applies. Derived from the data found in User-CSG-Information parameter from TS 32.299 [111] clause 7.2.240a.
Table 7.3.3.2.80-1 contains the details for the UserCSGInformation type.
Table 7.3.3.2.80-1: Structure of the UserCSGInformation type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	cSGID
	CSGID
	1
	Representds the Closed Subscriber Group Identity.
	M

	cSGAccessMode
	CSGAccessMode
	1
	Represents the CSG access mode that the UE is using.
	M

	cSGMembershipIndication
	CSGMembershipIndication
	1
	Indicates the UE membership state for the reported CSG.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486395]7.3.5.4.2	Location acquisition procedure at the LARF in case of EPC
The procedure is as follows:
-	If the ReqCurrentLoc parameter (see table 5.12.2.1-1) is set to true in the location acquisition request message received over LI_XLA, the LARF shall invoke the Insert Subscriber Data procedure, with the IDR-Flags with the "EPS Location Information Request" bit and the "Current Location Request" bit set (TS 29.272 [108] clause 5.2.2.1.2) using the information received in the location acquisition request message.
-	If the ReqCurrentLoc parameter (see table 5.12.2.1-1) is set to false in the location acquisition request message received over LI_XLA, the LARF shall use the location information in the UE context at the MME to generate and deliver a location acquisition response based on the provisioned delivery method as described in clauses 7.3.5.5 and 7.3.5.6.
	 NEXT CHANGE 	
[bookmark: _Toc153486396]7.3.5.4.3	Location acquisition procedure at the LARF in case of 5GC
The procedure is as follows:
-	If the ReqCurrentLoc parameter (see table 5.12.2.1-1) is set to true in the location acquisition request message received over LI_XLA, the LARF shall invoke a ProvideLocationInfo service operation in the AMF (see TS 29.518 [22] clause 5.5.2.4) using the information received in the location acquisition request message to generate the RequestLocInfo parameters. The LARF shall set the reqCurrentLoc parameter of the RequestLocInfo IE to true (see TS 29.518 [22] clause 5.5.2.4).
-	If the ReqCurrentLoc parameter (see table 5.12.2.1-1) is set to false in the location acquisition request message received over LI_XLA, the LARF shall use the location information in the UE context at the AMF to generate and deliver a location acquisition response based on the provisioned delivery method as described in clauses 7.3.5.5 and 7.3.5.6.
	 NEXT CHANGE 	
[bookmark: _Toc153486409]7.3.6.3.2	Location Only xIRI in 5GS
For a Location Only task at the IRI-POI in the AMF, whenever any trigger specified for the IRI-POI in the AMF is met for the generation of an xIRI (see clause 6.2.2.2), instead of generating that xIRI, the IRI-POI in AMF shall genereate an xIRI containing an AMFLocationUpdate record if there is any location information in the triggering event and send it to the MDF2 over LI_X2. If there is no location information in the triggering event, no xIRI shall be generated.
For a Location Only task at an IRI-POI not in the AMF, whenever any trigger specified for that IRI-POI is met, instead of generating that xIRI, the IRI-POI shall generate an xIRI containing a SeparatedLocationReport record if there is any location information in the triggering event and send it over to the MDF2 over LI_X2 the xIRI is listed in below in this clause.
The IRI-POI in the UDM shall generate the following xIRIs when the appropriate triggers are met and and send them over LI_X2 for Location Only tasks:
-	UDMServingSystemMessage.
	 NEXT CHANGE 	
[bookmark: _Toc153486410]7.3.6.3.3	Location Only xIRI in EPS
For a Location Only task at the IRI-POI in the MME, whenever any trigger specified for the IRI-POI in the MME is met for the generation of an xIRI (see clause 6.3.2.2.2), instead of generating that xIRI, the IRI-POI in MME shall genereate an xIRI containing an MMELocationUpdate record if there is any location information in the triggering event and send it to the MDF2 over LI_X2. If there is no location information in the triggering event, no xIRI shall be generated.
For a Location Only task at an IRI-POI not in the MME, whenever any trigger specified for that IRI-POI is met, instead of generating that xIRI, the IRI-POI shall generate an xIRI containing a SeparatedLocationReport record if there is any location information in the triggering event and send it over to the MDF2 over LI_X2 the xIRI is listed in below in this clause.
The IRI-POI in the HSS shall generate the following xIRIs when the appropriate triggers are met and and send them over LI_X2 for Location Only tasks:
-	HSSServingSystemMessage.
	 NEXT CHANGE 	
[bookmark: _Toc153486422]7.4.3.3	MMSNotification
The IRI-POI in the MMS Proxy-Relay shall generate an xIRI containing an MMSNotification record when the MMS Proxy-Relay sends a m-notification-ind (as defined in OMA-TS-MMS_ENC [39] clause 6.2) to the MMS client in the local target UE.
Table 7.4.3-3 contains parameters generated by the IRI-POI, along with parameters derived from the m-notification-ind message (from the local MMS Proxy-Relay to the local target).
Table 7.4.3-3: Payload for MMSNotification
	Field name
	Description
	M/C/O

	transactionID
	An ID used to correlate an MMS request and response between the target and the MMS Proxy-Relay. As defined in OMA-TS-MMS_ENC[ AA] clause 7.3.63.
	M

	version
	The version of MM, to include major and minor version.
	M

	originatingMMSParty
	ID(s) of the originating party in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
If the originating MMS client requested address hiding, but the MMS Proxy-Relay has access to the "From" field, this shall be reported, regardless of the fact that it may be hidden from the reciepient.
	C

	direction
	Indicates the direction of the MM. This shall be encoded as “to target."
	M

	subject
	The subject of the MM. Include if sent by the MMS Proxy-Relay.
	C

	deliveryReportRequested
	Specifies whether the originator MMS UE requests a delivery report from each recipient. The values given in OMA-TS-MMS_ENC [39] clause 7.3.13 shall be encoded as follows: “Yes” = True, “No” = False. Include if sent by the MMS Proxy-Relay.
	C

	stored
	Specifies whether the MM was stored in the target's MMBox, and that the content-location-value field is a reference to it. "Stored" is coded as True, and "not Stored" is coded as False. As defined in OMA-TS-MMS_ENC [39] clause 7.3.57.
Include if sent by the MMS Proxy-Relay.
	C

	messageClass
	Class of the MM. For example, a value of "auto" is automatically generated by the UE. 
	M

	priority
	Priority of the MM assigned by the originator MMS Client. Include if sent by the MMS Proxy-Relay.
	C

	messageSize
	Specifies the size of the MM that was viewed or uploaded. Specified in bytes.
	M

	expiry
	Length of time in seconds the MM will be stored in MMS Proxy-Relay or time to delete the MM. The field has two formats, either absolute or relative.
	M

	replyCharging
	If this field is present its value is set to “accepted” or “accepted text only” and the MMS-version-value of the M-Notification.ind PDU is higher than 1.0, this header field will indicate that a reply to this particular MM is free of charge for the recipient.
If the Reply-Charging service is offered and the request for reply-charging has been accepted by the MMS service provider the value of this header field SHALL be set to “accepted” or “accepted text only”.
See OMA-TS-MMS_ENC [39] clause 7.3.43. Include if sent by the MMS Proxy-Relay.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486434]7.4.3.15	MMSReadReport
The IRI-POI present in the MMS Proxy-Relay shall generate an xIRI containing an MMSReadReport record when the MMS Proxy-Relay:
-	sends a m-read-orig-ind (as defined in OMA-TS-MMS_ENC [39] clause 6.7.2) to the MMS client in the target UE, or
-	receives a m-read-rec-ind (as defined in OMA-TS-MMS_ENC [39] clause 6.7.2) from the MMS client in the target UE.
Table 7.4.3-15 contains parameters generated by the IRI-POI, along with parameters derived from the m-read-orig-ind message (from the MMS Proxy-Relay to the local target UE), and from the m-read-rec-ind message (from the local target UE to the MMS Proxy-Relay).
Table 7.4.3-15: Payload for MMSReadReport
	Field name
	Description
	M/C/O

	version
	The version of MM, to include major and minor version.
	M

	messageID
	An ID assigned by the MMS Proxy-Relay to uniquely identify an MM. As defined in OMA-TS-MMS_ENC [39] clause 7.3.29.
	M

	terminatingMMSParty
	ID(s) of the terminating party (i.e. the intended recipient of the read report or the originator of the initial MM message to which the read report applies) in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	M

	originatingMMSParty
	ID(s) of the originating party (i.e. the originator of the read report or the recipient the initial MM message to which the read report applies) in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	M

	direction
	Indicates the direction of the original MM (not of this message). This shall be encoded either as "from target," or “to target,” as appropriate.
	M

	dateTime
	Date and Time when the MM was last handled (either originated or forwarded). Include if sent to/by the MMS Proxy-Relay.
	C

	readStatus
	Status of the MMS (e.g. read or deleted without reading.)
	M

	applicID
	Identification of the originating application of the original MM. As defined in OMA-TS-MMS_ENC [39] clause 7.3.2. Include if sent to/by the MMS Proxy-Relay.
	C

	replyApplicID
	Identification of an application to which replies, delivery reports, and read reports are addressed. As defined in OMA-TS-MMS_ENC [39] clause 7.3.42. Include if sent to/by the MMS Proxy-Relay.
	C

	auxApplicInfo
	Auxiliary application addressing information as indicated in the original MM. As defined in OMA-TS-MMS_ENC [39] clause 7.3.4. Include if sent to/by the MMS Proxy-Relay.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486435]7.4.3.16	MMSReadReportNonLocalTarget
The IRI-POI present in the MMS Proxy-Relay shall generate an xIRI containing an MMSReadReportNonLocalTarget record when the MMS Proxy-Relay:
-	sends a MM4_read_reply_report.REQ (as defined in TS 23.140 [40] clause 8.4.3), that contains a non-local target ID, to the non-local MMS Proxy-Relay, or
-	receives a MM4_read_reply_report.REQ (as defined in TS 23.140 [40] clause 8.4.3), that contains a non-local target ID, from the non-local MMS Proxy-Relay.
Table 7.4.3-16 contains parameters generated by the IRI-POI, along with parameters derived from the MM4_read_reply_report.REQ message (from the local MMS Proxy-Relay to the non-local MMS Proxy-Relay, or inversely).
Table 7.4.3-16: Payload for MMSReadReportNonLocalTarget
	Field name
	Description
	M/C/O

	version
	The version of MM, to include major and minor version.
	M

	transactionID
	An ID used to correlate an MMS request and response between the proxies. As defined in TS 23.140 [40] clause 8.4.1.4.
	M

	terminatingMMSParty
	ID(s) of the terminating party in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	M

	originatingMMSParty
	ID(s) of the originating party in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	M

	direction
	Indicates the direction of the original MM (not of this message). This shall be encoded either as "from target" = True, or “to target” = False.
	M

	messageID
	An ID assigned by the MMS Proxy-Relay to uniquely identify an MM. As defined in TS 23.140 [40] clause 8.4.1.4.
	M

	dateTime
	Date and Time when the MM was last handled (either originated or forwarded). 
	M

	readStatus
	Status of the MMS (e.g. read or deleted without reading.)
	M

	readStatusText
	Text explanation corresponding to the Read Status. Include if sent to/by the MMS Proxy-Relay.
	C

	applicID
	Identification of the originating application of the original MM. Identifies the destination application as defined in TS 23.140 [40] clause 8.4.1.4. Include if sent to/by the MMS Proxy-Relay.
	C

	replyApplicID
	Identification of an application to which replies, delivery reports, and read reports are addressed. Identifies the application to which replies, delivery reports, and read reports are addressed, as defined in TS 23.140 [40] clause 8.4.1.4. Include if sent to/by the MMS Proxy-Relay.
	C

	auxApplicInfo
	Auxiliary application addressing information as indicated in the original MM. As defined in OMA-TS-MMS_ENC [39] clause 7.3.4. Include if sent to/by the MMS Proxy-Relay.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486439]7.4.3.20	MMBoxDescription
The MMBoxDescription used in MMSMBoxViewResponse and MMSMBoxUpload records is defined in table 7.4.3-20.
Table 7.4.3-20: Payload for MMBoxDescription
	Field name
	Description
	M/C/O

	contentLocation
	The content-location-value field defines the URL for the MMS Proxy-relay location of the content to be retrieved. As defined in OMA-TS-MMS_ENC [39] clause 7.3.10. Include if sent by the MMS Proxy-Relay.
	C

	messageID
	An ID assigned by the MMS Proxy-Relay to uniquely identify an MM. Included unconditionally for the MMS View Confirm report and is included for the MMS Upload report if a Message ID was previously assigned to the MM. In this latter case, if a Message ID was not previously assigned, this parameter is excluded. As defined in OMA-TS-MMS_ENC [39] clause 7.3.29. Include if sent by the MMS Proxy-Relay.
	C

	state
	Identifies the value of the MM State associated with a MM to be stored or stored MM. Include for the MMS View Confirm. Include for the MMS View Request if provided by the target. As defined in OMA-TS-MMS_ENC [39] clause 7.3.33. Include if sent by the MMS Proxy-Relay.
	C

	flags
	Identifies a keyword to add or remove from the list of keywords associated with a stored MM. This parameter may convey all the keywords associated with the MM. Include if at least one keyword is associated with the MM. If no keywords are associated with the MM, then this parameter may be excluded. Include if sent by the MMS Proxy-Relay.
	C

	dateTime
	Date and Time when the MM request was detected. Include if sent by the MMS Proxy-Relay.
	C

	originatingMMSParty
	ID(s) of the originating party in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included. Include if sent by the MMS Proxy-Relay.
	C

	terminatingMMSParty
	ID(s) of the terminating party in one or more of the formats described in clause 7.4.2.1
When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included. I Include if sent by the MMS Proxy-Relay.
	C

	cCRecipients
	Address of a recipient; the "CC" field may include addresses of multiple recipients. When address translation occurs, both the pre and post translated addresses (with appropriate correlation) are included. This parameter is included if the corresponding MM includes a “CC” field. Include if sent by the MMS Proxy-Relay.
	C

	bCCRecipients
	Address of a recipient; the "BCC" field may include addresses of multiple recipients. When address translation occurs, both the pre and post translated addresses (with appropriate correlation) are included. This parameter is included if the corresponding MM includes a “BCC” field. Include if sent by the MMS Proxy-Relay.
	C

	messageClass
	Class of the MM. For example, a value of "auto" is automatically generated by the UE. If the field is not present, the class should be interpreted as "personal". Include if sent by the MMS Proxy-Relay.
	C

	subject
	The subject of the MM. Include if sent by the MMS Proxy-Relay.
	C

	priority
	Priority of the MM assigned by the originator MMS Client. Reported if sent by the target. Include if sent by the MMS Proxy-Relay.
	C

	deliveryTime
	Date and Time of delivery. Include if sent by the MMS Proxy-Relay.
	C



	readReport
	Specifies whether the originator MMS UE requests a read report from each recipient. The values given in OMA-TS-MMS_ENC [39] clause 7.3.37. shall be encoded as follows: “Yes” = True, “No” = False. Include if sent by the MMS Proxy-Relay.
	C

	messageSize
	Specifies the size of the MM that was viewed or uploaded. Specified in bytes. Include if sent by the MMS Proxy-Relay.
	C

	replyCharging
	If this field is present its value is set to “accepted” or “accepted text only” and the MMS-version-value of the M-Notification.ind PDU is higher than 1.0, this header field will indicate that a reply to this particular MM is free of charge for the recipient.
If the Reply-Charging service is offered and the request for reply-charging has been accepted by the MMS service provider the value of this header field SHALL be set to “accepted” or “accepted text only”.
See OMA-TS-MMS_ENC [39] clause 7.3.43. Include if sent by the MMS Proxy-Relay.
	C

	previouslySentBy
	Address of the MMS Client that forwarded or previously sent the message. along with a sequence number and timestamp.
A higher sequence number indicates a forwarding event at a later point in time. The sequence number indicates the correspondence to the MMS Client's address in the "X-Mms-Previously- Sent-By" header field with the same sequence number. This header field MAY appear multiple times. Include if sent by the MMS Proxy-Relay.
	C

	previouslySentByDateTime
	Date/Time MM was previously sent. This header field MAY appear multiple times. Include if sent by the MMS Proxy-Relay.
	C

	contentType
	The content type of the MM. Include if sent by the MMS Proxy-Relay.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486455]7.5.2.2	PTC session initiation
The IRI-POI present in the PTC server shall generate an xIRI containing a PTCSessionInitiation record when the IRI-POI present in the PTC server detects that the PTC target initiates an on-demand session or the target receives an invitation to join an on-demand session regardless of the success or the final disposition of the invitation. The PTCSessionInitiation record shall also be reported when a chat group is the PTC target. Accordingly, the IRI-POI in the PTC server generates the xIRI when the following events are detected:
-	when the PTC server receives a SIP INVITE from a PTC target.
-	when the PTC Server sends a SIP INVITE to the PTC target.
-	when the PTC Server hosting a PTC chat group session, where the PTC chat group is the target, receives a SIP INVITE from a participating PTC server to initiate a PTC chat group session.
Table 7.5.2-2: Payload for PTCSessionInitiation record
	Field name
	Description
	M/C/O

	pTCTargetInformation
	Provide PTC target identity. At least one among MCPTT ID, IMPU, IMPI, InstanceIdentifierURN and PTCChatGroupID shall be provided for PTCTargetInformation.
	M

	pTCDirection
	Indicates the direction of the session relative to the target: "toTarget" or "fromTarget."
	M

	pTCServerURI
	Shall include the identity of the PTC server serving the PTC target.
	M

	pTCSessionInfo
	Shall provide PTC session information such as PTC Session URI and PTC Session type (e.g. on-demand, pre-established, ad-hoc, pre-arranged, group session).
	M

	pTCOriginatingID
	Shall identify the originating party.
	M

	pTCParticipants
	Shall identify the individual PTC participants of the communication session, when if known.
	C

	pTCParticipantPresenceStatus
	Shall provide the Participant Presence Status, which is a list of:
-	PresenceID: Identity of PTC client(s) or PTC group, when known.
-	PresenceType: Identifies type of ID [PTC client(s) or PTC group].
-	PresenceStatus: Presence state of each ID. True indicates PTC client is available, while false indicates PTC client is unavailable.
Report when the Presence functionality is supported by the PTC server and the PTC server assumes the role of the watcher on behalf of the PTC target or in the case of a target PTC chat group, when the PTC server assumes the role of the watcher on behalf of any member of the chat group.
	C

	location
	Shall include the PTC target’s location when reporting of the PTC target’s location information is authorized and available.
	C

	pTCBearerCapability
	Shall provide when known the media characteristics information elements of the PTC session, encoded in SDP format as per RFC 4566 [43] clause 5. 
	C

	pTCHost
	Shall identify the PTC participant who has the authority to initiate and administrate a PTC session, if known.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486496]7.7.2.1.5	Unsuccessful procedure
The IRI-POI in the NEF shall generate an xIRI containing an NEFUnsuccessfulProcedure record when the IRI-POI present in the NEF detects an unsuccessful procedure or error condition for a UE matching one of the target identifiers provided via LI_X1.
Accordingly, the IRI-POI in the NEF generates the xIRI when one of the following events are detected as described in TS 29.541 [57] clause 6.1.7.3 and TS 24.250 [61] clause 5.4.2.6:
-	NEF sends a Nnef_SMContext_Create Reject message to the SMF with a reject cause set to "USER_UNKNOWN" or "NIDD_CONFIGURATION_NOT_AVAILABLE".
-	NEF returns a RDS MANAGE PORT Response to a UE with a "Status" field set to "Port not free" in response to a RDS MANAGE PORT command sent by UE with an "Action" field set to "Reserve port".
-	NEF receives a RDS MANAGE PORT Response from a UE with a "Status" field set to "Port not free" in response to a RDS MANAGE PORT command sent by NEF with an "Action" field set to "Reserve port".
-	NEF returns a RDS MANAGE PORT Response to a UE with a "Status" field set to "Port not associated with specified application" in response to a RDS MANAGE PORT command sent by UE with an "Action" field set to "Release port".
-	NEF receives a RDS MANAGE PORT Response from a UE with a "Status" field set to "Port not associated with specified application" in response to a RDS MANAGE PORT command sent by NEF with an "Action" field set to "Release port".
Table 7.7.2-4: NEFUnsuccessfulProcedure record
	Field name
	Value
	M/C/O

	failureCause
	Provides the value of the failure cause.
	M

	sUPI
	SUPI associated with the procedure.
	M

	gPSI
	GPSI used in the procedure, if available.
	C

	pDUSessionID
	PDU Session ID.
	C

	dNN
	Data Network Name associated with the target traffic, if available. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	C

	sNSSAI
	Slice requested for the procedure, if available.
	C

	rDSDestionationPortNumber
	RDS destination port number.
	C

	applicationID
	Application associated with the RDS destination port number.
	C

	aFID
	Application Function idenitifier. If the Application Function identifier is not available, the placeholder value "Unknown" shall be used.
	C
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[bookmark: _Toc153486505]7.7.3.1.3	Device trigger replace
The IRI-POI in the NEF shall generate an xIRI containing a NEFDeviceTriggerReplace record when the IRI-POI present in the NEF detects that an AF has sent a Device trigger replacement for a previously sent Device trigger to a UE matching one of the target identifiers provided via LI_X1 to the IRI POI in the NEF. It replaces a previously submitted Device trigger message which has not yet been delivered to the UE.
Accordingly, the IRI-POI in the NEF generates the xIRI when any of the following events is detected:
-	NEF receives a Nnef_Trigger_Delivery Request (for a device trigger replacement) from an AF as described in TS 29.522 [58] clause 4.4.3 with GPSI matching the target identifier.
-	NEF sends a T4 Device-Trigger-Request (DTR) to SM-SC with Trigger-Action AVP set to REPLACE and User-Identifier AVP matching the SUPI of the target UE as specified in 29.337 [60] clause 5.2.1.
Table 7.7.3-2: NEFDeviceTriggerReplace record
	Field name
	Value
	M/C/O

	sUPI
	SUPI associated with the target UE.
	M

	gPSI
	GPSI used with the target UE.
	M

	triggerId
	Identity of the corresponding Device trigger to be replaced.
	M

	aFID
	The AF replacing an existing Device trigger which has not been delivered yet to the device (e.g. because the device is unreachable) by a new Device trigger.
	M

	triggerPayload
	The device triggering payload.
	C

	validityPeriod
	The validity time in seconds for the specific action requested.
	C

	priorityDT
	Priority indication for a trigger payload.
	C

	sourcePortId
	Port on the AF which delivers the device trigger.
	C

	destinationPortId
	Port on the device which is the recipient of the device trigger.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486517]7.7.5.1.2	Expected UE behaviour update
The IRI-POI in the NEF shall generate an xIRI containing an NEFExpectedUEBehaviorUpdate record when the IRI-POI present in the NEF detects that an AF has updated the UE Expected behaviour data.
Accordingly, the IRI-POI in the NEF generates the xIRI when any of the following events is detected (see TS 29.503 [25] clauses 5.6.2.1 and 6.1.6.2.49):
-	NEF receives a NEF_ParameterProvision_Create Request or NEF_ParameterProvision_Update Request from an AF, related to the target UE.
-	NEF receives a NEF_ParameterProvision_Delete Request from an AF to delete the existing UE Expected Behaviour parameters related to the target UE.
-	NEF returns a NEF_ParameterProvision_Get Response containing the UE Expected Behaviour of the target UE to the querying AF.
Table 7.7.5-1: NEFExpectedUEBehaviorUpdate record
	Field name
	Value
	M/C/O

	gPSI
	GPSI of the target UE to which the expected UE behaviour applies.
	M

	expectedUEMovingTrajectory
	Identifies the UE's expected geographical movement.
	O

	stationaryIndication
	Identifies whether the UE is stationary or mobile.
	O

	communicationDurationTime
	Indicates for how long the UE will normally stay in CM-Connected for data transmission expressed in seconds.
	O

	periodicTime 
	Interval Time of periodic communication in seconds.
	O

	scheduledCommunicationTime
	Time and day of the week when the UE is available for communication, as defined in TS 29.571 [17].
	O

	batteryIndication
	Identifies power consumption criticality for the UE: if the
UE is battery powered but the battery is not rechargeable/not
replaceable, battery powered with
rechargeable/replaceable battery, or not battery powered.
	O

	trafficProfile
	Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission.
	O

	scheduledCommunicationType
	Indicates that the Scheduled Communication Type is Downlink only or Uplink only or Bi-directional.
	O

	expectedTimeAndDayOfWeekInTrajectory
	Identifies the time and day of week when the UE is expected to be at each location included in the Expected UE Moving Trajectory.
	O

	aFID
	AF identity requesting expected UE behaviour update.
	M

	validityTime
	Identifies when the expected UE behaviour parameter set expires and shall be deleted. If absent, it indicates that there is no expiration time for this parameter set.
	O



	 NEXT CHANGE 	
[bookmark: _Toc153486522]7.7.6.1.2	AF session with QoS provision
The IRI-POI in the NEF shall generate an xIRI containing an NEFAFSessionWithQoSProvision record when the IRI-POI present in the NEF detects that an AF has requested the NEF to provide, update or revoke a specific QoS for an AF session.
Accordingly, the IRI-POI in the NEF generates the xIRI when any of the following events is detected (see TS 29.522 [58] clause 4.4.9):
-	NEF returns a Nnef_AFsessionWithQoS_Create Response in response to Nnef_AFsessionWithQoS_Create Request received from an AF to provide a specific QoS for an AF session related to a target UE.
-	NEF returns a Nnef_AFsessionWithQoS_Update Response in response toNnef_ AFsessionWithQoS_Update Request received from an AF to update the QoS for an AF session related to a target UE.
-	NEF returns a Nnef_AFsessionWithQoS_Revoke Response in response to Nnef_ AFsessionWithQoS_Revoke Request received from an AF to revoke the QoS for an AF session related to a target UE.
Table 7.7.6.1.2-1: NEFAFSessionWithQoSProvision record
	Field name
	Value
	M/C/O

	gPSI
	GPSI of the target UE the AF session with required QoS applies to.
	M

	aFID
	AF identity requesting AF session with required QoS.
	M

	aFSessionWithQoSOpType
	Type of operation for AF session with required QoS : POST to provision, PUT and PATCH to update and DELETE to revoke.
	M

	aFSessionWithQoSSubscription
	Includes an ASSessionWithQoSSubscription resource according to TS 29.122 [63] clause A.14. The SBIReference for this parameter shall be populated with ‘TS29122_AsSessionWithQoS.yaml#/components/schemas/AsSessionWithQoSSubscription'. Present only if the aFSessionWithQoSOpType is set to "POST" or "PUT".
	C

	aFSessionWithQoSSubscriptionPatch
	Includes a ASSessionWithQoSSubscriptionPatch resource according to TS 29.122 [63] clause A.14. The SBIReference for this parameter shall be populated with ‘TS29122_AsSessionWithQoS.yaml#/components/schemas/AsSessionWithQoSSubscriptionPatch'. Present only if the aFSessionWithQoSOpType is set to "PATCH".
	C

	aFSessionWithQoSResponseCode
	Identifies the response code associated to the AFSessionWithQoS operation executed by the NEF.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486535]7.8.2.1.5	Unsuccessful procedure
The IRI-POI in the SCEF/IWK-SCEF shall generate an xIRI containing an SCEFUnsuccessfulProcedure record when the IRI-POI present in the SCEF/IWK-SCEF detects an unsuccessful procedure or error condition for a target UE matching one of the target identifiers provided via LI_X1.
Accordingly, the IRI-POI in the SCEF/IWK-SCEF generates the xIRI when any of the following events is detected (see TS 29.128 [62] clause 6.3.3 and TS 24.250 [61] clause 5.4.2.6):
-	SCEF sends a T6a Connection Management Answer with Experimental-Result AVP set to DIAMETER_ERROR_USER_UNKNOWN.
-	SCEF sends a T6a Connection Management Answer with Experimental-Result AVP set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED when Action AVP of the T6a Connection Management Request received by the SCEF is not set to CONNECTION_ESTABLISHMENT, CONNECTION_UPDATE or CONNECTION_ RELEASE.
-	SCEF sends a T6a Connection Management Answer with Experimental-Result AVP set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE when Action AVP of the T6a Connection Management Request received by the SCEF is set to CONNECTION_ESTABLISHMENT and the NIDD configuration for the target UE does not exist or fails at SCEF.
-	SCEF sends a T6a Connection Management Answer with Experimental-Result AVP set to DIAMETER_ERROR_INVALID_EPS_BEARER when Action AVP of the T6a Connection Management Request received by the SCEF is set to CONNECTION_UPDATE or CONNECTION_RELEASE and the EPS Bearer Identity does not exist.
-	SCEF returns a RDS MANAGE PORT Response to a UE with a "Status" field set to "Port not free" in response to a RDS MANAGE PORT command sent by UE with an "Action" field set to "Reserve port".
-	SCEF receives a RDS MANAGE PORT Response from a UE with a "Status" field set to "Port not free" in response to a RDS MANAGE PORT command sent by SCEF with an "Action" field set to "Reserve port".
-	SCEF returns a RDS MANAGE PORT Response to a UE with a "Status" field set to "Port not associated with specified application" in response to a RDS MANAGE PORT command sent by UE with an "Action" field set to "Release port".
-	SCEF receives a RDS MANAGE PORT Response from a UE with a "Status" field set to "Port not associated with specified application" in response to a RDS MANAGE PORT command sent by SCEF with an "Action" field set to "Release port".
Table 7.8.2-4: SCEFUnsuccessfulProcedure record
	Field name
	Value
	M/C/O

	failureCause
	Cause of unsuccessful procedure.
	M

	iMSI
	IMSI associated with the Non-IP PDN Connection of the target UE (e.g. as provided by the MME in the associated Connection Management Request).
	C

	mSISDN
	MSISDN associated with the PDN Connection if available.
	C

	iMEI
	IMEI associated to the device if available.
	C

	externalIdentifier 
	External Identifier associated with the PDN Connection if available, defined as NAI in ASN.1.
	C

	ePSBearerID
	Identity of the EPS bearer that MME allocated to the Non-IP PDN connection.
	M

	aPN
	Access Point Name associated with the target traffic. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1 (see NOTE).
	M

	rDSDestionationPortNumber
	RDS destination port number.
	C

	applicationID
	Application identifier associated with the RDS port number.
	C

	sCSASID
	SCS/AS Identifier. If the SCS/AS Idenitifier is not available, the placeholder value "Unknown" shall be used.
	C

	NOTE:	If the APN is not available, the placeholder value ".unknown." shall be used.
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[bookmark: _Toc153486544]7.8.3.1.3	Device trigger replacement
The IRI-POI in the SCEF shall generate an xIRI containing a SCEFDeviceTriggerReplace record when the IRI-POI present in the SCEF detects that an SCS/AS has sent a Device triggering replacement for a previously sent Device triggering request to a UE matching one of the target identifiers provided via LI_X1 to the IRI POI in the SCEF. It replaces a previously submitted Device triggering request which has not yet been delivered to the UE.
Accordingly, the IRI-POI in the SCEF generates the xIRI when any of the following events is detected:
-	SCEF receives a Device triggering request (for a Device trigger replacement) from an SCS/AS with MSISDN or External Identifier matching the target identifier (See TS 29.122 [63] clause 5.7).
-	SCEF sends a T4 Device-Trigger-Request (DTR) to SM-SC with Trigger-Action AVP set to REPLACE and User-Identifier AVP matching the IMSI of the target UE as specified in TS 29.337 [60] clause 5.2.1.
Table 7.8.3-2: SCEFDeviceTriggerReplace record
	Field name
	Value
	M/C/O

	iMSI
	IMSI associated with the target UE
	C

	mSISDN
	MSISDN used with the target UE
	C

	externalIdentifier
	External Identifier used with the target UE
	C

	triggerId
	Identity of the corresponding Device trigger to be replaced
	M

	sCSASID
	Identity of the SCS/AS replacing an existing Device trigger which has not been delivered yet to the device (e.g. because the device is unreachable) by a new Device trigger
	M

	triggerPayload
	The device triggering payload
	C

	validityPeriod
	The validity time in seconds for the specific action requested
	C

	priorityDT
	The priority of the device trigger
	C

	sourcePortId
	Port on the SCSAS which delivers the device trigger
	C

	destinationPortId
	Port on the device which is the recipient of the device trigger
	C
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[bookmark: _Toc153486545]7.8.3.1.4	Device trigger cancellation
The IRI-POI in the SCEF shall generate an xIRI containing a SCEFDeviceTriggerCancellation record when the IRI-POI present in the SCEF detects that an SCS/AS has sent a Device triggering cancellation for a previously sent Device triggering request to a UE matching one of the target identifiers provided via LI_X1 to the IRI-POI in the SCEF. It cancels previously submitted Device triggering request which has not yet been delivered to the target UE.
Accordingly, the IRI-POI in the SCEF generates the xIRI when any of the following events is detected:
-	SCEF receives a Device triggering request (for a device trigger cancellation) from SCS/AS related to a previously received Device triggering request with MSISDN or External Identifier matching the target identifier (See TS 29.122 [63] clause 5.7).
-	SCEF sends a T4 Device-Trigger-Request (DTR) to SM-SC with Trigger-Action AVP set to RECALL and User-Identifier AVP matching the IMSI of the target UE as specified in TS 29.337 [60] clause 5.2.1.
Table 7.8.3-3: SCEFDeviceTriggerCancellation record
	Field name
	Value
	M/C/O

	iMSI
	IMSI associated with the target UE
	C

	mSISDN
	MSISDN used with the target UE
	C

	externalIdentifier
	External Identifier used with the target UE
	C

	triggerId
	Identity of the corresponding device trigger to be cancelled
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486556]7.8.5.1.2	Communication pattern update
The IRI-POI in the SCEF shall generate an xIRI containing an SCEFCommunicationPatternUpdate record when the IRI-POI present in the SCEF detects that an SCS/AS has updated the Communication pattern data.
Accordingly, the IRI-POI in the SCEF generates the xIRI when any of the following events is detected (See TS 29.122 [63] clause 5.10):
-	SCEF receives a request to provision the communication pattern parameters from an SCS/AS related to the target UE (PUT).
-	SCEF receives a request to delete the existing communication patterns parameters from an SCS/AS related to the target UE (DELETE).
-	SCEF returns a response (200 OK) containing the communication pattern parameters of the target UE to the querying SCS/AS (GET).
Table 7.8.5-1: SCEFCommunicationPatternUpdate record
	Field name
	Value
	M/C/O

	mSISDN
	MSISDN of the target UE the communication pattern applies to
	C

	externalIdentifier
	External Identifier of the target UE the communication pattern applies to
	C

	periodicCommunicationIndicator
	Identifies whether UE communicates periodically or on demand
	O

	communicationDurationTime
	Indicates for how long the UE will normally stay in CM-Connected for data transmission expressed in seconds
	O

	periodicTime 
	Interval Time of periodic communication in seconds
	O

	scheduledCommunication
Time
	Time and day of the week when the UE is available for communication, as defined in TS 29.571
	O

	scheduledCommunicationType
	Indicates that the Scheduled Communication Type is Downlink only or Uplink only or Bi-directional
	O

	stationaryIndication
	Identifies whether the UE is stationary or mobile
	O

	batteryIndication
	Identifies power consumption criticality for the UE: if the
UE is battery powered but the battery is not rechargeable/not
replaceable, battery powered with
rechargeable/replaceable battery, or not battery powered.
	O

	trafficProfile
	Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission 
	O

	expectedUEMovingTrajectory
	Identifies the UE’s expected geographical movement
	O

	expectedTimeAndDayOfWeekInTrajectory
	Identifies the time and day of week when the UE is expected to be at each location included in the Expected UE Moving Trajectory
	O

	sCSASID
	SCS/AS identity requesting communication pattern update
	M

	validityTime
	Identifies when the expected UE behaviour parameter set expires and shall be deleted. If absent, it indicates that there is no expiration time for this parameter set
	O
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[bookmark: _Toc153486561]7.8.6.1.2	AS session with QoS provision
The IRI-POI in the SCEF shall generate an xIRI containing a SCEFASSessionWithQoSProvision record when the IRI-POI present in the SCEF detects that an SCS/AS has requested the SCEF to provide, update or revoke a specific QoS for an AS session.
Accordingly, the IRI-POI in the SCEF generates the xIRI when any of the following events is detected (see TS 29.122 [63] clauses 5.14):
-	SCEF returns an On-demand QoS Response in response to On-demand QoS Request received from an SCS/AS to create (POST)/update (PUT or PATCH)/revoke (DELETE) a specific QoS for an AS session related to a target UE.
Table 7.8.6.1.2-1: SCEFASSessionWithQoSProvision record
	Field name
	Value
	M/C/O

	mSISDN
	MSISDN of the target UE the AS session with required QoS applies to, if available (see NOTE).
	C

	externalIdentifier
	External Identifier of the target UE the AS session with required QoS applies to, if available (see NOTE).
	C

	sCSASID
	SCS/AS identity requesting AS session with required QoS..
	M

	aSSessionWithQoSOpType
	Type of operation for AS session with required QoS : POST to provision, PUT and PATCH to update and DELETE to revoke.
	M

	aSSessionWithQoSSubscription
	Includes an ASSessionWithQoSSubscription resource according to TS 29.122 [63] clause A.14. The SBIReference for this parameter shall be populated with ‘TS29122_AsSessionWithQoS.yaml#/components/schemas/AsSessionWithQoSSubscription'. Present only if the aSSessionWithQoSOpType is set to "POST" or "PUT".
	C

	aSSessionWithQoSSubscriptionPatch
	Includes a ASSessionWithQoSSubscriptionPatch resource according to TS 29.122 [63] clause A.14. The SBIReference for this parameter shall be populated with ‘TS29122_AsSessionWithQoS.yaml#/components/schemas/AsSessionWithQoSSubscriptionPatch'. Present only if the aSSessionWithQoSOpType is set to "PATCH".
	C

	aSSessionWithQoSResponseCode
	Identifies the response code associated to the ASSessionWithQoS operation executed by the SCEF.
	M

	NOTE:	At least one of the MSISDN or External Identifier fields shall be present.
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[bookmark: _Toc153486562]7.8.6.1.3	AS session with QoS notification
The IRI-POI in the SCEF shall generate an xIRI containing a SCEFASSessionWithQoSNotification record when the IRI-POI present in the SCEF detects that the SCEF has notified the SCS/AS about changes in the transmission resource status of the AS session.
Accordingly, the IRI-POI in the SCEF generates the xIRI when any of the following events is detected (see TS 29.122 [63] clauses 5.14):
-	SCEF receives a Status information Response in response to Status information Request (POST) sent to SCS/AS to notify changes in the transmission resource status of an AS session associated with the target UE.
Table 7.8.6.1.3-1: SCEFASSessionWithQoSNotification record
	Field name
	Value
	M/C/O

	mSISDN
	MSISDN of the target UE the AS session with required QoS applies to, if available (see NOTE).
	C

	externalIdentifier
	External Identifier of the target UE the AS session with required QoS applies to, if available (see NOTE).
	C

	userPlaneNotificationData
	Includes a userPlaneNotificationData resource according to TS 29.122 [63] clause A.14. The SBIReference for this parameter shall be populated with 'TS29122_AsSessionWithQoS.yaml#/components/schemas/ UserPlaneNotificationData'.
	M

	aSSessionWithQoSResponseCode
	Identifies the response code returned by SCS/AS associated to the ASSessionWithQoS notification sent by SCEF to SCS/AS.
	M

	NOTE:	At least one of the MSISDN or External Identifier fields shall be present.
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[bookmark: _Toc153486585]7.10.1	Background
This clause defines protocol and procedures to support the LI in the VPLMN for IMS-based services with home-routed roaming architecture where IMS signalling (e.g. CSCFs) and media functions (e.g. IMS-AGW) are in the HPLMN. The scope of LI functions defined here are the following in the VPLMN:
-	IMS-based voice services.
-	SMS over IP.
For IMS-based voice services and the SMS over IP, the target can be an inbound roaming UE or a non-local ID.
As defined in TS 33.127 [5] clause 7.4.7.4.2, LMISF-IRI, LMISF-CC, BBIFF-C and BBIFF-U handle the LI in the VPLMN for IMS-based services with home routed roaming architecture.
NOTE 1:	When N9 is the interface between the two PLMNs for the user plane data, the LI architecture is referred to as N9HR LI. With N9HR LI, the BBIFF-C is present in the SMF and the BBIFF-U is present in the UPF.
NOTE 2:	When S8 is the interface between the two PLMNs for the user plane data, the LI architecture is referred to as S8HR LI. With S8HR LI, the BBIFF-C and BBIFF-U are combined into BBIFF and is present in the SGW. When SGW is deployed with CUPS, the S8U is the interface between the two PLMNs for the user plane data and in this case, the BBIFF-C is present in the SGW-C and BBIFF-U is present in the SGW-U.
This clause uses the term "HR LI" in referring to the common functions associated with the N9HR LI and S8HR LI collectively.
[bookmark: _Hlk80863239]The HR LI includes two phases of LI processing with the following scope:
-	Phase 1 - Initial configuration and target checking, applies to all in-bound roaming UEs with home-routed roaming and using IMS-based services. No interception is done in this phase.
-	Phase 2 - Applies to specific target UEs or UEs in communication with a target non-local ID. Interception is done in this phase.
The details of the above two phases of LI processes are described in TS 33.127 [5] clause 7.4.7.4.11.
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[bookmark: _Toc153486588]7.10.3.1	Overview
The Phase-1 of HR LI that applies to all inbound roaming UEs with home-routed roaming using the IMS-based services include the functions that revolve around the following interfaces (see TS 33.127 [5]):
-	LI_X1: Used by the LIPF to provision the BBIFF-C/BBIFF and optionally, the LMISF-IRI to enable the same for HR LI (aka initial configuration of HR LI).
-	LI_T3: Used by the BBIFF-C to instruct the BBIFF-U to capture and deliver the IMS signalling related user plane packets of inbound roaming UEs to the LMISF-IRI.
-	LI_X2_LITE: Used by the BBIFF-C/BBIFF to carry the control plane information (e.g. packet data connection related notifications, UE location) to LMISF-IRI for inbound roaming UEs.
-	LI_X3_LITE_S: Used by the BBIFF-U/BBIFF to forward the IMS signalling related user plane packets of inbound roaming UEs to the LMISF-IRI.
The triggering interface LI_T3 is not used in the case of BBIFF in SGW. The LI_X3_LITE_S is also used in HR LI Phase-2.
The LI_X2_LITE shall be realized using the X2 protocol as defined in ETSI TS 103 221-2 [8]. Likewise, the LI_X3_LITE_S and LI_X3_LITE_M shall be realized using the X3 protocol as defined in ETSI TS 103 221-2 [8].
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[bookmark: _Toc153486590]7.10.3.2.1	General
For Phase-1 of HR LI, the following LI functions are provisioned over LI_X1 by the LIPF using the X1 protocol defined in ETSI TS 103 221-1 [7] with the LIPF playing the role of ADMF and the following LI functions playing the role of NE as per the reference model depicted in ETSI TS 103 221-1 [7]:
-	BBIFF-C present in the SMF.
-	BBIFF-C present in the SGW-C.
-	BBIFF present in the SGW.
-	LMISF-IRI.
As described in clause 7.10.1, the Phase-1 of HR LI applies to all inbound roaming UEs that use the IMS-based services with home-routed roaming. The target identities "HR" and "IMSSignalling" are used for Phase-1 of HR LI.
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[bookmark: _Toc153486591]7.10.3.2.2	Provisioning of BBIFF-C and BBIFF
The minimum details of LI_X1 ActivationTask message is shown in table 7.10.3.2-2.
Table 7.10.3.2-1: Void

Table 7.10.3.2-2: ActivateTask message for activating BBIFF-C and BBIFF
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be set to a value assigned by the LIPF. This shall be same as the XID used for ActivateTask as shown in table 7.10.3.2-4 when LMISF-IRI is configured using the ActivateTask.   
	M

	TargetIdentifiers
	Shall contain Target Identifiers of type "HR" and "IMSSignalling" (see table 7.10.3.2-3).
	M


	DeliveryType
	Set to "X2andX3".
	M

	ListOfDIDs
	Shall give the DID of the LMISF-IRI to which the xIRI and xCC should be delivered. The delivery endpoint is configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M



Table 7.10.3.2-3: Target Identifier Type for enabling HR LI
	Identifier type
	ETSI TS 103 221-1 [7] TargetIdentifier type
	Definition

	HR
	TargetIdentifierExtension /HR
	Empty tag (see XSD schema)

	IMSSignalling 
	TargetIdentifierExtension/IMSSignalling
	Empty tag (see XSD schema)
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[bookmark: _Toc153486592]7.10.3.2.3	Provisioning of LMISF-IRI
The LMISF-IRI is listed as the delivery endpoint over LI_X2_LITE for xIRI generated by the BBIFF-C/BBIFF and for the xCC generated by the BBIFF-U/BBIFF.
The provisioning of LMISF-IRI is to enable it to receive the xIRIs and xCC sent from the BBIFF-C (SMF, SGW-C), BBIFF-U (UPF, SGW-U) and BBIFF (SGW). As an alternate deployment option, LMISF-IRI may be presumed to be enabled to receive such xIRI/xCC by default. This clause does not apply to such alternate deployment option.
Table 7.10.3.2-4 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the LMISF-IRI for Phase-1.
Table 7.10.3.2-4: ActivateTask message for activating the LMISF-IRI for Phase-1
	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Shall be set to a value assigned by the LIPF. This shall be same as the XID used for ActivateTask as shown in table 7.10.3.2-2.
	M

	TargetIdentifiers
	Shall contain two Target Identifiers of type "HR" and "IMSSignalling" (see table 7.10.3.2-3).
	M


	DeliveryType
	Set to "X2andX3".
LMISF-IRI shall use this only to enable the receiving of xIRI and xCC from the BBIFF-C/BBIFF.
	M

	ListOfDIDs
	Shall be given as an empty list, since DIDs are not required in LMISF-IRI for Phase-1.
	M
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[bookmark: _Toc153486594]7.10.3.3.1	General
LI_X2_LITE is an interface between the BBIFF-C/BBIFF to the LMISF-IRI. The xIRIs are generated at the BBIFF-C/BBIFF and are sent over LI_X2_LITE interface to the LMISF-IRI. These xIRIs are applicable to HR LI Phase-1 only. 
For N9HR LI, the BBIFF-C present in the SMF shall generate the xIRIs as described in clause 7.10.3.3.2. For S8HR LI, the BBIFF-C present in the SGW-C and BBIFF present in the SGW shall generate the xIRIs as defined in clause 7.10.3.3.3.
The xIRIs are generated only when the following prior conditions are met:
-	ActivateTask with target identity "HR" and "IMSSignalling" is received with X2 being included in the delivery type.
-	The MCC + MNC of the Operator Identifier field of the DNN (for N9HR) or APN (for S8HR) is different from the MCC+MNC configured in the SMF (N9HR) or SGW-C/SGW (S8HR) - see TS 29.502 [16], clause 6.1.6.2.2 and 23.003 [19] clause 9.1.2.
-	The Network Identifier field of DNN (for N9HR) or APN (for S8HR) contains "IMS" (IMS services) - see GSMA IR.88 [67].
The first point is indicating that HR LI is enabled (see clause 7.10.3.2.2). The second point is telling that the UE is an inbound roamer with home-routed based roaming. The third point is telling that the PDU session/PDN connection is for IMS services.
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[bookmark: _Toc153486595]7.10.3.3.2	N9HR LI
The BBIFF-C present in the SMF shall generate the following xIRI when the prior conditions defined in clause 7.10.3.3.1 are met:
-	N9HRPDUSessionInfo.
The main purpose of the xIRI is to report the UE location, PDU session ID and the SMF identity. The scenarios that result in the above xIRI are listed below and apply to all inbound roaming UEs with home-routed roaming and using IMS services: 
-	PDU session is established with the creation of a default QoS flow for IMS signalling.
-	PDU session is modified with the creation of a dedicated QoS flow used for IMS media.
-	PDU session is modified with the updates to the QoS flow.
-	PDU session is modified with the deleting of dedicated QoS flow used for IMS media.
-	PDU session is deleted.
-	MA PDU session is created, modified or deleted.
-	SMF relocation.
-	New UE location due to UE requested or network initiated service request.
-	New UE location due to hand-over situations including EPS to 5GS handover.
-	New UE location due to tracking area updates or routing area updates.
-	New SMF from the SMF set is taking over the PDU session.
-	HR LI is enabled with an established PDU session.
The exact trigger for the xIRI is subject to implementation, however, the following can be used as a general guidance along with observing the prior conditions listed in clause 7.10.3.3.1:
-	SMF receives the Nsmf_PDU_Session_Create response message with n1SmInfoToUe IE containing the PDU SESSION ESTABLISHMENT ACCEPT (see TS 29.502 [16]) from the H-SMF and sends the NAS message (via AMF) PDU SESSION ESTABLISHMENT ACCEPT to the UE as a part of PDU session establishment procedures. This may also happen with MA PDU session establishment procedures, or during handover procedures with access type change, or as a part of SMF relocation procedures.
-	SMF receives an Nsmf_PDUSession_UpdateSMContext request from the AMF with a new UE location. This may happen whenever a PDU session or a MA PDU session is modified with the addition, modification or deletion of a dedicated QoS flow. This may also happen for UE-initiated or network-initiated service request procedures, or as a part of the handover procedures, or as a part of the tracking area update procedures.
-	When a new SMF (e.g. in the SMF set) takes over the control for the PDU session.
-	When an ActivateTask is received from the LIPF over LI_X1 (see clause 7.10.3.2.2) to enable the HR LI, the BBIFF-C present in the SMF detects that a PDU session for IMS services is already established for an inbound roaming UE with home-routed roaming.
NOTE:	The sending of xIRI for each already established PDU session may result in a significant number of xIRI messages from the BBIFF-C to the LMISF-IRI.
The contents of xIRI N9HRPDUSessionInfo record is shown in table 7.10.3.3-1 below.
Table 7.10.3.3-1: Payload of N9HRPDUSessionInfo record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU Session_CreateSMContext service operation).
	M

	pEI
	PEI associated with the PDU session, if available.
	C

	pDUSessionID
	PDU Session ID. See TS 24.501 [13] clause 9.4.
	M

	location
	UE location information provided by the AMF.
	C

	sNSSAI
	Slice identifiers associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	dNN
	Data Network Name associated with the UE traffic, as defined in TS 23.003[19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	C


	messageCause
	Included to indicate why the xIRI is generated (see table 7.10.3.3-2).
	M



Table 7.10.3.3-2: messageCause details
	Field name
	Description

	pDUSessionEstablished
	Indicates that the PDU session is established.

	pDUSessionModified
	Indicates that the PDU session is being modified.

	pDUReleased
	Indicates that the PDU session is being released.

	updatedLocationAvailable
	Indicates that an updated UE location is available

	sMFChanged
	Indicates that the SMF that is handling the PDU session is changed.

	other
	Indicates that cause is other than those listed elsewhere in this table.

	hRLIEnabled
	Indicates that the HR LI is enabled after the PDU session for IMS services is established.



The xIRIs shall include the Network Function ID (NFID), a conditional attribute field as defined in ETSI TS 103 221-2 [8], with the V-SMF identity.
Handling of this xIRI within the LMISF-IRI is described in clause 7.10.3.4.
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[bookmark: _Toc153486596]7.10.3.3.3	S8HR LI
The BBIFF-C present in the SGW-C and BBIFF present in the SGW shall generate the following xIRI for the purpose of S8HR LI when the prior conditions defined in clause 7.10.3.3.1 are met:
-	S8HRBearerInfo.
The main purpose of the xIRI is to report the UE location and the SGW/SGW-C identity to the LMISF-IRI. This xIRI is generated for the following scenarios that apply to all inbound roaming UEs with home-routed roaming and using IMS services:
-	PDN connection is established with the creation of a default bearer for IMS signalling.
-	Dedicated bearer is activated for the for IMS media.
-	Dedicated bearer is updated for IMS media.
-	Dedicated bearer is deactivated for IMS media.
-	PDN is disconnected.
-	SGW-C/SGW relocation.
-	New UE location due to UE requested or network initiated service request.
-	New UE location due to hand-over situations including 5GS to EPS handover.
-	New UE location due to tracking area updates or routing area updates.
-	HR LI is enabled with an established PDN connection with the creation of a default bearer.
The exact trigger for the xIRI is subject to implementation, however, the following can be used as a general guidance observing the prior conditions listed in clause 7.10.3.3.1:
-	SGW-C/SGW receives a Create Session Response from the PGW-C/PGW and forwards the same to the MME as a part of PDN connection establishment procedures that creates the default bearer used for IMS signalling or as a part of the handover procedures that results in the SGW-C/SGW relocation or 5GS to EPS relocation.
-	SGW-C/SGW receives a Create Session Response from the MME and forwards the same to the PGW-C/PGW as a part of dedicated bearer activation procedure on a PDN connection used for IMS media.
-	SGW-C/SGW receives an Update Bearer Response from MME and forwards the same to the PGW-C/PGW as a part of bearer update procedures with or without the bearer update QoS.
-	SGW-C/SGW receives a Delete Bearer Response from MME and forwards the same to the PGW-C/PGW as a part of bearer deactivation procedure.
-	SGW-C/SGW receives a Delete Session Request from the MME and forwards the same to the PGW-C/PGW as a part of PDN disconnection procedures. The procedures potentially have the last known UE location.
-	SGW-C/SGW receives a Create Session Request from the MME and sends a Modify Bearer Request to the PGW-C/PGW as a part of tracking area/routing area update procedures with a change of SGW-C/SGW. The procedures potentially have a new UE location.
-	SGW-C/SGW receives a Modify Bearer Request from the MME and sends the same to the PGW-C/PGW as a part of Service Request handling procedures, or hand-over procedures, or tracking area/routing area update procedures without a change in the SGW-C/SGW. The procedures potentially have a new UE location.
-	When an ActivateTask is received from the LIPF over LI_X1 (see clause 7.10.3.2.2) to enable the HR LI, the BBIFF-C/BBIFF present in the SGW-C/SGW detects that a PDN connection with a default bearer used for IMS services is already established for an inbound roaming UE with home-routed roaming.
NOTE:	The sending of xIRI for each already established PDN connection may result in a significant number of xIRI messages from the BBIFF-C/BBIFF to the LMISF-IRI.
The details of the xIRI S8HRBearerInfo record is defined in table 7.10.3.3-3 below.
Table 7.10.3.3-3: Payload for S8HRBearerInfo record
	Field name
	Description
	M/C/O

	iMSI
	IMSI associated with the PDN connection on which a bearer is created.
	M

	iMEI
	IMEI associated with the PDN connection on which a bearer is created, if available.
	C

	bearerID
	The identity of the EPS bearer.
	M

	linkedBearerID
	The identity of the default bearer when the bearerID is for dedicated bearer.
	C

	location
	Location information provided by the MME.
	C

	aPN
	Packet Data Network to which the connection is being made, as defined in TS 23.003[19] clause 9A and described in TS 23.401 [50] clause 4.3.2.2. Applicable for PDN connection establishment. Shall be given in dotted-label presentation format as described in TS 23.003 [19] clause 9.1.
	C

	sGWIPAddress
	IP Address of the SGW-C or SGW as applicable and when available.
	C

	messageCause
	Included to indicate why the xIRI is generated (see table 7.10.3.3-4).
	M



Table 7.10.3.3-4: messageCause details
	Field name
	Description

	bearerActivated
	Indicates that the bearer is activated (default or dedicated).

	bearerModified
	Indicates that the bearer is being modified.

	bearerDeleted
	Indicates that the bearer is being deactivated.

	pDNDisconnected
	Indicates that the PDN is disconnected.

	updatedLocationAvailable
	Indicates that an updated UE location is available.

	sGWChanged
	Indicates that the SGW that is handling the PDN connection is changed.

	other
	Indicates that cause is other than those listed elsewhere in this table.

	hRLIEnabled
	Indicates that the HR LI is enabled after the PDN connection with default bearer for IMS services is established.



All of the xIRIs listed above shall also include the Network Function ID (NFID), a conditional attribute field as defined in ETSI TS 103 221-2 [8], with the SGW-C/SGW identity.
Handling of this xIRI within the LMISF-IRI is described in clause 7.10.3.4.
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[bookmark: _Toc153486601]7.10.3.5.1	General
With HR LI Phase-1, the user plane packets from the IMS signalling channel are delivered to the LMISF-IRI for all inbound roaming UEs with home-routed roaming.
When BBIFF is separated into BBIFF-C and BBIFF-U, these user plane packets are captured at the BBIFF-U. In order to enable the BBIFF-U to do that function, the BBIFF-C triggers the BBIFF-U over the LI_T3 interface.
The BBIFF-U delivers the user plane from the IMS signalling channel over the LI_X3_LITE-S interface to the LMISF-IRI.
	 NEXT CHANGE 	
[bookmark: _Toc153486602]7.10.3.5.2	N9HR LI
When the BBIFF-C present in the SMF detects that a PDU session is established with IMS signalling related QoS Flow for an inbound roaming UE with home-routed roaming, it shall send an activation message to the BBIFF-U present in the UPF over the LI_T3 interface with the associated QFI value.
The exact point at which the trigger is sent is left to the implementation (preferably, when the SMF receives the N4: PFCP Session Establishment/Modification Response from the UPF, see TS 29.244 [15], clauses 6.3.2 and 6.3.3), however, the BBIFF-C can send the trigger only when the following conditions are met:
-	ActivateTask with target identity "HR" and "IMSSignalling" is received with X3 being included in the delivery type.
-	The MCC + MNC of the Operator Identifier field of the DNN is different from the MCC+MNC configured in the SMF - see TS 29.502[16] clause 6.1.6.2.2 and 23.203 [19] clause 9.1.2.
-	The Network Identifier field of DNN contains "IMS" (IMS services) - see GSMA IR.88 [67].
-	The 5QI value associated with the QoS Flow is 5 – see GSMA NG.114 [68].
The first point is indicating that N9HR LI is enabled (see clause 7.10.3.3.1) with a need to capture and deliver the IMS signalling related user plane packets. The second point is telling that the UE is an inbound roamer with Home Routed based roaming. The third point is telling that the PDU session is established for IMS services. The fourth point is telling that the IMS signalling related QoS Flow is established.
If the PDU session for IMS services is already established for an inbound roaming UE with Home-Routed based roaming when the above indicated ActivateTask is received, then the BBIFF-C shall send the trigger at the time Activation Task is received from the LIPF.
The details of ActivateTask sent to the BBIFF-U are shown in table 7.10.3.5-1.
Table 7.10.3.5-1: ActivateTask message for triggering the BBIFF-U in the UPF
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	Shall be set to the XID of the Task Object associated with the interception at the BBIFF-C.
	M

	TargetIdentifiers
	Packet detection criteria as determined by the BBIFF-C in the SMF, which enables the BBIFF-U to isolate user-plane packets. The BBIFF-U in the UPF shall support the identifier types given in table 6.2.3-7. The target identity type of PDR ID shall be mandatory. The BBIFF-C in SMF shall use the QFI associated with the IMS signalling (5QI = 5) related QoS flow to populate the QFI field within the PDI of PDR ID.
	M

	DeliveryType
	Set to "X3Only".
	M

	ListOfDIDs
	Shall give the DID of the LMISF-IRI to which the xCC should be delivered. The delivery endpoint is configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M

	CorrelationID
	Correlation ID to assign to X3 PDUs generated by the BBIFF-U in the UPF. This field is populated with the same CorrelationID the BBIFF-C in the SMF uses for the associated xIRI.
	M



When the BBIFF-C present in the SMF detects that the PDU session is released (e.g. when SMF receives the N4: PFCP Session Deletion Response from the UPF, see TS 29.244 [15], clause 6.3.4), it shall send a deactivation message to the BBIFF-U present in the UPF over the LI_T3 interface, if the task is still active in the BBIFF-U.
The BBIFF-C shall also send the deactivation message to the BBIFF-U when a DeactivateTask is received from the LIPF for the XID if the task is still active in the BBIFF-U.
	 NEXT CHANGE 	
[bookmark: _Toc153486603]7.10.3.5.3	S8HR LI
When the BBIFF-C present in the SGW-C detects that the default bearer used for IMS signalling is activated on the PDN connection for an inbound roaming UE with home-routed roaming, it shall send an activation message to the BBIFF-U present in the SGW-U over the LI_T3 interface.
The exact point at which the trigger is sent is left to the implementation (preferably, when the SGW-C receives the Sx: Session Establishment/Modification Response from the SGW-U). However, the BBIFF-C can send the trigger only when the following conditions are met:
-	ActivateTask with target identity "HR" and "IMSSignalling" is received with X3 being included in the delivery type.
-	The MCC + MNC of the Operator Identifier field of the APN is different from the MCC+MNC configured in the SGW/SGW-C - see TS 29.502 [16] clause 6.1.6.2.2 and 23.203 [19] clause 9.1.2.
-	The Network Identifier field of APN contains "IMS" (IMS services) - see GSMA IR.88 [67].
-	The QCI value associated with the default bearer is 5 – see GSMA NG.114 [68].
The first point is indicating that S8HR LI is enabled (see clause 7.10.3.3.1) with a need to capture and deliver the IMS signalling related user plane packets. The second point is telling that the UE is an inbound roamer with Home Routed based roaming. The third point is telling that the PDN connection is established for IMS services. The fourth point is telling that the IMS signalling bearer is activated.
If the default bearer (for IMS signalling bearer) on the PDN connection is already established for an inbound roaming UE with Home-Routed based roaming when the above indicated ActivateTask is received, then the BBIFF-C shall send the trigger at the time Activation Task is received from the LIPF.
The details of ActivateTask sent to the BBIFF-U present in the SGW-U are shown in table 7.10.3.5-2.
Table 7.10.3.5-2: ActivateTask message for triggering the BBIFF-U in the SGW-U
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	Shall be set to the XID of the Task Object associated with the interception at the BBIFF-C.
	M

	TargetIdentifiers
	Packet detection criteria as determined by the BBIFF-C in the SGW-C, which enables the BBIFF-U in SGW-U to isolate user-plane packets. The BBIFF-U in the SGW-U shall support the identifier types given in table 6.2.3-7. The target identity type of PDR ID shall be mandatory. The BBIFF-C in SGW-C shall use the F-TIEDs associated with the IMS signalling (QCI = 5) related default bearer to populate the F-TEID field within the PDI of PDR ID.
	M

	DeliveryType
	Set to "X3Only".
	M

	ListOfDIDs
	Shall give the DID of the LMISF-IRI to which the xCC should be delivered. The delivery endpoint is configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M

	CorrelationID
	Correlation ID to assign to X3 PDUs generated by the BBIFF-U in the SGW-U. This field is populated with the same CorrelationID the BBIFF-C in the SGW-C uses for the associated xIRI.
	M



When the BBIFF-C present in the SGW-C detects that the PDN connection is released (e.g. when SGW-C receives the Sx: Session Release Response from the SGW-U), it shall send a deactivation message to the BBIFF-U present in the SGW-U over the LI_T3 interface, if the task is still active in the BBIFF-U.
The BBIFF-C present in the SGW-C shall also send the deactivation message to the BBIFF-U present in the SGW-U when a DeactivateTask is received from the LIPF for the XID if the task is still active in the BBIFF-U.
	 NEXT CHANGE 	
[bookmark: _Toc153486606]7.10.3.6.2	BBIFF
The BBIFF present in the SGW shall send the xCC over LI_X3_LITE_S for each of the packet from the default bearer with the QCI value of 5 (GSMA NG.114 [68]) with following other conditions:
-	ActivateTask with target identity "HR" and "IMSSignalling" is received with delivery type "X3Only".
-	The MCC + MNC of the Operator Identifier field of the APN is different from the MCC+MNC configured in the SGW - see TS 29.502 [16], clause 6.1.6.2.2 and 23.203 [19] clause 9.1.2.
-	The Network Identifier field of APN contains "IMS" (IMS services) - see GSMA IR.88 [67].
The first point is indicating that S8HR LI is enabled (see clause 7.10.3.2.2) with a need to capture and deliver the IMS signalling related user plane packets. The second point is telling that the UE is an inbound roamer with Home Routed based roaming. The third point is telling that the PDN connection is established for IMS services.
The BBIFF in SGW uses the QCI value of 5 (GSMA NG.114 [68]) to identify that the packets are from the IMS signalling bearer.
	 NEXT CHANGE 	
[bookmark: _Toc153486608]7.10.3.7	LMISF-IRI handling of xCC received over LI_X3_LITE_S
The LMISF-IRI shall extract the IMS signalling messages (i.e. SIP messages) from the xCC received over the LI_X3_LITE_S from the BBIFF-U/BBIFF. 
The LMISF-IRI shall examine the extracted SIP message for a target match as described in clause 7.10.4.2. If no match is found, then the LMISF-IRI shall store the extracted SIP message for a later use. If a match is found, then the LMISF-IRI shall proceed according to clause 7.10.4.3.
The record that stores the SIP message is referred to as LI_X2_LITE_S record.
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[bookmark: _Toc153486617]7.10.4.3.1	General concepts
The LMISF-IRI extracts the SIP messages that it receives within the xCC from the BBIFF-U/BBIFF over the LI_X3_LITE_S.
On the originating end of a voice session, the LMISF-IRI examines the SIP message, the stored LI_X2_LITE record and the stored LI_X3_LITE_S record to check for the following:
-	Whether the calling party identity is a target.
-	Whether the called party identity is a target non-local ID.
On the terminating end of a voice session, the LMISF-IRI examines the SIP message, the stored LI_X2_LITE record and the stored LI_X3_LITE_S record to check for the following:
-	Whether the called party identity is a target.
-	Whether the calling party identity is a target non-local ID.
-	Whether the redirecting party identity is a target non-local ID.
The SIP headers used for identifying a calling party identity, called party identity, redirecting party identity can be same identities used by the IMS signalling functions with the following additions:
-	P-Preferred Identity as calling party identity.
When any of the conditions listed above are true, the LMISF-IRI concludes that target is involved in an IMS session that shall be intercepted. Accordingly, the LMISF-IRI generates the xIRIs and delivers the same to the MDF2 over the LI_X2.
For IMS-based voice services, if media interception is required, the LMISF-IRI sends a trigger for the same to the BBIFF-C/BBIFF over the LI_T1 interface
	 NEXT CHANGE 	
[bookmark: _Toc153486622]7.10.4.3.3	xIRIs
The xIRIs generated at the LMISF-IRI shall be same as the xIRIs generated in the IRI-POIs present in the IMS signalling functions (see clause 7.12.4.12).
As defined in TS 33.127 [5] the LMISF-IRI generates the following xIRIs:
-	Encapsulated SIP message.
-	Start of interception with an established IMS session.
The xIRI CC Unavailable defined in TS 33.127 [5] for IMS-based services is not applicable to N9HR LI and S8HR LI. The encapsulated SIP message is sent using the xIRI IMSMessage record.
Further details of the xIRIs are defined in clause 7.12.4.12.
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[bookmark: _Toc153486624]7.10.4.4.1	General
When the intercepted IMS-session requires the media interception, the LMISF-IRI sends a trigger to the BBIFF-C/BBIFF over to the LI_T1 interface (see TS 33.127 [5]) with LMISF-CC as the delivery end point.
The LMISF-IRI upon discovering through the xIRIs received over the LI_X2_LITE interface that a change in SMF or SGW-C/SGW has occurred for an interception involving an IMS-session shall send the trigger to BBFF-C/BBIFF present in the new SMF or SGW-C/SGW over LI_T1 interface with LMISF-CC as the delivery end point to continue the IMS media interception when required.
When the IMS session is completely released (e.g. all session-legs are released), the LMISF-IRI sends a trigger to the BBIFF-C/BBIFF to stop the media interception. The LMISF-IRI may also send the trigger to stop the media interception when the target information is deprovisioned in the LMISF-IRI by the LIPF.
NOTE:	When multiple warrants are active on a target, the activation or deactivation of a warrant may not result in a trigger to BBIFF-C./BBIFF (e.g. if a trigger has already been sent due to other warrants).
The present document supports the media interception of IMS voice media.
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[bookmark: _Toc153486631]7.10.4.6	Generation of xCC over LI_X3_LITE_M
The BBIFF-U in UPF and the BBIFF-U in SGW-U shall send the xCC over LI_X3_LITE_M for each of the packet matching the criteria specified in the Triggering message (i.e. Activate Task message) received over the LI_T3 from the BBIFF-C.
The BBIFF in SGW shall identify the IMS voice media (QCI = 1) related dedicated bearer associated with the IMS signalling related bearer as indicated in the trigger received over the LI_T1 from the LMISF-IRI and then send xCC over LI_X3_LITE_M for each of the packet captured from that dedicated bearer.
The BBIFF-U/BBIFF shall set the payload format to indicate the appropriate payload type (5 for IPv4 Packet, 6 for IPv6 Packet, or 12 for GTP-U Packet as described in ETSI TS 103 221-2 [8] clauses 5.4 and 5.4.13).
	 NEXT CHANGE 	
[bookmark: _Toc153486633]7.10.4.8	Correlation identifier
The xIRIs generated at the LMISF-IRI shall be correlated using the correlation identifier field defined ETSI TS 103 221-2 [8]. This correlation identifier value can be independent of the correlation identifier value received in the xCC from the BBIFF-U/BBIFF over the LI_X3_LITE_S interface.
Furthermore, the xIRIs generated at the LMISF_IRI shall include the correlation identifier value used in the xCC generated at the LMISF-CC. Any intra-LMISF interactions required to associate the correlation identifier values used by the LMISF-IRI and LMISF-CC are outside the scope of the present document.
Each session-leg of an IMS session may have to be correlated separately. This is accomplished using the RTP/RTCP port numbers present in the SDP of IMS signalling message and the UDP port numbers present in the IMS voice media related RTP as illustrated in figure 7.10.4.8-1 below.


Figure 7.10.4.8-1: Correlation at the session-leg level (an illustration)
Figure 7.10.4.8-1 illustrates an example where an IMS session includes two session-legs.
Session-leg 1:
-	Source IP address: 192.0.2.10 and source port number: 24000 (RTP), 24001 (RTCP).
-	Destination IP address: 198.51.100.1 and destination port number: 32000 (RTP), 32001 (RTCP).
Session-leg 2:
- 	Source IP address: 192.0.2.10 and source port number: 26000 (RTP), 26001 (RTCP).
-	Destination IP address: 198.51.100.1 and destination port number: 36000 (RTP), 36001 (RTCP).
The IP address of the two end-points happen to be the same for the two session legs. The RTP port numbers present in the SDP of IMS signalling message and the UDP port numbers of the associated with the IMS voice-media related RTP happen to be the same for a session-leg.
Therefore, in general, multiple session-legs can be identified using the RTP port numbers present in the SDP of IMS signalling message and the UDP port numbers associated with the IMS voice-media related RTP.
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[bookmark: _Toc153486639]7.11.1.2	Provisioning of the IRI-POI in the IMS network functions
The LIPF provisions the IRI-POIs present in the NFs mentioned in clause 7.11.1.1 using the X1 protocol as described in clause 5.2.2 with the following target identifier formats as defined in the ETSI TS 103 221-1 [7] messages (or equivalent if ETSI TS 103 221-1 [7] is not used):
-	IMPU.
The "div" PASSporT information for the redirecting party (ies) when the IMS session is redirected later on the signalling path may have to be reported to some LEAs. To identify the need for such reporting, a parameter "ReportDiversionPASSporTInfo" shall be included as part of ActivateTask message.
Table 7.11.1.2-1 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the IRI-POI in the Telephony AS, IBCF, for separate provisioning case, for STIR/SHAKEN and RCD/eCNAM.
Table 7.11.1.2-1: ActivateTask message for IRI-POI in the IMS Network Functions for STIR/SHAKEN and RCD/eCNAM
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF.
	M

	TargetIdentifiers
	The target identifier listed in the paragraph above.
	M

	DeliveryType
	Set to "X2Only".
	M

	ListOfDIDs
	Delivery endpoints of LI_X2. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	TaskDetailsExtensions/
STIRSHAKENProvisioning
	Shall be included if the interception of STIR/SHAKEN is required. See table 7.11.1.2-2.
	C



Table 7.11.1.2-2: STIRSHAKENProvisioning extension 
	Extensions field name
	Description
	M/C/O

	ReportDiversionPASSporTInfo
	Indicates whether "div" PASSporT information of redirecting party(ies) when the IMS session is redirected later on the signalling path is to be reported. When set to "true" or absent, it shall be reported. When set to "false" or absent, it shall not be reported.
	M



When the IRI-POIs in Telephony AS or IBCF are provisioned for IMS-based services, then the minimal details of LI_X1 ActivateTask message shall be as defined in clause 7.12.3.2.1 (table 7.12.3.2-2) with the addition of "ReportDiversionPASSporTInfo" parameter.
	 NEXT CHANGE 	
[bookmark: _Toc153486643]7.11.2.2	Signature generation
The IRI-POI present in the Telephony AS or IBCF, shall generate an xIRI containing a STIRSHAKENSignatureGeneration record under the following conditions:
-	Telephony AS or IBCF is interacting with the SIGNING AS. Whether it is the Telephony AS or IBCF for sessions is based on network configuration and local policy of the CSP as described in clause 7.11.2.4.
-	When P-Asserted Identity or From header of SIP INVITE request received from S-CSCF is a target identity with the conditions mentioned below:
-	The identities in one or both of those headers are used to interact with the SIGNING AS.
-	The "shaken" PASSporT is not received in the SIP INVITE request from the S-CSCF.
-	The "shaken" PASSporT is received from the SIGNING AS.
-	The "shaken" PASSporT is included in the outgoing SIP INVITE.
-	When the "ReportDiversionPASSporTInfo" parameter is set to "True" in the ActivateTask with P-Asserted Identity or From header of SIP INVITE request received from S-CSCF is a target identity with the conditions mentioned below:
-	The identities in one or both of those headers are used to interact with the SIGNING AS.
-		A "shaken" PASSporT or a "div" PASSporT with those identities are included in the "orig" claim of "shaken" or "div" PASSporT received from the SIGNING AS.
-	The "shaken" PASSporT or a "div" PASSporT with those identities are included in the "orig" claim of "shaken" or "div" PASSporT in the outgoing SIP INVITE.
-	When Diversion header or the History Info of SIP INVITE request received from the S-CSCF includes a target identity with the conditions mentioned below: 
-	The identities in one or both of those headers are used to interact with the SIGNING AS.
-	The "div" PASSporT with those identities in the "div" claim is not received in the SIP INVITE request from the S-CSCF. 
-	The "div" PASSporT with those identities in the "div" claim is received from the SIGNING AS. 
-	The "div" PASSporT with those identities in the "div" claim is included in the outgoing SIP INVITE.
-	When the "ReportDiversionPASSporTInfo" parameter is set to "True" in the ActivateTask with Diversion or HistoryInfo header of SIP INVITE request received from S-CSCF includes the target identity with the conditions mentioned below:
-	The identities in P-Asserted Identity or From of SIP INVITE received from the S-CSCF are used to interact with the SIGNING AS.
-	A "div" PASSporT with the identities in P-Asserted Identity or From of SIP INVITE request received from S-CSCF are included in the "orig" claim of "div" PASSporT received from the SIGNING AS.
-	The "div" PASSporT with the identities in P-Asserted Identity or From of SIP INVITE request received from S-CSCF are included in the "orig" claim of "div" PASSporT in the outgoing SIP INVITE.
-	When Request URI of outgoing SIP INVITE is a target non-local ID and is present in the "dest" claim of "shaken" or "div" PASSporT received from the SIGNING AS and the same is included in the outgoing SIP INVITE.
-	When Telephony AS is interacting with the SIGNING AS, and when Request URI of SIP INVITE received from the S-CSCF is a target identity with the conditions mentioned below:
-	The identity is used to interact with the SIGNING AS.
-	The "div" PASSporT with that identity in the "div" claim is received from the SIGNING AS.
-	The "div" PASSporT with that identity in the "div" claim is included in the outgoing SIP INVITE.
When the target is not a non-local ID, the STIRSHAKENSignatureGeneration includes only the PASSporT received in the SIGING AS response with the following rules:
-	When the "ReportDiversionPASSporTInfo" parameter is set to "True" in the ActivateTask, all of the PASSporT received from the SIGNING AS.
-	When the "ReportDiversionPASSporTInfo" parameter is set to "False" in the ActivateTask:
-	If P-Asserted Identity or From header in the SIP INVITE received from the S-CSCF is a target identity, then only "shaken" PASSporT received from the SIGNING AS with those identities in the "orig" claim of the "shaken" PASSporT.
-	If Diversion or HistoryInfo header in the SIP INVITE received from the S-CSCF is a target identity, then only the "div" PASSporT received from the SIGNING AS with those identities in the "div" claim of "div" PASSporT.
-	If REQUEST URI or To header in the SIP INVITE received from the S-CSCF is a target identity, then only the "div" PASSporT received from the SIGNING AS with those identities in the "div" claim of "div" PASSporT.
When the target is non-local ID, STIRSHAKENSignatureGeneration includes all of the PASSporT included in the outgoing SIP message.
The following table contains parameters, with IRITargetIdentifier, generated by the IRI-POI.
Table 7.11.2.2-1: Payload for STIRSHAKENSignatureGeneration record
	Field name
	Description
	M/C/O

	[bookmark: _Hlk111704623]pASSporTs
	Identifies the content of the SIP Identity headers added by the originating network and transit networks. This is a set of PASSporT parameter. See table 7.11.2.2-2.
	M

	encapsulatedSIPMessage
	Encapsulated SIP INVITE request that includes SIP Identity header carrying the PASSporT (Outgoing SIP request) based on the structure defined in table 7.12.4.2-2 (see NOTE 2 below). Shall be provided. This parameter is conditional only for backwards compatibility.
	C

	NOTE 1:	Void.
NOTE 2:	The same SIP message may be encapsulated in the xIRI IMSMessage as well.



[bookmark: _Hlk111704672][bookmark: _Hlk111704660]Table 7.11.2.2-2: Details for PASSporT parameter
	Field name
	Description
	M/C/O

	pASSporTHeader
	PASSporT Header as defined in RFC 8224 [70] clause 4 for "shaken” PASSporT, in RFC 8946 [76] clause 3 for "div” PASSportT and in TS 24.229 [74]. See table 7.11.2.2-3.
	M

	pASSporTPayload
	PASSporT Payload as defined in RFC 8224 [70] clause 4 for "shaken” PASSporT, in RFC 8946 [76] clause 3 for "div” PASSporT and in TS 24.229 [74]. See table 7.11.2.2-4.
	M

	pASSporTSignature
	PASSporT Signature as defined in RFC 8224 [70] clause 4 for "shaken” PASSporT, in RFC 8946 [76] clause 3 for "div” PASSporT and in TS 24.229 [74].
	M



Table 7.11.2.2-3: Details for pASSporTHeader parameter
	Field name
	Description
	M/C/O

	type
	Shall be populated with the type contained in the PASSporT Header as defined in RFC 8225 [69] clause 4.1 for "shaken” PASSporT and in RFC 8946 [76] clause 3 for "div” PASSporT.
	M

	algorithm
	Shall be derived from the value of the 'alg' parameter of the PASSporT Header as defined in RFC 8225 [69] clause 4.2 for "shaken” PASSporT and in RFC 8946 [76] clause 3 for “div” PASSporT.
	M

	ppt
	Shall be derived from the value of the 'ppt' parameter of the PASSporT Header as defined in RFC 8225 [69] clause 8.1 for “shaken” PASSporT if the PASSporT Header contains a ppt parameter and in RFC 8946 [76] clause 3 for “div” PASSporT.
	C

	x5u
	Shall be populated with the URI contained in the 'x5u' parameter of the PASSporT Header as defined in RFC 8225 [69] clause 4.3 for “shaken” PASSporT and in RFC 8946 [76] clause 3 for "div” PASSporT.
	M



Table 7.11.2.2-4: Details for pASSporTPayload parameter
	Field name
	Description
	M/C/O

	issuedAtTime
	Shall be populated with the GenrealizedTime format timestamp converted from the NumericDate contained in the 'iat' parameter of the PASSporT Payload as defined in RFC 8225 [69] clause 5.1.1 and in RFC 8946 [76] clause 3.
	M

	originator
	Shall be populated with the value of the "orig" claim of the PASSporT Payload as defined in RFC 8225 [69] clause 5.2.1 and in RFC 8946 [76] clause 3.
	M

	destination
	Shall contain the list of destinations contained in the "dest" claim of the PASSporT Payload as defined in RFC 8225 [69] clause 5.2.1 and in RFC 8946 [76] clause 3.
	M

	diversion
	Shall be populated with the "div" claim of the "div" PASSporT payload. For first diversion this contains the original identifier of the destination as defined in RFC 8946 [76] clause 3 for “div" PASSporT.
	C

	attestation
	Indicates the attestation level as defined in RFC 8588 [71] clause 4 for the "shaken” PASSporT. The different values of attestation level are A = Full Attestation, B= Partial Attestation, C = Gateway Attestation. For "div" PASSporT where "attestation" is not available, the placeholder value "Not available" shall be used
	M

	origID
	Shall be populated with the value of the origID contained in the 'origid' parameter of the PASSporT Payload as defined in RFC 8588 [71] clause 5 for the “shaken” PASSporT. For "div" PASSporT where "origId" is not available, the placeholder value "Not available" shall be used.
	M

	NOTE 3:	Void.
NOTE 4:	Void.
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[bookmark: _Toc153486646]7.11.2.5	IMS Network Function that interacts with the verification AS
The Telephony AS interacts with the VERIFICATION AS when any of the following is true:
-	Intra-CSP session verification is required.
-	CSP choice for verification is AS.
-	CSP choice for emergency session callback verification is AS.
The IBCF interacts with the VERIFICATION AS when all of the following are true:
-	Intra-CSP session verification is not required.
-	CSP choice for verification is IBCF.
The IBCF also interacts with the VERIFICATION AS for an IMS emergency session callback when the CSP choice for verification for emergency callback session is IBCF.
	 NEXT CHANGE 	
[bookmark: _Toc153486651]7.12.2.1	General
This clause defines protocol and procedures to support the LI for IMS-based services. The scope of LI functions defined here are based on the IMS LI architecture defined in TS 33.127 [5] that includes:
-	Target type – local ID, non-local ID.
-	Roaming considerations – local break-out (LBO), home-routed (HR).
-	Service specific aspects - normal sessions, redirected sessions, conferencing, STIR/SHAKEN, RCD/eCNAM.
-	Location reporting.
[bookmark: _Hlk84942984]The IMS LI shall apply to all IMS-based services unless restricted by the service scoping as defined in clause 4.4 of the present document. When restricted by the service scoping, the IMS LI applies only to service types listed in table C.2 of ETSI TS 103 221-1 [7]). Clause 7.12.2.5 provides further details of IMS LI with service scoping.
As defined in TS 33.127 [5], the NFs that provide the IRI-POI and CC-TF are in the IMS signalling functions that handle the SIP messages and the NFs that provide the CC-POI are in the IMS media functions. The media interception in the packet core network (EPC or 5GC) is outside the scope of the present document.
For some of the services listed above, an alternate deployment option in addition to the default option is also specified in TS 33.127 [5]. The NFs that provide the IRI-POI, CC-TF and CC-POI in the alternate deployment option can be different.
The LIPF provisioning scenarios for IMS LI is illustrated in TR 33.928 [121].
	 NEXT CHANGE 	
[bookmark: _Toc153486658]7.12.2.4.4	LI for conferencing
This includes the LI for conferencing services.
LI for conferencing services applies when a target initiates a multi-party conferencing session or when a target joins a "meet-me" conferenceing session or when a "meet me" conferencing session is established with conferencing URI itself being the target.
When a target happens to be one of the participant of a conference initiated by another IMS user, the LI for normal sessions (see clause 7.12.2.4.2) applies.
	 NEXT CHANGE 	
[bookmark: _Toc153486662]7.12.2.5.1	General
LI for IMS-based services shall support service scoping with the following specific service types:
-	Voice.
-	PTC.
-	Messaging.
-	RCS.
-	LALS.
When an NF is involved in the handling of one or more of the above mentioned IMS-based services (e.g. voice, messaging at the S-CSCF), the LI functions within that NF shall limit the interception to the service type to which the warrant applies. However, type of service used by a UE may not be known when an IMS session begins, or if known, may change while, or after, the session is established. Therefore, the present document limits the applicability of service-based interception to the media only.
The present document supports service-based interception to signalling as well media when the NF is involved in the handling of a specific service mentioned above (e.g. PTC server for PTC).
When service scoping is not applicable, the delivery of IRI and CC for IMS-based services are done independent of service types. Location reporting aspects that are also part of the service scoping are described in clause 7.12.2.6.
	 NEXT CHANGE 	
[bookmark: _Toc153486675]7.12.2.8.2.2	Session based IMS services
This clause describes the method used to identify a session-based IMS service such as IMS-based voice service.
When an IMS session is originated from an IMS UE (using SIP INVITE), the IRI-POI/CC-TF examines the following to verify for a target match:
[bookmark: _Hlk86924394]-	P-Asserted Identity header and From header present in the SIP INVITE when the target identity is IMPU.
-	Request URI header and To header present in the SIP INVITE when the target identity is IMPU and target is non-local ID.
-	Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI.
-	+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI.
The use of Request URI header and To header present in the SIP INVITE for matching target non-local ID is done on the redirected sessions irrespective of whether the session is originated from an IMS UE.
When an IMS session is terminated at an IMS UE (using SIP INVITE), the IRI-POI/CC-TF examines the following to verify for a target match:
-	Request URI and To header present in the SIP INVITE when the target identity is IMPU.
-	P-Asserted-Identity, From header, History Info header and Diversion header present in the SIP INVITE when the target identity is IMPU and target is non-local ID.
-	Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI.
-	+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI.
NOTE:	IRI-POI/CC-TF that uses the information received in the SIP REGISTER to perform a target match cannot do such a target match unless the NF is on the signalling path of SIP REGISTER flow. 
In addition, the IRI-POI  in the alternate deployment option (TS 33.127 [5]) and CC-TF, examine the following to verify a target match when an IMS session is terminated to an IMS UE:
-	History Info header and Diversion header present in the SIP INVITE when the target identity is IMPU and the target is not a non-local ID.
For conference sessions, the IRI-POI and CC-TF examine the following to verify a target match:
-	P-Asserted-Identity, From header present in the SIP INVITE when a target initiates a conference session or when the target joins a "meet-me" conference session.
-	Conference URI present in the SIP INVITE when the conference URI is the target.
IRI-POI/CC-TF may use the Via header or the Route header to determine whether the SIP INVITE is for an originating IMS session or a terminating IMS session. IRI-POI/CC-TF stores (locally) the SIP Call Id to associate the subsequent SIP messages received on the same session for a target match.
	 NEXT CHANGE 	
[bookmark: _Toc153486676][bookmark: _Hlk83804951]7.12.2.8.2.3	Session independent IMS services 
This clause describes the method used to identify a session-independent IMS service (i.e. SMS over IP).
For SMS over IP, the SIP MESSAGE includes "vnd.3gpp.sms" as the MIME Content Type in the payload with RP-DATA or RP-ACK as the content, see 3GPP TS 24.341 [102].
For MSISDN-less SMS over IP (i.e. SIP URI instead of MSISDN), SIP MESSAGE additionally includes "vnd.3gpp.sms+xml" as the MIME Content Type in the payload with destination or origination addresses, see 3GPP TS 24.341 [102].
The target match for the SIP MESSAGE is done as shown below:
-	For MO-SMS over IP, the P-Asserted Identity header and From header present in the SIP MESSAGE when the target identity is IMPU.
-	For MO-SMS over IP, the TP-DA field of SMS-SUBMIT within the Message-body of SIP MESSAGE when the target identity is IMPU for target non-local ID.
-	For MO-SMS over IP, the <To> field within the XML body of the content type "vnd.3gpp.sms+xml" present in the Message-body of SIP MESSAGE when the target identity is IMPU for target non-local ID.  In this case, the TP_DA field of SMS-SUBMIT is be set to dummy MSISDN, see 3GPP TS 24.341 [102].
-	For MT-SMS over IP, the Request URI and To header present in the SIP MESSAGE when the target identity is IMPU.
-	For MT-SMS over IP, the TP-OA field or TP-RA field of SMS-DELIVER or SMS-STATUS-REPORT within the Message-body SIP MESSAGE when the target identity IMPU for target non-local ID.
-	For MSISDN-less MT-SMS over IP, the <From> field within the XML body of the content type "vnd.3gpp.sms+xml" present in the Message-body of  SIP MESSAGE when the target identity is IMPU for target non-local ID. In this case, the TP_OA of SMS-DELIVER or TP-RA field of SMS-STATUS-REPORT may be set to dummy MSISDN, see 3GPP TS 24.341 [102].
-	Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI.
-	+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI.
NOTE:	IRI-POI/CC-TF that uses the information received in the SIP REGISTER to perform a target match cannot do such a target match unless the NF is on the signalling path of SIP REGISTER flow.
IRI-POI may use the Via header or the Route header to determine whether the SIP MESSAGE is for MO-SMS over IP or MT-SMS over IP.
	 NEXT CHANGE 	
[bookmark: _Toc153486677]7.12.2.9	Handling of correlation information
The IRI records delivered to the LEMF over the LI_HI2 and the CC delivered to the LEMF over LI_HI3 shall be correlated.
According to the protocol defined in ETSI TS 103 221-1 [7] and ETSI TS 103 221-2 [8], the xIRI messages and the xCC carry the CorrelationID which enables the MDF2 and MDF3 to provide the needed correlation between the IRI and CC.
When the CC-POI is triggered by a CC-TF, the CC-TF sends the CorrelationID to the CC-POI over the LI_T3 interface in the ActivateTask message. The CC-POI uses that CorrelationID in the xCC sent to the MDF3.
NOTE:	The IRI-POI and CC-POI may be provided within the same NF (e.g. PTC Server, RCS Server). When the CC-POI is triggered from a CC-TF, the IRI-POI and CC-TF may be provided within the same NF (e.g. P-CSCF, AS/MRFC) or in different NFs (e.g. IRI-POI in S-CSCF and CC-TF in P-CSCF).
When the IRI-POI and CC-POI (or CC-TF in a triggerred CC-POI case) are in the same NF, the procedures can be similar to the way the correlation of xIRI and xCC are done in the packet core system (e.g. IRI-POI and CC-TF in the SMF). The details of any needed interactions between those LI functions are not defined in the present document.
When the IRI-POI and CC-TF are in separate NFs, any additional procedures that may be needed are also implementation specific and the details of the same are not described in the present document.
	 NEXT CHANGE 	
[bookmark: _Toc153486681]7.12.3.2.1	Session-based IMS services
The table 7.12.3.2-1 below shows the applicability of NFs in which the IRI-POIs are provisioned with the target identifiers listed in clause 7.12.2.2 for session based IMS sessions (e.g. voice). See TS 33.127 [5] and TR 33.928 [121].
When the service scoping is applicable, the IRI-POIs in the NFs shown in table 7.12.3.2-1 are provisioned only when the type of service is voice/text or messaging (i.e. MSRP-based).
Table 7.12.3.2-1: IRI-POIs in the NFs that need to be provisioned for session-based IMS service
	NF
(IMS signalling function)
	Not a target non-local ID
	Target non-local ID
	Reference

	
	Default
	Alternate option
	Default
	Alternate option
	

	P-CSCF
	YES
	YES
	YES
	NO
	In this clause

	S-CSCF
	YES
	NO
	NO
	YES
	In this clause

	E-CSCF
	YES
	NO
	NO
	NO
	In this clause

	IBCF
	NO
	YES
	YES
	YES
	In this clause

	MGCF
	NO
	YES
	YES
	NO
	In this clause

	AS
	YES
	YES
	YES
	YES
	In this clause

	HSS
	YES
	YES
	NO
	NO
	7.2.3



Table 7.12.3.2-2 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the IRI-POIs in the NFs listed in tables 7.12.3.2-1 for session based IMS-based services.
Table 7.12.3.2-2: ActivateTask message for activating IRI-POI for session-based IMS service
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF. The value used here shall be the same when IRI-POIs in multiple NFs are provisioned for a warrant. The value used here shall also be same as the value used for provisioning the CC-TFs (see table 7.12.3.3-1), MDF2 (see table 7.12.3.4-1) and MDF3 (see table 7.12.3.5-1).
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the clause 7.12.2.2 with the embedded conditions implied.
	M

	DeliveryType
	Set to “X2Only.
	M

	ListOfDIDs
	Delivery endpoints of LI_X2. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfServiceTypes
	Present if interception is to be done on one or more a specific service type. Using the format defined in ETSI TS 103 221-1 [7] based on the service scoping listed below this table. When multiple intercepts are activated on a target identifier, the service scoping shall be the union of all of them.
	C


When service scoping is required, the IRI-POIs present in the NFs listed in table 7.12.3.2-1 shall support the following service types from the structure defined in ETSI TS 103 221-1 [7]:
-	The enumerated value of "voice" or "messaging" in the service type field.
The ModifyTask and DeactivateTask messages that the LIPF may send to the IRI-POIs present in the NFs listed in table 7.12.3.2-1 shall include the XID of the Task created by the above ActivateTask message.
	 NEXT CHANGE 	
[bookmark: _Toc153486682]7.12.3.2.2	Session-independent IMS services
Table 7.12.3.2-3 below shows the applicability of NFs in which the IRI-POIs are provisioned with the target identifiers listed in clause 7.12.2.2 for session independent services (e.g. SMS over IP). See TS 33.127 [5] and TR 33.928 [121].
When the service scoping is applicable, the IRI-POIs in the NFs shown in table 7.12.3.2-3 are provisioned only when the service type is messaging (i.e. SMS over IP).
Table 7.12.3.2-3: IRI-POIs in the NFs that need to be provisioned for session-independent IMS-based service
	NF
(IMS signalling function)
	Not a target non-local ID
	Target non-local ID
	Reference

	
	Default
	Alternate option
	Default
	Alternate option
	

	P-CSCF
	YES
	YES
	YES
	YES
	In this clause

	S-CSCF
	YES
	NO
	YES
	NO
	In this clause

	E-CSCF
	YES
	NO
	NO
	NO
	In this clause

	IBCF
	NO
	YES
	NO
	YES
	In this clause

	MGCF
	NO
	NO
	NO
	NO
	In this clause

	AS
	NO
	NO
	NO
	NO
	In this clause

	HSS
	YES
	YES
	NO
	NO
	Clause 7.2.3



Table 7.12.3.2-4 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the IRI-POIs in the NFs listed in table 7.12.3.2-3 for session independent IMS-based voice services.
Table 7.12.3.2-4: ActivateTask message for activating IRI-POI for session independent IMS-based service
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF. The value used here shall be the same when IRI-POIs in multiple NFs are provisioned for a warrant.
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the clause 7.12.2.2 with the embedded conditions implied.
	M

	DeliveryType
	Set to “X2Only.
	M

	ListOfDIDs
	Delivery endpoints of LI_X2. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfServiceTypes
	Present if interception of one or more listed service types is required. Using the format defined in ETSI TS 103 221-1 [7] based on the service scoping listed below this table. When multiple intercepts are activated on a target identifier, the service scoping shall be the union of all of them.
	C


When service scoping is required, the IRI-POIs present in the NFs listed in table 7.12.3.2-3 shall support the following service types from the structure defined in ETSI TS 103 221-1 [7]:
-	The enumerated value of "messaging" in the service type field.
The ModifyTask and DeactivateTask messages that the LIPF may send to the IRI-POIs present in the NFs listed in table 7.12.3.2-3 shall include the XID of the Task created by the above ActivateTask message.
	 NEXT CHANGE 	
[bookmark: _Toc153486683]7.12.3.3	Provisioning of CC-TF
The table 7.12.3.3-1 below shows the applicability of NFs in which the CC-TFs are provisioned with the target identifiers listed in clause 7.12.2.2 for session-based IMS services (e.g. voice). See TS 33.127 [5] and TR 33.928 [121].
Table 7.12.3.3-1: CC-TFs in the NFs that need to be provisioned for session-based IMS service
	NF
(IMS signalling function)
	Not a target non-local ID
	Target non-local ID

	
	Default
	Alternate option
	Default
	Alternate option

	P-CSCF
	YES
	YES
	YES
	NO

	IBCF
	YES
	YES
	YES
	YES

	MGCF
	YES
	YES
	YES
	NO

	AS/MRFC
	YES
	YES
	YES
	YES

	Conferencing AS/MRFC
	YES
	YES
	YES
	YES



Table 7.12.3.3-2 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the CC-TFs in the NFs listed in table 7.12.3.3-1 for session-based IMS services.
Table 7.12.3.3-2: ActivateTask message for activating CC-TF for session-based IMS services
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF. The value used here shall be the same when IRI-POIs in multiple NFs are provisioned for a warrant. The value used here shall also be same as the value used for provisioning the IRI-POIs (see table 7.12.3.2-2), MDF2 (see table 7.12.3.4-1) and MDF3 (see table 7.12.3.5-1).
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the clause 7.12.2.2 with the embedded conditions implied. 
	M

	DeliveryType
	Set to “X3Only. 
	M

	ListOfDIDs
	Delivery endpoints of LI_X3. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfServiceTypes
	Present if interception of one or more listed service types is required. The value provisioneUsing the format defined in ETSI TS 103 221-1 [7] based on the service scoping listed below this table. When multiple intercepts are activated on a target identifier, the service scoping shall be the union of all of them. 
	C


When service scoping is required, the CC-TF present in the NFs listed in table 7.12.3.3-1 shall support the following service scoping from the structure defined in ETSI TS 103 221-1 [7]:
-	The enumerated value of "voice" or "messaging" in the service type field.
The ModifyTask and DeactivateTask messages that the LIPF may send to the CC-TFs present in the NFs listed in table 7.12.3.3-1 shall include the XID of the Task created by the above ActivateTask message.
	 NEXT CHANGE 	
[bookmark: _Toc153486684]7.12.3.4	Provisioning of the MDF2
The MDF2 listed as the delivery endpoint over LI_X2 for xIRI generated by the IRI-POIs shall be provisioned over LI_X1 by the LIPF.
Table 7.12.3.4-1 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the MDF2.
Table 7.12.3.4-1 ActivateTask message for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF. The value used here shall also be same as the value used for provisioning the IRI-POIs, CC-TFs, and and MDF3 (see table 7.12.3.5-1).
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the clause 7.12.2.2 with the embedded conditions implied.
	M

	DeliveryType
	Not used.
	M

	ListOfDIDs
	Delivery endpoints of LI_HI2. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfMediationDetails
	Sequence of Mediation Details, see table 7.12.3.4-2.
	M



Table 7.12.3.4-2: Mediation Details for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	LIID
	Lawful Intercept ID associated with the task.
	M

	DeliveryType
	Set to "HI2Only".
	M

	ListOfDIDs
	Details of where to send the IRI for this LIID. Shall be included if deviation from the ListofDIDs in the ActivateTask message is necessary. If included, the ListOfDIDs in the Mediation Details shall be used instead of any delivery destinations authorised by the ListOfDIDs field in the ActivateTask Message.
	C

	ServiceScoping
	Present if service scoping is required. Using the format defined in ETS TS 103 221-1 [7] include the service scoping as applicable to this LIID based on the service scoping listed below the table.
	C



The MDF2 shall support the following service scoping from the structure defined in ETSI TS 103 221-1 [7]:
-	The enumerated value of "voice" or "messaging" in the service type field.
-	When location reporting is required, one or both of "reportBeginingAndEnd", "reportUponChange".
The ModifyTask and DeactivateTask messages that the LIPF may send to the MDF2 present in the NFs listed in table 7.12.3.4-1 shall include the XID of the Task created by the above ActivateTask message.
	 NEXT CHANGE 	
[bookmark: _Toc153486687]7.12.4.1	IRI-POIs in IMS signalling functions
	 NEXT CHANGE 	
[bookmark: _Toc153486688]7.12.4.1.1	General
The IRI-POIs present in the NFs provisioned as shown in table 7.12.3.3-1 generate the xIRIs according to the conditions described in TS 33.127 [5] and illustrated in TR 33.928 [121].
As described in TS 33.127 [5], clause 7.12.3.2.2 and illustrated in TR 33.928 [121], the present document supports two deployment options:
-	Default option.
-	Alternate option.
The options used for LI involving a specific IMS service may be different from the option used for LI involving another IMS service. For example, a default option may be used for target non-local ID and an alternate option may be used for a local target ID.
NOTE:	One of the obvious conditions not stated in the subsequent clauses is that an NF can provide an IRI-POI functions if and only if the SIP signalling messages pass through that NF.
When a condition (e.g. inbound roaming with LBO) under which an NF provides the IRI-POI functions is dependent on the handling of SIP REGISTER message, the IRI-POIs may have to scan the SIP REGISTER for all IMS users to address the case when that IMS user engages in a communication with a target non-local ID.

	 NEXT CHANGE 	
[bookmark: _Toc153486706]7.12.4.2.1	IMS Message
For an intercepted IMS based communication (see clause 7.12.2.8), the IRI-POI present in the IMS Signalling Function shall generate the xIRI IMSMessage from the SIP message used to handle that IMS based communication. All SIP messages use the same xIRI record as shown in table 7.12.4.2-1.
[bookmark: _Hlk86936836]Table 7.12.4.2-1: Payload for IMSMessage record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	payload
	IMSPayload
	1
	One of the following payload types (other payload types may be added in future versions of the specification):
- encapsulatedSIPMessage shall be chosen when the SIP message does not contain any unauthorised information.
- modifiedSIPMessage shall be chosen when the SIP message contains information that is not authorised for reporting.
	M

	sessionDirection
	SessionDirection
	1
	Indicates the direction of the SIP session: fromTarget, toTarget, combined (if target calls him/herself) or indeterminate if the direction cannot be determined reliable (see NOTE).
	M

	voIPRoamingIndication
	VoIPRoamingIndication
	0..1
	Indicates whether the roaming mode is inbound LBO, S8HR or N9HR when the target is in roaming situation.
	C

	location
	Location
	0..1
	Location with timestamp, if available.
Shall include all location information for the target UE available at the NF where the POI is located encoded as a Location.iMSLocation parameter.
	C

	accessNetworkInformation
	SEQUENCE OF SIPAccessNetworkInformation
	0..MAX
	Provides non-location related access network information. Shall be present if available at the NF where the POI is located. One instance of SIPAccessNetworkInformation shall be used for each P-Access-Network-Information header.
	C

	cellularNetworkInformation
	SEQUENCE OF SIPCellularNetworkInformation
	0..MAX
	Provides non-location related cellular network information. Shall be present if available at the NF where the POI is located. One instance of SIPCellularNetworkInformation shall be used for each Cellular-Network-Info header.
	C

	NOTE:	When an incoming call to a target is redirected to another user, the sessionDirection field shall be set to toTarget. When an incoming call from a target non-local ID to an IMS user is redirected to, the sessionDirection field shall be set to fromTarget.



Table 7.12.4.2-2: Void
The IRI-POI present in the IMS Signalling fFunction generating an xIRI containing an IMSMessage record shall set:
-	The Payload Direction field in the PDU header to the direction of the signalling message carried in the IRI payload (see ETSI TS 103 221-2 [8] clause 5.2.6). If the signalling message was sent from the target, the Direction Value "3" (sent from the target) shall be used, if the signalling message was sent to the target, the Direction Value "2" (sent to the target) shall be used; if the direction could not be determined reliably, the Direction Value "1" (not known to the POI) shall be used. If the SIP message is sent from and to the target, the Direction Value "4" (more than one direction) shall be used. For the SIP messages generated by the network, the Direction Value "5" (not applicable) shall be used.
-	The conditional source IPv4 address or source IPv6 address field in the PDU header to the source IP address of the intercepted SIP message (see ETSI TS 103 221-2 [8] clause 5.3). It shall contain the source address of the packet from the 32-bit "Source Address" field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit "Source Address" field in IPv6, as defined in IETF RFC 2460 [27].
-	The conditional destination IPv4 address or destination IPv6 address field in the PDU header to the destination IP address of the intercepted SIP message (see ETSI TS 103 221-2 [8] clause 5.3). It shall contain the destination address of the packet from the 32-bit "Source Address" field in IPv4, as defined in IETF RFC 791 [34], or from the 128-bit "Source Address" field in IPv6, as defined in IETF RFC 2460 [27].
	 NEXT CHANGE 	
[bookmark: _Toc153486707]7.12.4.2.2	Start of interception with Active IMS session
The IRI-POI present in the IMS signalling Ffunction shall generate the xIRI StartOfInterceptionForActiveIMSSession when all of the following conditions are met:
- The IRI-POI receives an LI_X1: ActivateTask from the LIPF.
- The IRI-POI detects the IMS user identified by one or more of the target identifier (s) included in the ActivateTask is on an active IMS session.
 - The-IRI-POI in the IMS signalling Ffunctions meets the criteria mentioned in TS 33.127 [5] for providing the IRI-POI functions.
The generation of the xIRI shall be independent of the IMS media associated with the session. If multiple IMS sessions are active at the start of interception, a StartOfInterceptionForActiveIMSSession record shall be generated for each active session.
The following table contains parameters, with IRITargetIdentifier, generated by the IRI-POI.
Table 7.12.4.2-3: Payload for StartOfInterceptionForActiveIMSSession record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	originatingId
	SEQUENCE OF IMPU
	1..MAX
	Identities of the originator of the session.
	M

	terminatingId
	IMPU
	1
	Identities of the termination of the service.
	M

	sDPState
	SEQUENCE OF OCTET STRING
	0..MAX
	Latest state of session from IMS signalling Ffunction (including LMISF) will provide the agreed SDP answer and related modification (encoded in SDP format as per RFC 4566 [43] clause 5 when known) for each media stream of the target.
	C

	diversionIdentity
	IMPU
	0..1
	Provided if available and applicable.
	C

	voIPRoamingIndication
	VoIPRoamingIndication
	0..1
	Indicates whether the roaming mode is LBO, S8HR or N9HR.when the target is in roaming situation.
	C

	location
	Location
	0..1
	Location with timestamp, if available.
Shall include all location information for the target UE available at the NF where the POI is located encoded as a Location.iMSLocation parameter.
	C

	accessNetworkInformation
	SEQUENCE OF SIPAccessNetworkInformation
	0..MAX
	Provides non-location related access network information. Shall be present if available at the NF where the POI is located. One instance of SIPAccessNetworkInformation shall be used for each P-Access-Network-Information header.
	C

	cellularNetworkInformation
	SEQUENCE OF SIPCellularNetworkInformation
	0..MAX
	Provides non-location related cellular network information. Shall be present if available at the NF where the POI is located. One instance of SIPCellularNetworkInformation shall be used for each Cellular-Network-Info header.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486708]7.12.4.2.3	IMS CC Unavailable
The IRI-POI present in the IMS signalling Ffunction that also has the CC-TF (which would have triggered the media interception at the CC-POI) shall generate the xIRI IMSCCUnavailable when the media is not available for interception in the CSP's network.
Accordingly, the IRI-POI present in the IMS signalling Ffunction that has the CC-TF shall generate the xIRI IMSCCUnavailable when the following conditions are met:
-	The target of interception is on an IMS session with established SDP offer and answer.
-	The media does not enter the IMS network of the CSP that has received the warrant. In other words, the CC-TF does not send the LI_T3 ActivateTask to the CC-POI.
-	The CSP is required to send a notification to the LEMF when the media interception is required but not available for the interception.
NOTE:	The details of any interactions required between the IRI-POI and CC-TF present in the same IMS Signalling Function (e.g. IBCF) is outside the scope of the present document.
The payload of the IMSCCUnavailable xIRI is as shown in table 7.12.4.2-4.
Table 7.12.4.2-4: Payload for IMSCCUnavailable record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	cCUnavailableReason
	UTF8String
	1
	Provides the reason for the unavailability of CC.
	M

	sDPState
	OCTET STRING
	0..1
	The latest SDP information, if known.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486718]7.12.5.1	CC-TFs in IMS signalling functions
	 NEXT CHANGE 	
[bookmark: _Toc153486719]7.12.5.1.1	General
The CC_TFs present in the NFs provisioned as shown in table 7.12.3.3-1 activate the CC-POIs according to the conditions described in TS 33.127 [5] and illustrated in TR 33.928 [121].
NOTE 1: 	One of the obvious conditions not stated in the subsequent clauses is that an NF can provide the CC-TF functions if and only if the SIP signalling messages pass through that NF.
NOTE 2: 	The CC-TF functions apply only for session-based IMS communications.
When a condition (e.g. inbound roaming with LBO) under which an NF provides the CC-TF functions is dependent on the handling of SIP REGISTER message, the CC-TFs may have to scan the SIP REGISTER for all IMS users to address the case when that IMS user engages in a communication with a target non-local ID.
	 NEXT CHANGE 	
[bookmark: _Toc153486727]7.12.5.2.2.1	Overview
The ActivateTask message over the LI_T3 interface is sent from CC-TF to CC-POI as a trigger to start the media interception at the CC-POI. The details of the ActivateTask are as shown in table 7.12.5.2.2-1:
[bookmark: _Hlk99963380]Table 7.12.5.2.2-1: ActivateTask message for triggering the CC-POI over LI_T3
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	Allocated by the CC-TF as per ETSI TS 103 221-1 [7].
	M

	TargetIdentifiers
	IP address and the UDP port number are to be used at the CC-POI in identifying the IMS media that needs to be intercepted. See table 7.12.5.2.2-2.
	M

	DeliveryType
	Set to "X3Only".
	M

	ListOfDIDs
	Shall give the DID of the MDF3 to which the xCC should be delivered. The delivery endpoint is configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation.
	M

	CorrelationID
	This value is set by the CC-TF and shall be same as the value to be used in the xCC generated at the CC-POI.
	M

	ProductID
	Shall be set to the XID of the Task Object associated with the interception at the CC-TF. This value shall be used by the CC-POI to fill the XID field of xCC sent over LI_X3 to the MDF3.
	M

	TaskDetailsExtensions/SDP
	See table 7.12.5.2.2-3.
	M



Along with the IP address and UDP port number, a few additional identifiers are needed for the media interception. These are shown as TargetIdentifierExtension in table 7.12.5.2.2-2 and TaskDetailsExtensions in table 7.12.5.2.2-3.
Table 7.12.5.2.2-2: Target identifiers and extensions for LI_T3 
	Identifier type
	Owner
	ETSI TS 103 221-1 [7] TargetIdentifier type
	Definition

	IPv4 Address 
	ETSI
	IPv4Address
	ETSI TS 103 221-1 [7]

	IPv6 Address 
	ETSI
	IPv6Address
	ETSI TS 103 221-1 [7]

	UDP Port Number
	ETSI
	UDPPort
	ETSI TS 103 221-1 [7]

	H248 Context ID
	3GPP
	TargetIdentifierExtension/
H248ContextID
	H248ContextID
(see XSD Schema)

	Payload Direction Assignment 
	3GPP
	TargetIdentifierExtension/
PayloadDirectionAssignment
	PayloadDirectionAssignment (see XSD Schema)

	Trigger Scope
	3GPP
	TargetIdentifierExtension/
TriggerScope
	TriggerScope
(see XSD Schema)



Table 7.12.5.2.2-3: SDP task details extensions for LI_T3 
	Extensions field name
	Description
	M/C/O

	LocalSDP
	SDP sent to the remote end of the session (see paragraph below)
	C

	RemoteSDP
	SDP received from the remote end of the session (see paragraph below)
	C



The IP address and the UDP port number as target identifiers give the destination address at the UDP layer of the to-be intercepted media. For symmetric media, the same IP address and UDP port number give the source address at the UDP layer of the to-be-intercepted media in the reverse direction.
The H248ContextID identifies the identity of the media context created at the IMS Media Function using the H.248 Add Context message.
[bookmark: _Hlk101957254]The TriggerScope indicates whether IP address and UDP port number included as the target identifiers in the LI_T3 ActivateTask  are to be used for bidirectional media or unidirectional media. In the latter case, a separate trigger shall be sent to intercept media in the reverse direction. "Bidirectional" and "Unidirectional" are the values that can be set for the TriggerScope by the CC-TF in the ActivateTask message.
When the TriggerScope is "Unidirectional", the IP address and UDP port number identify the destination IP address and the UDP port number of the intercepted IMS media stream. When the TriggerScope is "Bidirectional", the IP address and UDP port number identify the destination IP address and UDP port number of the incoming intercepted IMS media and the source IP address and UDP port number of the outgoing IMS media.
[bookmark: _Hlk101953803]The PayloadDirectionAssignment field indicates the direction of the media stream destined to the IP address and UDP port number (indicated as target identifiers in the ActivateTask) from the perspective of the target. "FromTarget", "ToTarget" and "NotDetermined" are the values that can be set for this by the CC-TF in the ActivateTask message.
The LocalSDP provides the SDP information to be sent in a SIP message by the NF that has the CC-TF. The RemoteSDP provides the SDP information received in a SIP message at the NF that has the CC-TF. In some cases, both LocalSDP and RemoteSDP may be included in the ActivateTask message. The CC-POI is expected to use the LocalSDP to populate the SDP Session Description field of the X3 PDUs for the incoming media streams and to use the the RemoteSDP to populate the SDP Session Description field of the X3 PDUs for the outgoing media streams.
	 NEXT CHANGE 	
[bookmark: _Toc153486729]7.12.5.2.2.3		CC-POI in MRFP
The CC-TF present in the AS/MRFC shall send a trigger to the CC-POI present in the MRFP using the ActivateTask message over the LI_T3 interface for an intercepted IMS session (as determined according to the clause 7.12.2.8) that requires the CC interception when the following occurs:
-	The AS/MRFC that has the CC-TF receives the acknowledgement (i.e. H.248 Reply) to the H248: Add Context from the MRFP.
When the media streams are asymmetric, the CC-TF present in the AS/MRFC shall send a second trigger to the CC-POI present in the MRFP using the ActivateTask message over the LI_T3 interface to intercept the media in the reverse direction when the following occur:
-	When the SDP offer is received, the AS/MRFC receives the acknowledgement (i.e. H.248 Reply) to the H.248: Add Context from the MRFP. The H.248: Add Context is sent when the SIP message that contains the SDP offer is handled. This happens at the same time the first trigger (LI_T3 ActivateTask) is sent.
-	When the SDP answer is received, the AS/MRFC receives the acknowledgement (i.e. H.248 Reply) to the H.248 Mod Context from the MRFP. The H.248: Mod Context is sent when the SIP message that contains the SDP answer is handled.
For a conferencing scenario, the AS/MRFC is expected to send the H.248: Add Context to the MRFP when it handles a SIP message that includes a Conference Factory URI in the Request URI field. Only one LI_T3 ActivateTask is required to intercept the media for a conference.
Additionally, in support of the mid-session interception, the CC-TF present in the AS/MRFC shall send a trigger to the CC-POI present in the MRFP using the ActivateTask message over the LI_T3 interface when the following occur:
-	The CC-TF present in the AS/MRFC receives an ActivateTask from the LIPF over LI_X1 with CC interception required, when an incoming IMS session to the target identifier included in the LI_X1 ActivateTask was redirected to voice mail server with an already established SDP offer and possibly SDP answer as well.
-	The CC-TF present in the AS/MRFC receives an ActivateTask from the LIPF over LI_X1 with CC interception required, when announcement or tones are being applied to the caller of an incoming IMS session to the target identifier included in the LI_X1 ActivateTask message.
-	The CC-TF present in the AS/MRFC receives an ActivateTask from the LIPF over LI_X1 with CC interception required, when the user represented through the target identifier included in the LI_X1 Activate Task is one of the participants in an established conference session.
-	The CC-TF present in the AS/MRFC receives an ActivateTask from the LIPF over LI_X1 with CC interception required, when the Conference URI associated with an established conference session is included as a target identifier in the LI_X1 Activate Task message.
When the media streams are asymmetric, the CC-TF present in the AS/MRFC shall send a second trigger to the CC-POI present in the MRFP using the ActivateTask message over the LI_T3 interface to intercept the media in the reverse direction to any of the events except the last two in the above list occurs.
The details of LI_T3 ActivateTask are shown in table 7.12.5.2.2-1.
For the trigger (for the asymmetric media case, it is the first trigger):
-	The CC-TF shall use the IP address and UDP port number present in the local descriptor part of the acknowledgement (i.e. H.248 Reply) to an H.248 Add context message. The same IP address and the UDP port numbers are also present in the SIP messages that carry the SDP offer or SDP answer (depending on whether the AS/MRFC receives or sends the SDP offer).
For the second trigger that applies to asymmetric media case:
-	The CC-TF shall use the IP address and UDP port number present in the remote descriptor part of the of the H.248 transacation that happens between AS/MRFC and the MRFP. The same IP address and the UDP port numbers are also present in the SIP messages that carry the SDP offer or SDP answer (depending on whether the AS/MRFC receives or sends the SDP offer).
The values that the CC-TF sets for the PayloadDirectionAssignment and TriggerScope shall be determined as described in tables 7.12.5.2.2-7 and 7.12.5.2.2-8.
Table 7.12.5.2.2-7: PayloadDirectionAssignment and TriggerScope values (target identifier from local descriptor)
	Service type
	PayloadDirectionAssignment
	TriggerScope

	
	 Not a non-local ID
	Non-local ID
	Conference URI
	Symmetric media
	Asymmetric media

	Redirected 
	NotDetermined
	FromTarget
	n/a
	"Bidirectional"
	"Unidirectional"

	Conference
	NotDetermined
	n/a
	NotDetermined
	"Bi-directional"
	n/a



Table 7.12.5.2.2-8: PayloadDirectionAssignment and TriggerScope values (target identifier from remote descriptor)
	Service type
	PayloadDirectionAssignment
	TriggerScope

	
	 Not a non-local ID
	Non-local ID
	Conference URI
	Symmetric media
	Asymmetric media

	Redirected 
	NotDetermined
	ToTarget
	n/a
	n/a
	"Unidirectional"

	Conference
	NotDetermined
	n/a
	n/a
	n/a
	n/a



Tables 7.12.5.2.2-5 and 7.12.5.2.2-6 (clause 7.12.5.2.2) shows how the CC-POI is expected to set the Payload Direction field in the xCC based on the PayloadDirectionAssignment and TriggerScope values received in the LI_T3 ActivateTask message.
For an intercepted conference session, the CC-POI shall perform the media interception in a mixed mode including the media from all conference participants. The concept of Payload Direction, therefore, does not apply to the corresponding xCC.
The CC-TF present in the in the AS/MRFC shall follow the algorithm described in clause 7.12.5.2.2.2 to populate the LocalSDP and RemoteSDP fields of LI_T3 ActivateTask.
	 NEXT CHANGE 	
[bookmark: _Toc153486738]7.12.6.5	SDP session description
The CC-POI shall generate the SDP Session Description field (as specified in ETSI TS 103 221-2 [8] clause 5.3.23) of xCC from the the LocalSDP and RemoteSDP received in the LI_T3 trigger from the CC-TF as described below.
When the TriggerScope value is "Bidirectional", the CC-POI may receive the Local SDP and RemoteSDP in one LI_T3 trigger or in two separate LI_T3 triggers. When the TriggerScope value is "Unidirectional", the Local SDP and RemoteSDP are received in two separate triggers.
NOTE 1:	When the TriggerScope value in the LI_T3 trigger is "Unidirectional", the CC-TF includes LocalSDP in the LI_T3 trigger that has the local IP address and UDP port number as target identifiers and RemoteSDP in the LI_T3 trigger that has the remote IP address and the UDP port number as the target identifiers.
NOTE 2:	When the media interception is done at two sides of the IMS Media Function, the CC-POI receives RemoteSDP in both LI_T3 triggers with the TriggerScope value set to "Unidirectional".
The CC-POI shall include the LocalSDP in the SDP Session Description field of the xCC generated from the incoming media packets. The CC-POI shall include the RemoteSDP in the Session Description field of xCC from the outgoing media media packets. Clause 7.12.6.2 describes how the CC-POI identifies the incoming and outgoing media packets.
NOTE 3:	The LocalSDP provides the SDP information (e.g. codec information) expected by the IMS Media Function that has the CC-POI. The media packets sent by the remote end of the media flow are based on this SDP information. Therefore, the LocalSDP is associated to the incoming media packets.
NOTE 4:	The RemoteSDP address provides the SDP information (e.g. codec information) expected by the remote end of the media flow. The media packets sent to that remote end of the media flow are based on this SDP information. Therefore, the RemoteSDP is associated to the outgoing media packets.
The SDP Session Description field shall be included in the xCC each time a new LocalSDP or RemoteSDP is received in the LI_T3 trigger from the CC-TF.
	 NEXT CHANGE 	
[bookmark: _Toc153486774]7.13.2.2.1	LI_T3 interface Specifics
To support the use-cases where the IRI-POI in the HTTP Content Server does not get the identity of the user involved in the file-transfer (and therefore, the CC-POI in the HTTP Content Server cannot perform the interception based on the target identity provisioned by the LIPF), the CC-TF present in the RCS Server sends a trigger to the CC-POI present in the HTTP Content Server. When the CC-TF in the RCS Server detects that a file is being uploaded or downloaded by a target UE, it shall send an activation message to the CC-POI in the HTTP Content Server over the LI_T3 interface. The activation message shall contain the correlation identifiers that the CC-POI in the HTTP Content Server shall use with the xCC. This can be achieved by sending an ActivateTask message as defined in ETSI TS 103 221-1 [7] clause 6.2.1 with the following details.
Table 7.13.2.2-1: ActivateTask message from the CC-TF in the RCS Server for the CC-POI in the HTTP Content Server
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	Allocated by the CC-TF as per ETSI TS 103 221-1 [7].
	M

	TargetIdentifiers
	File detection criteria as determined by the CC-TF in the RCS Server, which enables the CC-POI in the HTTP Content Server to isolate target files. The CC-POI in the HTTP Content Server shall support the identifier types given in table 7.13.2.1-2.
	M

	DeliveryType
	Set to “X3Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI_X3. These delivery endpoints shall be configured by the CC-TF in the RCS Server using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	CorrelationID
	Correlation ID to assign to xCC generated by the CC-POI in the HTTP Content Server. This field is populated with the same CorrelationID the IRI-POI in the RCS Server uses for the associated xIRI.
	M

	ProductID
	Shall be set to the XID of the Task Object associated with the interception at the CC-TF. This value shall be used by the CC-POI in the HTTP Content Server to fill the XID of X3 messages.
	M

	ListOfServiceTypes
	Shall be included when the task should only intercept specific CSP service types as described in clause 5.2.4. This parameter is defined in ETSI TS 103 221-1 [7], clause 6.2.1.2 and, table 4.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486793]7.13.3.3.2.4	Type: ModifiedRCSPayload
Table 7.13.3.3.2.4-1: Structure of the ModifiedRCSPayload type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	modifiedRCSPayload
	EncapsulatedRCSPayload
	1
	Contains the modified payload in the original encoding.
	M

	modifications
	PayloadModifications
	1
	Contains the list of modifications done to the modifiedRCSPayload.
	M



	 NEXT CHANGE 	
[bookmark: _Toc153486797]7.13.3.4.2.1	RCSSessionEstablishmentAttempt record
The IRI-POI in the RCS Server shall generate an RCSSessionEstablishmentAttempt record when the IRI-POI in the RCS Server detects any of the following:
-	A SIP Session has been requested to transfer a Large Message Mode CPM Standalone message to or from a target (see clause 7.13.3.4.2.2).
-	A CPM 1-to-1 Chat Session has been requested for the target's communications (see clause 7.13.3.4.2.3).
Table 7.13.3.4.2-1: Payload for RCSSessionEstablishmentAttempt record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the SIP INVITE request.
	M

	inReplyToContributionID
	RCSContributionID
	0..1
	InReplyTo-Contribution-ID identifying the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the InReplyTo-Contribution-ID header field is present for the message being reported.
	C

	sessionReplaces
	RCSContributionID
	0..1
	The Contribution-ID present in the Session-Replaces header of the SIP INVITE identifying the Contribution-ID of the CPM 1-to-1 Chat Session that is being replaced to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the Session-Replaces header field is present for the message being reported.
	C

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCS Session.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	rCSSIPSessionMessage
	RCSSIPSessionMessage
	1
	Shall contain the SIP INVITE and the leg identificaition.
	M

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486801]7.13.3.4.3.1	RCSSessionModification record
The IRI-POI in the RCS Server shall generate an RCSSessionModification record when the IRI-POI in the RCS Server detects any of the following:
-	A request is sent to request the next leg of a SIP Session or a response is received establishing a SIP Session for the transfer of a Large Message Mode CPM Standalone message or a CPM 1-to-1 Chat Session.
-	A previously established SIP session for the transfer of a Large Message Mode CPM Standalone message to or from a target has been modified (see clause 7.13.3.4.3.2).
-	A CPM 1-to-1 Chat Session established for the target's communications has been modified (see clause 7.13.3.4.3.3).
Table 7.13.3.4.3-1: Payload for RCSSessionModification record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the original SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the original SIP INVITE request.
	M

	inReplyToContributionID
	RCSContributionID
	0..1
	InReplyTo-Contribution-ID identifying the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the InReplyTo-Contribution-ID header field is present for the message being reported.
	C

	sessionReplaces
	RCSContributionID
	0..1
	The Contribution-ID present in the Session-Replaces header of the SIP INVITE identifying the Contribution-ID of the CPM 1-to-1 Chat Session that is being replaced to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the Session-Replaces header field is present for the message being reported.
	C

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCSSession.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continues through the server or is terminated at the server.
	M

	rCSSIPSessionMessage
	RCSSIPSessionMessage
	1
	Shall contain the SIP message that triggered the xIRI, an indication of whether the the establishment or removal of a leg has been attempted or completed.
	M

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486805]7.13.3.4.4.1	RCSSessionRelease record
The IRI-POI in the RCS Server shall generate an RCSSessionRelease record when the IRI-POI in the RCS Server detects any of the following:
-	A SIP Session for the transfer of a Large Message Mode CPM Standalone message to or from a target has been released (see clause 7.13.3.4.4.2).
-	A CPM 1-to-1 Chat Session established for the target's communications has been released (see clause 7.13.3.4.4.3).
Table 7.13.3.4.4-1: Payload for RCSSessionRelease record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the original SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the original SIP INVITE request.
	M

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCSSession.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continued through the server or is terminated at the server.
	M

	rCSSIPSessionMessage
	RCSSIPSessionMessage
	1
	Shall contain the SIP message that triggered the xIRI, an indication of whether the the establishment or removal of a leg has been attempted or completed.
	M

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486839]7.14.2.5	EAS discovery notification
The IRI-POI in the EES shall generate an xIRI containing an EESEASDiscoveryNotification record when the IRI-POI present in the EES detects that the EES has notified a previously subscribed EEC on EAS discovery information. The IRI-POI present in the EES shall generate the xIRI for the following events:
-	EES receives an Eees_EASDiscovery_Notify response from an EEC confirming that the subscribed EEC has received EAS discovery information (as defined in TS 24.558 [93] clause 5.3.2.4).
NOTE:	Because it is HTTP-based transaction the notification request is always supposed to be received by the EEC which needs to answer with the response.
Table 7.14.2-12: EESEASDiscoveryNotification record
	Field name
	Description
	M/C/O

	subscriptionID
	Identity of the individual subscription for which the notification is delivered.
	M

	eventType
	Event type for which the notification is delivered;
	M

	discoveredEAS
	List of EAS discovery information. See table 7.14.2-8.
	M

	failureResponse
	Cause information when the discovery notification request has failed, if available.
	C



	 NEXT CHANGE 	
[bookmark: _Toc153486840]7.14.2.6	Application context relocation
The IRI-POI in the EES shall generate an xIRI containing an EESAppContextRelocation record when the IRI-POI present in the EES detects that an EEC has requested ACR (Application Context Relocation) determination .or ACR initiation. The IRI-POI present in the EES shall generate the xIRI for the following events:
-	EES returns Eees_AppContextRelocation_Determine response to the EEC confirming that EEC has carried out ACR determination (as defined in TS 24.558 [93] clause 5.5.2.2). EEC requests that the EES evaluates if ACR is needed and subsequently initiate the ACR procedure if required.
-	EES returns Eees_AppContextRelocation_Initiate response to the EEC confirming that EEC has carried out ACR initiation (as defined in TS 24.558 [93] clause 5.5.2.3). EEC requests initiation of an ACR procedure.
Table 7.14.2-13: EESAppContextRelocation record
	Field name
	Value
	M/C/O

	eECID
	Unique identifier of the EEC.
	M

	gPSI
	GPSI of the target UE, if available.
	C

	aCRDetermineReq
	See table 7.14.2-14.
	C

	aCRInitiateReq
	See table 7.14.2-15.
	C



Table 7.14.2-14: Details of aCRDetermineReq parameter
	Field name
	Description
	M/C/O

	eASID
	Identifier of the EAS, if available.
	C

	aCID
	Identifier of the AC, if available.
	C

	sEASEndpoint
	Endpoint information of the selected S-EAS.
	M



Table 7.14.2-15: Details of aCRInitiateReq parameter
	Field name
	Description
	M/C/O

	eASID
	Identifier of the EAS, if available.
	C

	aCID
	Identifier of the AC, if available.
	C

	tEASEndpoint
	Endpoint information of the T-EAS (target EAS).
	M

	sEASEndpoint
	Endpoint information of the S-EAS (serving EAS).
	C

	previousTEASEndpoint
	Endpoint information of the previous T-EAS.
	C

	routeReq
	T-EAS's DNAI information and corresponding N6 traffic routing information and/or routing profile ID, if available.
	C
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Table 8.2-1: Common Simple Types for LI reporting
	Type name
	Type definition
	Description

	CSGID
	INTEGER
	Closed Subscriber Group Identifier derived from CSG-ID defined in TS 29.272 [106] clause 7.3.79.

	IPv4Address
	OCTET STRING (SIZE (4))
	The IPv4 address being reported in binary representation.

	IPv6Address
	OCTET STRING (SIZE (16))
	The IPv6 address being reported in binary representation.

	MCC
	NumericString (SIZE (3))
	Mobile Country Code.

	MNC
	NumericString (SIZE (2..3))
	Mobile Network Code.

	MUSIMUERequestType
	OCTET STRING (SIZE(1))
	Indicates the reason the UE has requested the release of NAS Signalling or rejected paging. Encoded per UE Request Type omitting the first two octets. See TS 24.301 [51] clause 9.9.3.65.

	NID
	UTF8String (SIZE(11))
	This represents the Network Identifier, which together with a PLMN ID is used to identify an SNPN. See TS 23.003 [19] clause 12.7.1. Encoded as per TS 29.571 [17] clause 5.4.3.

	PagingRestrictionIndicator
	OCTET STRING (SIZE(1..33))
	Indicates the paging restriction requested by the UE or applied by the network for a UE. Derived from the Paging Restriction defined in TS 24.301 [51] clause 9.9.3.66 and TS 24.501 [13] clause 9.11.3.77. 

	RAC
	OCTET STRING (SIZE (2))
	Routing Area Code identifying a routing area within a location area. Defined in TS 23.003 [19] clause 4.2.

	RATFrequencySelectionPriority
	INTEGER (1..256)
	Indicates the RAT/Frequency priority to define camp priorities in Idle mode and inter-RAT/inter-frequency priorities for handover in Active mode. See TS 38.413 [23] clause 9.3.1.61 and TS 36.413 [38] clause 9.2.1.39.

	RATRestrictionInformation
	BIT STRING (SIZE(8,…))
	Indicates a list of RATs that are restricted. When used in EPS records, this IE is encoded as specified in TS 36.413 [38] clause 9.2.1.22. When used in 5GS records, this IE is encoded as specified in TS 38.413 [23] clause 9.3.1.85.

	SAC
	OCTET STRING (SIZE (2))
	The Service Area Code (SAC) together with the PLMN-Id and the LAC constitute the Service Area Identifier. The SAC is defined by the operator and set in the RNC via O&M. Defined in TS 23.003 [19] clause 12.5.

	TAC
	OCTET STRING (SIZE(2..3))
	The tracking area code being reported. 
Given in the format specified in TS 38.413 [23] clause 9.3.3.10.

	Timestamp
	GeneralizedTime
	Unless otherwised specified, the timestamp shall be given qualified with time zone information (i.e. as UTC or offset from UTC, not using the local time format).

	TimeZone
	UTF8String
	String containing the contents defined in TS 29.571 [17], table 5.2.2-1.



Table 8.2-2 contains the details for types that consist only of a SEQUENCE OF or SET OF.
Table 8.2-2: Details of SEQUENCE OF Types
	Type name
	Definition
	Cardinality
	Description

	TAIList
	SEQUENCE OF TAI
	0..MAX
	Contains a list of TAIs

	PLMNList
	SEQUENCE OF PLMNID
	1..MAX
	Contains a list of PLMNs

	ForbiddenTACs
	SEQUENCE OF TAC
	1..MAX
	Contains a list of TACs.

	ForbiddenLACs
	SEQUENCE OF LAC
	1..MAX
	Contains a list of LACs

	RATRestrictions
	SEQUENCE OF RATRestrictionItem
	1..MAX
	Contains a list of RAT Restrictions.

	ConnectedENGNBList
	SEQUENCE OF ConnectedENGNB
	1..MAX
	Contains a list of connected en-gNBs.

	PLMNSupportList
	SEQUENCE OF PLMNSupportItem
	1..MAX
	Contains a list of supported PLMNs. Derived from the PLMN Support List IE defined in TS 38.413 [23] clause 9.2.6.2. Also can be used to report the Served PLMNs portion of the Served GUMMEIs IE of the S1 SETUP Response defined in TS 36.413 [38] clause 9.1.8.5.



Table 8.2-3 contains the details for Types that use the ExternalASNType.
Table 8.2-3: Details for ExtenalASNType
	Type name
	Definition
	Cardinality
	Description

	TraceActivation
	ExternalASNType
	1
	Information related to a trace session activation provided from the core to the RAN node.
The ExternalASNType.encodedASNValue.alignedPER choice shall be used when populating this type and it shall be populated with the contents of the Trace Activation IE as described in the tables for the records that use this Type.
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Table 8.4.9-1 contains the details for the ConnectedENGNB type. Derived from the Connected en-gNB List type defined in TS 36.413 [38] clause 9.1.8.4.
Table 8.4.9-1: Structure of the ConnectedENGNB type
	Field name
	Type
	Cardinality
	Description
	M/C/O

	eNGNBID
	GNbID
	1
	The gNBID of the connected en-gNB.
	M

	supportedTAList
	TACList
	1
	A list of TACs supported by the conneceted en-gNB.
	M

	broadcastPLMN
	PLMNList
	1
	A list of the PLMNs broadcast by the connected en-gNB.
	M
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	B
	Steering of Roaming and UE Policy (route flow selection) ; stage 3
	18.5.0

	2023-09
	SA#101
	SP-230827
	0545
	-
	A
	The undetectable events for xIRI NEFUnsuccessfulProcedure record-R18
	18.5.0

	2023-09
	SA#101
	SP-230827
	0547
	-
	B
	Accommodate File Transfer Localization Function in the stage 3 provisioning clauses
	18.5.0

	2023-09
	SA#101
	SP-230827
	0549
	1
	C
	AMF Registration Modification
	18.5.0

	2023-09
	SA#101
	SP-230827
	0550
	1
	B
	Addition of RCS Session Related Records
	18.5.0

	2023-09
	SA#101
	SP-230827
	0552
	1
	A
	Clarifications for AKMA LI Stage 3
	18.5.0

	2023-09
	SA#101
	SP-230827
	0553
	1
	C
	Solution to allow the redaction of encapsulated information
	18.5.0

	2023-09
	SA#101
	SP-230827
	0554
	1
	F
	UDM Deregistration Reason Update
	18.5.0

	2023-09
	SA#101
	SP-230827
	0555
	1
	C
	Addition of AMF service accept record for Stage 3
	18.5.0

	2023-09
	SA#101
	SP-230827
	0556
	-
	F
	Correction on parameter ePS5GSComboInfo
	18.5.0

	2023-09
	SA#101
	SP-230827
	0557
	1
	C
	UDM Authentication Response modification
	18.5.0

	2023-09
	SA#101
	SP-230827
	0559
	1
	F
	Correction to EPS PDN Connection Modification record
	18.5.0

	2023-09
	SA#101
	SP-230827
	0560
	1
	B
	Correction to the provisioning for location acquisition
	18.5.0

	2023-12
	SA#102
	SP-231603
	0561
	1
	C
	Corrections and additions to AMF Service Accept records
	18.6.0

	2023-12
	SA#102
	SP-231603
	0562
	1
	F
	Updating the format of ASN.1 references
	18.6.0

	2023-12
	SA#102
	SP-231603
	0563
	1
	C
	Alignment of MME records with AMF records by adding missing parameters and records
	18.6.0

	2023-12
	SA#102
	SP-231603
	0564
	1
	C
	Corrections to AMF record tables, ASN.1 and addition of missing parameter tables
	18.6.0

	2023-12
	SA#102
	SP-231603
	0568
	1
	B
	NTN related information - stage 3
	18.6.0

	2023-12
	SA#102
	SP-231603
	0569
	1
	A
	Missing PDU session ID/EPS bearer ID in xIRIs generated at the NEF/SCEF
	18.6.0

	2023-12
	SA#102
	SP-231603
	0571
	1
	A
	APN unavailability in SCEFUnsuccessfulProcedure record
	18.6.0

	2023-12
	SA#102
	SP-231603
	0572
	1
	F
	Creation of Common Parameters Clause
	18.6.0

	2023-12
	SA#102
	SP-231603
	0573
	1
	F
	ASN.1 field deprecation and other drafting guidance enhancements
	18.6.0

	2023-12
	SA#102
	SP-231603
	0575
	1
	A
	Correction to RCS trigger XID, and other XID clarifications
	18.6.0

	2023-12
	SA#102
	SP-231603
	0576
	1
	F
	Corrections to Trace procedure reporting parameters
	18.6.0

	2023-12
	SA#102
	SP-231603
	0577
	1
	F
	RCS: Fixing a few suspected editorials in the stage 3 text
	18.6.0

	2023-12
	SA#102
	SP-231603
	0580
	-
	F
	PDU session related xIRIs during handover scenarios
	18.6.0

	2023-12
	SA#102
	SP-231603
	0582
	1
	F
	Optional Cell ID in LI_HIQR queries
	18.6.0

	2023-12
	SA#102
	SP-231603
	0586
	1
	C
	Deactivation_of_LI_at_CC_POI_for_Hold
	18.6.0

	2023-12
	SA#102
	SP-231603
	0587
	1
	F
	Clarification_of_NFID_IPID_Requirements
	18.6.0

	2023-12
	SA#102
	SP-231603
	0588
	1
	F
	Updates for Non-3GPP Access Networks
	18.6.0

	2023-12
	SA#102
	SP-231603
	0591
	1
	C
	Addition of ExternalASNType
	18.6.0

	2023-12
	SA#102
	SP-231603
	0595
	1
	F
	Addition of missing parameters to SUCI definition
	18.6.0

	2023-12
	SA#102
	SP-231603
	0596
	1
	C
	Details for redacting unauthorised information from RCS messages
	18.6.0
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